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Abstract of the contribution: The contribution proposes to discuss and provide privacy guidelines for the third party service provider.
1 Introduction 
This contribution proposes the considerations on the third party’s privacy guideline. In current TR 33.849, there are some privacy guidelines for operators and vendors respectively, according to the telecommunications technologies developing and network architecture evolving, new services paradigms and relevant service providers are bring into 3GPP system, the privacy guidelines for the third party service provider need to be considered. 
We kindly propose SA3 to agree the following pCR.
2 pCR
 ***
BEGIN CHANGES
***
8.2
Guide line
Operator’s privacy guidelines:

· It should be allowed that operators make its own privacy policies according to national and regional requirements
· Operator should inform the user and collect the personal data fairly and legally. 
Vendor’s privacy guidelines:

· Vendors should provide the privacy policy declaration to operators following operator and/or regional rules.      
· If operators hand over data to third parties (e.g. subcontractor), then data protection and user consent rules have to be observed.

· Vendors should provide security mechanism when personal data is stored in vendor’s system. 

· Vendors should provide mechanism to the operator which can delete the expired personal data in time and the time of keeping personal data can be configured. 

Note: Third party service provider guidelines are out of scope.

Editor’s Note: Any 3GPP interface to external service providers are in scope. Protection mechanisms on these interfaces need to be defined.

· 
a) 
b) 
· 
· 
***
END OF CHANGES
***
