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Abstract of the contribution: This contribution aims to solve the second editor’s notes in clause 6.3.2.2 of 3GPP TR 33.872
1. Introduction
This contributions aims to solve the second Editor’s Note in clause 6.3.2.2 of 3GPP TR 33.872 that specifies the use of OAuth Access tokens for TURN authentication.

Editor’s Note:  It is for ffs how anonymous access in IMS WebRTC registration scenario 3 works with this solution
2. Analysis 

In IMS WebRTC registration scenario 3, the “client credentials” grant type is used to obtain access token for the anonymous user. In this grant type, the user is not authenticated by the WWSF or WAF. The WWSF obtains access token from the WAF by authenticating with it, and then issues the obtained access token to the anonymous user without any authentication.
For TURN authentication, the same behaviour shall be followed for anonymous users. TURN server needs an access token to authenticate the TURN client (WIC). It does not matter how the WIC obtained this access token from the WWSF. The WWSF will use “client credentials” grant type to authenticate and obtain the access token from the authorization server (WAF). When the user is anonymous, WWSF provides access token to the WIC without any authentication.  When the user is not anonymous, WWSF will authenticate the user before issuing the access token to the WIC.

Conclusion:

The Editor’s Note can be removed based on the explanation provided above.
3. Conclusion
We kindly ask SA3 to agree with the above recommendation and approve corresponding pCR contribution S3-151097.[image: image1.png]



