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1. Overall Description:

SA3 thanks RAN2 for the LS S3-151011/ R2-145367.
As mentioned in LS S3-151011/R2-145367, related to SCG security algorithm negotiation and configuration, RAN2 agreed that the SeNB always provides ciphering algorithm to the UE upon SCG establishment and change i.e. no need to optimise by specifying that in case of absence the UE applies the same ciphering algorithm as for MCG/SRBs.
SA3 has made modifications on TS 33.401 to align with RAN2’s agreement. Furthermore, algorithm selection for SCG bearer is independent on algorithm selection for MCG bearer and there is no need for optimization of SCG security algorithm negotiation. SA3 agreed that MeNB need not to send encryption algorithm used on signalling radio bearer to SeNB in SeNB Addition/Modification Request.  For additional information, please see the attached CR agreed in SA3.
2. Actions:

To RAN2 
ACTION: SA3 kindly asks RAN2 to take SA3’s agreement into account.
3. Date of Next SA3 Meetings:

SA3#79
20-24 April 2015
Nanjing (China)

SA3#80
24-28 August 2015
Tallinn (Estonia)
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