3GPP TSG SA WG3 (Security) Meeting #78
S3-151062
Sorrento, Italia, 26 – 30 January 2015             
revision of S3-15abcd
Source:
China Unicom, ZTE Corporation
Title:
Condense existing threats to the Privacy guidelines for writing 3GPP TRs and TSs (in the new Annex F)
Document for:
Discussion and Approval
Agenda Item:
8.3
Work Item / Release:
SPI/Rel-12 
Abstract of the contribution: This contribution proposes to discuss how to condense the existing threats into the new Annex F to offer references for future 3GPP system/protocol design.
1 Introduction 
In order to speed up the progress of SPI, on the SA3 #77 meeting, it was agreed that transfer the TR relevant parts into an Annex that later becomes the final TR.
Privacy threats involve the common information threat and privacy-specific threat, it is proposed that when condense existing threat, list the common information threat and privacy-specific threat respectively. 
We kindly propose SA3 to agree the following pCR.
2 Analysis
3 Proposals
Annex F: Privacy guidelines for writing 3GPP TRs and TSs 

F.2
Threats
Editor’s Note: This section should include a condensed version of threats currently described under key issues, removing duplications. Key issue explanations may be not needed in a final TR.
F.2.1 Common information security threats
F2.1.x

….
F.2.2 Privacy-specific threats
F2.2.x

….

