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1. Introduction
In R12, IMS AKA method is analyzed and added the corresponding changes in the pCR. 

2. Discussion
UICC cannot facilitate WIC application to achieve IMS AKA since there is no UE APIs to provide browser a standard way to access AKA data on UICC using JavaScript.
3. pCR
===========================Begin of Change============================
6.1.1
Authentication of WebRTC IMS Client re-using existing IMS authentication mechanisms
Editor’s Note: It is assumed that the WebRTC IMS Client has access to IMS credentials and uses these to authenticate to the IMS.

In this scenario it is assumed that the user has a subscription with an individual IMPU and uses an IMS authentication mechanism (e.g., IMS digest) to authenticate with IMS. The eP-CSCF is assumed to relay the authentication information so that the message flows are unchanged.


Editor's Note: Access to the (U)SIM and the AKA algorithm from JavaScript is currently not supported in today's browsers (without requiring browser modifications or installation of proprietary plugins). It is ffs to use IMS AKA. 
============================End of Change============================
