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Summary of the merge:

During the evening session we reviewed S3-130391 and S3-130468 (comments) for clarification and potential merging to save meeting time.

The discussions were centered on two aspects:

· How do we want to consider the environment in the SAS and whether we should have several types of SAS for a single network product class depending on the environment?
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· At what stage (normative / before) of the SECAM work clarification should be made on concrete SAS modules?

TI asked whether the intention was to allow to add or remove environmental assumptions on the fly during evaluation for a given network product. TI reminded that SAS will have to be written in advance, before evaluation, so the environment assumptions will have to be taken into account before.

Orange found the numbering of SAS and of associated network products (SAS 2: MME1, MME2, …) confusing and that it was more related to the definition section than for 4.1.4

CMCC agreed with part of Orange comments on text deletion but wanted to keep the following in the pCR:

One network product class should have one SAS. 
SAS1 and SAS2 are specified for eNB class and MME class respectively. eNB class includes eNB products manufactured by different vendors, such as eNB1, eNB2, …, eNBn, MME class includes MME1, MME2, …, MMEn.
SAS 1: eNB1, eNB2, …, eNBn
SAS 2: MME1, MME2, …, MMEn.
In brief, each SAS should include environment etc assumption, functional requirements, and assurance requirements. 
Clarifications were made that the assumption would be that the standardisation process will result in a single set of security requirements, operational environment assumptions and attacker model for a given network product class. There will thus be a single SAS per network product class.
The standardisation will start with a given network product class for consideration (for example an RNC). During the threat analysis phase, an agreed level of exposure for the network product class under consideration will be chosen. If no agreement can be found on the exposure level, it is likely to be because the initial definition of the network product under consideration was too wide, for example because RNC class also included so called collapse RNC/NBs which have a too different exposure level from classical RNCs.

In this case a new network product class will be created on the fly: e.g. collapsed RNC/NBs would be a different class from classical RNCs. This is aligned with the assumption of a single SAS per network product class.
Orange felt that its commenting contribution was not needed if the text from CMCC was clarified along these lines.

Conclusion and proposal:
We propose SA3 to review the merge contribution instead of the two original contributions and to consider the pCR below for discussion and inclusion into the TR.
pCR
4.1.4 Relationship between network products classes, SAS and 3GPP functions

· When defining a network product class it needs to be defined which 3GPP functional entities or part of 3GPP functional entities are within this network product class
· SAS will have to be developed in a modular fashion such that an individual module is generic enough to be applied to more than one network product class. The assumption is that this modularity will allow a reasonable number of SAS.
· In a third step, it would be decided which SAS modules apply to which network product classes
There will be a single SAS for a given network product class. . The standardisation will start with a given network product class for consideration (for example an RNC). During the threat analysis phase, an agreed level of exposure for the network product class under consideration will be chosen. If no agreement can be found on the exposure level, it is likely to be because the initial definition of the network product class under consideration was too wide, for example because RNC class also included so called collapse RNC/NBs which have a too different exposure level from classical RNCs.
In this case a new network product class will be created on the fly: e.g. collapsed RNC/NBs would be a different class from classical RNCs. This is aligned with the assumption of a single SAS per network product class.

