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3GPP SA WG3 would like to ask the following questions related to MTC device triggering procedures and get inputs from SA2 for further work progress on the security aspects. The questions are as follows: 
A.  SA3 would like to know whether SA2 supports device triggering for a roaming MTC device (for eg, MTC device always attached to a VPLMN). 

B.  SA3 would like to know the communication model for Tsms, whether only a certain limited number of network entities (for example, network servers) acting as SME can send triggers over Tsms to MTC devices or can it be possible for a large number of devices (for example, normal UEs) acting as SME to send triggers to MTC devices over Tsms interface. SA3 believes that it will probably only be possible to standardise a secure SMS triggering solution in Rel-11 if the number of entities that can legitimately send trigger messages is limited per PLMN. Is such a restriction acceptable to SA2? A more comprehensive solution that can deal with a larger number of sending entities could potentially be introduced in Rel-12.
C. SA3 would like to know whether “Device triggering using direct model over user plane” and “Triggering with OMA Push” procedure captured in the annex TS 23.682 are within scope of Rel-11. 

D. Is it possible to send normal SMS (other than trigger SMS) to a MTC device. In case a normal SMS is allowed, then how does the MTC device react when receiving normal SMS? SA3 sees that in this case it may be possible to mount battery drain attack, even when there are mechanisms to filter out fake/unauthorized trigger SMSs. 

E. SA3 would like to know if it is possible to differentiate a trigger SMS from a normal SMS when sent over Tsms (for e.g, using SMS application port ID)?

