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Abstract of the contribution:

SA3 has discussed and identified a list of requirements for the security solution for IMS based MBMS and PSS. These requirements will be used in the comparison between the solutions to help select the final solution. The comparison table will use these requirements as rows and have the two proposed solutions in SA3 as columns.

The agreed list of requirements is as follows:

1. The solution shall be as secure as possible.

2. The solution shall reuse existing key management mechanisms as much as possible.

a. The solution shall reuse existing key refresh mechanisms as much as possible (example of a sub-requirement).
3. The solution shall have minimal impacts on the IMS core and BMSC entities.

4. The solution shall have minimal impacts on the existing protocols.
a. The solution shall have minimal impacts on SIP (example of sub-requirement).
5. The solution shall be as simple as possible.

6. The solution shall have minimal impacts on system performance
a. The solution shall minimize signaling and setup delay (example of sub-requirement).
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