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Abstract of document:

TS 33.110 describes the security features and mechanisms to provision a shared key between a UICC and a terminal that may host the UICC or be connected to the device hosting the UICC via a local interface. 

Candidate application to use this key establishment mechanism include but are not restricted to secure channel between a UICC and an end point terminal, which is specified by ETSI SCP. 
Changes since last presentation to TSG SA Meeting #33:

ETSI SCP confirmed in LS the need to define both a key establishment "per platform" and a key establishment "per application". 

There are no longer open questions listed in Annex of TS 33.110. 

Outstanding Issues:

None
Contentious Issues:

None
