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Action/Decision Requested:
We kindly solicit your feedback on our activity.

In particular, we kindly seek your collaboration especially on the IMS-related media security aspects where we believe a joint concerted effort could be most beneficial.
ETSI TC TISPAN WG 7 would like to inform you that we recently have started a Feasibility Study on Media Security in the context of Next Generation Networks (NGN) Release 2. The feasibility study is pursued as a Technical Report (TR).
Media security in the to be developed Technical Report refers to the capability to securely transport interactive, voice and/or video (including conferencing scenarios) or other multimedia conversational data (including text based) in the user plane of an (IMS-based or non-IMS based ) Next Generation Network.

This TR will comprise primarily stage 1 for capturing security requirements and service capabilities; further stage 2 will identify suitable security architectures. Optionally this TR may address stage 3 aspects such as security protocol(s) for media security.

The scope of this work includes simplex and duplex communication; point-to-point or group-based. This feasibility study addresses key management/key distribution for user plane (/media) and the protection of the media data. The TR may also address media security aspects for corporate/home networks in conjunction with NGN. The TR will also provide considerations on regulatory aspects such as lawful interception, and privacy.

At present, we have identified three potential major working areas that we intend to address by studying corresponding scenarios, requirements, architectures and other aspects:

· User-to-user scenario, where the network provides keying support
· User-to-network scenario

· Group scenario

For your convenience, we attach our current draft TR, which is however, still in its very early stages.
Attachment:

· Draft ETSI TR 187 007 “Feasibility study on media security”
