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1. Abstract 

ETSI TISPAN WG7 discussed the coexistence of TISPAN NGN authentication mechanisms with 3GPP authentication mechanisms during the TISPAN#10ter meeting and sent an LS to 3GGP SA3 and CT4 [10tTD380r1] with specific questions on harmonization. As reply, [LS S3-060576] was sent by 3GPP SA3 to TISPAN WG7. 

This contribution addresses one particular unresolved issue, ‘Legacy P-CSCF’ and proposes that the issue be referred to TISPAN WG3. 
2. Introduction

   The problem in short can be explained as follows:

NBA-aware P-CSCFs and legacy P-CSCFs may coexist within an operator’s network. If the TISPAN-UE sends REGISTER message to a legacy P-CSCF, the P-CSCF will not fill the P-Access-NetWork-Info header and the authentication may fail. Moreover, in such a scenario, an attacker serviced by a legacy P-CSCF, could fill the PANA header with victim’s line identifier with corresponding identities. This problem is explained in more detail in the following contributions [10bTD183r1], [10bTD184] and [10tTD202].
Two solutions were proposed for this problem: protocol based [10bTD183r1] or configuration based [10tTD280]. Both protocol-based solution and configuration-based are suitable for as the counter measure for the identified threat. 
· Protocol based solution uses an explicit indicator (introducing a new parameter). However, in our understanding, further work is required at the IETF, or else we deviate from IETF specifications.

· Configuration based solution assumes that the S-CSCF is aware of the type of P-CSCF. There was a concern about the configuration synchronization of P-CSCF capability when network is evolving, but this problem is less critical as NBA does not support roaming.
3. Conclusion
TISPAN WG7 and 3GPP SA3 agree that both solutions are suitable from a security point of view. As this is a stage-3 issue, this issue has to be sorted out by 3GPP CT1 and TISPAN WG3. 
