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1 Introduction

During the TISPAN #11bis meeting, the issue of “Coexistence between TISPAN and 3GPP authentication schemes” was discussed in the WG3/WG7 joint meeting. The conclusion is (quoted from the WG7 meeting report):

“
……
It was agreed that we study option c further, if there are problems, we investigate option b. This means that Option b is not closed down completely, option c is the preferred way forward. 

The conclusion is option 2 c), to be confirmed at the next meeting. This way WG3 and WG7 can start work on proposals for the preferred solution (2 c)). 
……
”
This contribution will provide detailed procedure for the above preferred solution c) (as stated in 11bTD027), which is based on the P-Access-Network-Info header.
2 Discussion
P-CSCF procedure selection at receiving REGISTER:

· Check whether the Security-Client header exists in the received REGISTER message:

If the Security-Client header exists and contains “ipsec-3GPP”, the P-CSCF shall 

behave according to 3GPP TS 33.203 / 24.229.

If the Security-Client header doesn’t exist, and the REGISTER is received from a 
network interface dedicated to TISPAN access, the P-CSCF should behave 
according to ETSI ES 283003.
If the Security-Client header doesn’t exist, and the REGISTER is received from a 

network interface dedicated to 3GPP access, the P-CSCF should behave 

according to 3GPP TR 33.978.
· In TISPAN access case, fill the suitable access type in the P-Access-Network-Info header. If there is already an existing access-type parameter in the P-Access-Network-Info header in the received REGISTER message, the P-CSCF shall update this parameter with suitable access type. How the P-CSCF knows access network type is implement-dependent (e.g. it can know the access network type from different UE’s IP address range).
S-CSCF procedure selection at receiving REGISTER:
· If there is “integrity-protected” parameter in the Authorization header, the S-CSCF 
shall fill “Digest-AKAv1-MD5” into SIP-Authentication-Scheme AVP in Cx MAR 
and behave according to 3GPP TS 33.203/ 24.229/29.228/29.229. 
· If there is no Authorization header, and there is no P-Access-Network-Info header or the access-type parameter in the P-Access-Network-Info header represents 3GPP access, the S-CSCF shall fill “Early-IMS-Security” into SIP-Authentication-Scheme AVP in Cx MAR and behave according to 3GPP TR 33.978. 
· If there is no Authorization header or no “integrity-protected” parameter in the 
       Authorization header, and the access-type parameter in the P-Access-Network-Info 
header represents TISPAN access, the S-CSCF shall fill “unknown” into 

SIP-Authentication-Scheme AVP in Cx MAR and behave according to ETSI ES 
283003 and TS 183033.
Notes: The S-CSCF can trust the P-Access-Network-Info header by some other means 
(E.g. in the same way as suggested in the contribution 11tTD120).
UPSF (or HSS in 3GPP) procedure selection at receiving MAR:
· If the SIP-Authentication-Scheme AVP in Cx MAR is filled with “Digest-AKAv1-MD5”, the UPSF (or HSS in 3GPP) shall behave according to 3GPP TS 29.228/29.229.
· If the SIP-Authentication-Scheme AVP in Cx MAR is filled with “Early-IMS-Security”, the HSS shall behave according to 3GPP TR 33.978.
· If the SIP-Authentication-Scheme AVP in Cx MAR is filled with “unknown”, the 
UPSF shall behave according to ETSI TS 183033.
3 Proposal

We suggest that WG7/WG3 discuss it in the joint meeting and adopt the proposed solution. 
