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TISPAN WG7 thanks 3GPP SA3 for their LS. TISPAN discussed this LS during the TISPAN#11bis and TISPAN#11ter meetings.
The LS reply from SA3 contained the following actions on WG7:

1. TISPAN WG7 is kindly asked to review the approach presented in this LS and, as far as appropriate, the attached contributions. Comments would be highly appreciated. 

2. In case TISPAN can accept the approach presented in this LS as a common baseline for future joint TISPAN-3GPP work on this issue, SA3 would like to encourage TISPAN to progress their work on this basis and communicate the result, if appropriate also on the SA3 and WG7 mailing lists. (There is a long gap between this and the next SA3 meeting.)

3. In case TISPAN feels the presented approach is not appropriate as a baseline for future joint work, SA3 would be pleased to receive comments and alternative proposals.

TISPAN WG7 has discussed jointly with TISPAN WG3 the issues presented in the LS and would like to respond to the actions as follows:

The 3 step approach outlined in the LS from 3GPP SA3 (S3-060576) was agreed by WG7 and WG3. 

TISPAN chooses to continue to separate issue#2 from issue#5, and responds to each of these issues as follows:

Issue#2: Legacy P-CSCF

Conclusion of the discussion during TISPAN#11bis: 

The Configuration-based can be done. The protocol-based is also possible, but may be more difficult. P-CSCF must add the information. Adding the header for the legacy P-CSCF is not an option. 

WG3 can provide the protocol-based solution, but the configuration-based solution can’t be ruled out and is recognized as a valid solution for supporting legacy P-CSCF. WG3 sees that the protocol solution is a necessity (e.g. for plug-n-play type equipment – networks don’t want to have to configure solutions). This protocol solution will take time, until middle of next year or so, as it will probably involve the IETF.
Conclusion of the discussion during TISPAN#11ter: 

At TISPAN#11ter, a proposal for a protocol-based solution was presented and discussed (see the attached 11tTD120r1). WG3 and WG7 could not reach a conclusion regarding this proposal as summed up in the following:

· The P-CSCF always adds the P-visited-network header, whether roaming is allowed or not.

· It was commented that it will be difficult to get the IETF to create a separate parameter, and it was seen to be a risk to base the solution on assistance from the IETF.

· It was commented that there are fields within the P-visited-network header which can be used for this purpose.

· Is the P-visited-network header the most logical one to use? With regards to selection of the header, it must be a header that cannot be manipulated by the UE (e.g. this rules out authorization header).

The P-visited-network header itself is ok to use. The issue is to Re-use existing headers and parameters or to use a new parameter to carry the indicator. The TISPAN WG3 position on this issue is: Re-use existing headers and parameters. The IETF will not give out a new parameter or private header.  

However, we must be careful regarding the re-use of headers. This is because adding functionality in this manner may overload the header and may be causing problems further along.
Conclusion on Issue#2: 
TISPAN sees the configuration-based solution as a possible solution for legacy P-CSCFs. A protocol solution is also required (e.g. for plug-n-play type equipment), but needs further work and may take longer. Therefore, TISPAN considers these solutions to be complementary. 
Action for SA3 regarding Issue#2: 
TISPAN would like SA3 to consider the above discussion and provide feedback regarding use of a protocol-based solution (such as presented in 11tTD120r2). TISPAN requests SA3 to continue work on the protocol-based solution.

Issue#5: Authentication method determined by S-CSCF

Issue#5 is assumed to be discussed independently from issue#2. Finding a satisfactory solution to Issue#2 is a pre-requisite for Issue#5 independent of the actual options chosen.
TISPAN WG3 and WG7 agreed to the step-wise approach, and progressed the analysis as follows:

Step 1 (Note: step 1 requires thorough standardization, and is a priority) and Step 3 were agreed.

Regarding the options 2 a, 2 b, 2 c:

For NBA and for Early IMS the access network is closely coupled to the home network (no roaming). 

Conclusion on Issue#5:

There was no support to pursue option 2a) further. Regarding options 2 b) and 2 c), these were discussed at both meetings, however, it was seen that there are limitations associated with option 2 b). The conclusion is as follows: It is proposed that the solution for issue #5 should be based on option 2 c), not option 2 b) and 11tTD121r2 presents a proposal that demonstrates that indeed option 2 c) can work. The option 2 c) is seen to provide flexibility for the future. 

Action for SA3 regarding Issue#5: 
TISPAN asks SA3 to continue the work on the co-existence issues taking into account the above information and actions.
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