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Background

The coexistence of authentication methods defined by 3GPP and by ETSI TISPAN was discussed both in TISPAN (10bis, 10ter) and SA3 (#43 and #44). 

The current status is well covered by the LS sent by SA3 to WG7 on this topic (11bTD027). 11bTD027 contains several documents among them S3-060576 is the actual LS and other are attachments.
The “Approach to distinction of authentication method by S-CSCF” part of the S3-060576, clause “3. Mechanisms for performing steps 1 to 3/Step2” presents 3 alternatives a), b), c). Among them alternative c) emerged only during the discussion so not as well covered by the attachments as other two. This contribution so has the focus on this alternative c) presented there.
Discussions
The agreed text made by SA3 for alternative 2c is quoted below:

<<<

Step 2: 

Several solutions were discussed during SA3#44:

….

c) This approach emerged only during the discussions. It makes two assumptions:
c1) the S-CSCF knows (by configuration or additional protocol information, cf. issue#2 in the LS from TISPAN WG7 in S3-060522), which P-CSCFs can be trusted to insert a P-Access-Network-Info header with correct information in the registration request. 
c2) it is ensured that any P-CSCF not sending a P-Access-Network-Info header connects only to 3GPP access networks. 
The S-CSCF then identifies whether the registration request is related to a user accessing through a 3GPP access network or a user accessing through a TISPAN network, or a user accessing through a network which is neither 3GPP- nor TISPAN-defined. This could be based on the P-Access-Network-Info header. If the P-Access-Network-Info header indicates that the access network is a 3GPP access network, Early IMS is used. 
A related idea was presented in TISPAN NGN 10bTD146.
Comments: It was argued in the discussions that further study was needed whether assumption c2) could be really made, or would be difficult to realize or be too restrictive. It was further remarked that this approach rules out that a non-3GPP-IMS-subscriber uses a non-3GPP authentication method (e.g. HTTP Digest) for IMS access, using a 3GPP access network merely for packet transport. It should studied further whether this is too restrictive.  

>>>

Regarding to the note "It was argued in the discussions that further study was needed whether assumption c2) could be really made, or would be difficult to realize or be too restrictive":
Discussion item 1) This concern seems related to the case when for certain access networks P-CSCF doesn’t have the connections with the corresponding CLF(s). Without connection to CLF, P-CSCF would have difficulty to get access related information for constructing the requested network-provided P-Access-Network-Info. At least the mandatory “access-type” field must be filled with some meaningful value.

This difficulty however can be solved with the following approaches:

Aproach-1a) P-CSCF can learn the access-type by some configuration mean. It could be noted that some other access information like default locations would be needed anyway (in case of having no connection toward CLF,), e.g., to fulfil local requirements on default locations for emergency services and those information would also be obtained by configuration mean. 

This approach would require different access-types to be separated somehow, for example by connecting them to different virtual network interfaces in P-CSCF.

Aproach-1b) in certain deployment cases P-CSCF would have difficulty to follow the configuration-based approach, for example when it is not practical to separate different access-types. A possible solution is to introduce a new "TISPAN-NASS" token as value for "access-type" if that is TISPAN access without knowing actual access network type ("ADSL, ADSL2, etc.") so P-CSCF can fill-in the network-provided P-Access-Network-Info with this generic value just for differentiation between TISPAN and 3GPP access. This distinct generic access-type value would serve the need for separate 3GPP and TISPAN access without requiring P-CSCF to know actual access-type.
Proposal

We see the Approach-1a) and Approach-1b) are complementary approaches that together can provide solution for constructing the requested network-provided P-Access-Network_Info header. 

The specification text would says that in case P-CSCF is able to obtain access network info either from CLF or by some means, it will fill network-provided P-Access-Network-Info according to it; otherwise P-CSCF generates a network-provided P-Access-Network-Info with access-type set to the generic value "TISPAN-NASS".

Discussion item 2) The original approach requires that all P-CSCFs that have connection to TISPAN access(es) to construct network-provided P-Access-Network-Info. 

An idea to make this requirement less restrictive is to set the requirement of putting network-provided P-Access-Network-Info for all REGISTER receiving over TISPAN accesses to "mixed" P-CSCF only. 
"Mixed" P-CSCF here means P-CSCF has connection with both 3GPP and TISPAN accesses. 
For the "pure-TISPAN" and "pure-3GPP" P-CSCFs, ie. P-CSCFs connected to only TISPAN or 3GPP accesses, then S-CSCF should be able to distinguish them based on some configuration mean and accept EIS only in case of "pure-3GPP" P-CSCF. 
This loosen the requirement on P-CSCF but adds functionality to S-CSCF so it is a trade-off decision to be made to choose this approach or to stay with the original approach of setting requirement for both "pure-TISPAN" and "mixed" P-CSCF types.
Proposal

We see the idea in Discussion item 2) as an alternative to the original approach. There is no contradiction between the two; from the authentication inter-working point-of-view both are fine. The selection between those approaches is seen as a trade-off decision between impact on P-CSCF and one on S-CSCF. TISPAN would make this selection after considering relevant aspects. 
Summary

The discussion and proposals above would resolve the cited concern related to the alternative c) in step 2 described in S3-060576, making it a good candidate solution for the identified authentication inter-working problem.
