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During TISPAN11bis WG3 and WG7 discussed the LS reply from 3GPP SA3 on “Co-existence of NBA”. It was agreed that WG3 should provide a protocol-based solution, but the configuration-based solution can’t be ruled out and as this was recognized as a valid solution for supporting legacy P-CSCF. 
Further analysis of the problem reveal that it seems that SA3 (and WG7) seem to have missed an important point regarding the coexistance problem - this point is explained as follows:

Users from legacy networks will be authenticated using NBA, and therefore are not allowed to roam from the home network - in this case, the P-CSCF is in the home network. However, to allow for mobility for subscribers using IMS-AKA authentication, there will be visiting subscribers using this same P-CSCF. For these subscribers, the P-CSCF is in the visited network.

Clarifying this point shows that we need to reconsider whether a configuration solution is indeed feasible.
Furthermore, the P-CSCF/S-CSCF in the visited and/or the P-CSCF/S-CSCF in the Home Network may have an Topology Hiding Inter-network Gateway (THIG) function in the one or both I-CSCF's. This mechanism may prevent any configuration solution proposed by TISPAN WG7 from working, even if the problems of maintaining such configuration information could be resolved"  

As defined in 3GPP 23.228:
4.6.2.1            Topology Hiding Inter-network Gateway

In performing the above functions the operator may use a Topology Hiding Inter-network Gateway (THIG) function in the I-CSCF (referred to hereafter as I-CSCF(THIG)) or other techniques to hide the configuration, and topology of the network from the outside. When an I-CSCF(THIG) is chosen to meet the hiding requirement then for sessions traversing across different operators domains, the I-CSCF(THIG) may forward the SIP request or response to another I-CSCF(THIG) allowing the operators to maintain configuration independence.

If a protocol solution is selected then it must be ensured that the solution takes the above architectural considerations into account as well.

