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1. Background:

3GPP SA3 has approved a Change Request to TS 33.246 rel-6 (Security of MBMS) on the handling of unknown MIKEY payloads.

This essential correction implies that MIKEY messages can now contain unknown extension payloads in MBMS Rel-6. Although these new extension payloads shall not be interpreted by the MGV-F of the USIM, the USIM shall verify the integrity of these (and all) payloads of the MIKEY message (in the case of smartcard-based key management).

Consequently, the impact on the USIM is the increase of the size of MIKEY message, which could now exceed 253 bytes. Unfortunately no upper bound can be given by SA3, but SA3 expects that the size of 253 bytes would not be significantly exceeded.

2. Introduction:

SCP-TEC agreed a CR (SCPt060639) for TS 102 221 release 7 in SCP-TEC#9 meeting, which allows the AUTHENTICATE command to process message longer than 255 bytes. Even if this CR need to be agreed by SCP plenary, CT6 considers this solution as stable enough to be reused in 3GPP specifications.

Therefore a CR (C6-060601) for release 7 of TS 31 102 that use exactly the same mechanism defined by SCP-TEC is agreed. But as MBMS authentication is defined from release 6 of TS 31 102, then CT6 also agreed a CR (C6-060600) for release 6, always based on the same mechanism defined by SCP-TEC.

CT6 would like that SCP plenary agrees the same change for release 6 of TS 102 221 even if it is a frozen specification. In this way ETSI specification will be consistent with 3GPP specifications.

In fact TS 31 102 refers to TS 102 221 and it would be better to have the same AUTHENTICATE command description on both releases 6.

If SCP plenary does not agree on this point, then CT6 has already conditionally agreed two alternatively CRs (C6-060592 and C6-060593) for releases 6 and 7 of TS 31 101. These CRs use exactly the same solution agreed by SCP-TEC for the detailed description of the mechanism used.

Based on the decision of SCP plenary, the chairman of CT6 group will present the first two CRs only (C6-060594 and C6-060595), or he will be obliged to present also the second two CRs (C6-060592 and C6-060593) to the next CT plenary meeting. If SCP plenary chooses this second option then we will start to have a duplication and potentially inconsistency between ETSI and 3GPP specifications. 

CT6 would like to thank SCP plenary for their collaboration on this topic and look forward for future fruitful co-operation.
2. Actions:

To ETSI-SCP

ACTION: 


· To agree a mirror CR of SCPt060639 for release 6 of TS 102 221;

· To inform CT6 and CT plenary about the decision of SCP plenary.
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