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1 Abstract
Current baseline document “Security aspects for inter-access mobility between non 3GPP and 3GPP access network” does not address bootstrapping of Mobile IPv6 parameters. In this document, we propose bootstrapping of Mobile IPv6 parameters for SAE as defined in IETF draft [draft-ietf-mip6-bootstrapping-split-02.txt].  
2 MIPv6 Case
Authentication between the MN and the network and IPsec SA setup between the MN and the HA for MIPv6 shall be performed using IKEv2 as defined in the IETF draft [draft-ietf-mip6-bootstrapping-split-02.txt]. In SAE, the home agent communicates with the AAA server to perform mutual authentication. The IKEv2 authentication is performed using EAP-AKA. 
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Figure X:  MN-Network authentication and MN-HA IPsec SA setup for MIPv6
3 Conclusions

It is proposed to consider the above solution presented in section 2 for bootstrapping of MIPv6 parameters and to incorporate the same as new section 7.3.2 in the baseline document “Security aspects for inter-access mobility between non 3GPP and 3GPP access network”. 
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