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1. Introduction

The TR 33.905 has currently no content in the IMS Recommendation section. This proposal adds references to the relevant specifications and provides some input on the currently empty IMS section.
2. Pseudo-CR
2
References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.
-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 33.220: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture".

[2]
3GPP TS 33.234: "3rd Generation Partnership Project; Technical Specification Group Service and System Aspects; 3G Security; Wireless Local Area Network (WLAN) interworking security".
[x]
3GPP TS 33.302: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; 3G Security; Access Security for IP-based Service".
[y]
3GPP TS 23.002: "3rd Generation Partnership Project: Technical Specification Group Services and System Aspects, Network Architecture".

4.3
Recommendations from IMS
Editor’s note:   
Further details to be filled in.
In this section further detailed information are given in extension to TS 33.203 [x], in case of conflict TS 33.203 [x] takes precendence. Below the IMS reference architecture set-up that is used in the context of this document.
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Figure 4-3: The IMS security related modules 
For this document the relationships within the terminal and the one between the SIP Stack with Digest Module and the P-CSCF and the interfaces towards the SIP Stack with Digest Module are relevant and focus area. The interfaces between the SIP Stack with Digest Module and the HSS, and the IMS Application and the P-CSCF are outlined in TS 33.203 [x].

The interface betweent the HSS and the SIP Stack with Digest Module provides mutual authentication. The HSS delegates the performance of subscriber authentication to the S‑CSCF. However the HSS is responsible for generating keys and challenges. The long-term key in the ISIM and the HSS is associated with the IMPI. The subscriber will have one network internal user private identity (IMPI) and at least one external user public identity (IMPU).
The interface between the IMS-Application and the P-CSCF provides a secure link and a security association between the UE and a P‑CSCF for protection of the Gm reference point. The data origin authentication is provided i.e. the corroboration that the source of data received is as claimed. For the definition of the Gm reference point c. f. TS 23.002 [y].
The IMS SIP application contacts the SIP Stack with Digest Module. The IMS application uses the SIP Stack with the Digest handlng and is only aware of the IMS network below. 
3. Proposal

SA3 to evaluate the proposed Pseudo-CR and to accept it for integration into TR 33.905. Also, if SA3 considers the document mature enough to go for SA pleanry for information after this meeting, to decide to submit it. 
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