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SG19 would like to thank ITU-T SG 17 for their LS on General Security Policy for Secure Mobile End-to-End Data Communication. SG 19 has briefly reviewed and discussed draft new Rec. X.msec-3 together with the response from 3GPP SA3 to the same LS at http://www.3gpp.org/ftp/tsg_sa/WG3_Security/TSGS3_38_Geneva/Docs/S3-050285.zip. (While this SG 17 liaison is noted in 3GPP2 TSG-S WG 4 Feb 2005 meeting report and comments are requested for a subsequent meeting, no response appears to have been generated based on no input documents commenting on it having been submitted to 3GPP2.)

SG 19 is interested not only in the mobile specific standpoint, but also in the access network agnostic standpoint when fixed-mobile convergence (FMC) or NGN is discussed. In particular, we see the evolution of NGN reflecting an access agnostic core network infrastructure based on the 3GPP IMS, and would like to obtain a better understanding of what appears to be an end-to-end security model whose functions are dependent on the mobile access. It is our view that it would be preferable to build end-to-end security (between user and service provider) “on top of” the inherent security capabilities offered by wireless mobile access with the aim of having the security for the end-to-end service independent of the access, whether it be fixed (e.g., copper pair), simple wireless (e.g., fixed radio link, Wi-Fi), or wireless mobile (e.g., GSM/UMTS, ANSI-41/cdma2000)

SG 19 is looking forward to further collaborating with you on these matters.
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