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1 Introduction
Ut interface is indispensable to IMS based services. In the present early IMS TR, a note state “it is also possible that solutions similar to early IMS security solution are re-used to protect HTTP traffic”, but there is not describing to define how to use early IMS based solution to protect HTTP traffic, thus the early IMS based service will be difficult to implement. This document discusses how to use the Early IMS based solutions to Ut interface. 
2 Discussion
In the Early IMS solution, S-CSCF implements the function of checking user identity, but Ut interface is independent of accessing the IMS, AS may need to check the user identity by itself. It is impossible that S-CSCF transfer the secure binding information(a secure binding in the HSS between the public/private user identity (SIP-level identity) and the IP address currently allocated to the user at the GPRS level) to AS at ease, so the AS must get the binding information by other way.
Method 1): Getting binding information over Sh

The Sh interface is between the HSS and the "SIP Application Server", and supports mechanisms for transfer of user related data stored in the HSS, so AS may re-use this interface to get secure binding information from HSS. But Sh interface is an intra-operator interface, if we want to use this method, the AS should be limited to home network.
The current full Ut interface protection mechanism is GBA, so AS should know what authentication method will be implemented, HTTP Digest Authentication with bootstrapped security association or secure binding information mechanism. UE may indicate the supported security mechanism by the “User-Agent” field of Http message, then AS know the secure binding mechanism will be used , and the AS requests security binding information from HSS by IMPU over Sh interface.
Method 2): Getting binding information by BSF
In the early network, the GAA and BSF may not be supported, but we mentioned BSF in this text is not an actual BSF, and it just implements the function of getting secure binding information for AS from HSS. This BSF may be upgraded to a 3G BSF when GAA is deployed.
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Early GAA implementation ignores the Ub interface, and is just for early Ut interface protection. UE indicates that the secure binding information mechanism is supported, then AS makes a request for secure binding information to BSF corresponding to the IMPU provided by UE. If the BSF is a full 3G BSF, it should check what type is this requesting message corresponding to the Identity in the message. If the Identity is IMPU, BSF inquires the HSS about the secure binding information, otherwise BSF implements with current procedure. If the BSF is an early BSF, it inquires the secure binding information directly, and no any checking is needed.
The HSS should return an IMPI related all IMPU secure binding information, in case of AP is in the place of NAF, the UE may want to connect to AS with different IMPU, so AP should store enough secure binding information related to one user. The subsequent verification is same with Early IMS.
Analysis of two methods:

Sh interface methods: very simple, just only some slight modifications are needed in Sh interface. The limitation is the AS must be in the home network.
Early GAA methods: No any limitations is placed to AS. Implementation of Early GAA don’t affect interface of IMS. Early GAA can be smoothly upgraded to 3G GAA. 
To the both methods: The TLS mechanism can be deployed.
3 Proposal 

 Different CRs corresponding to above two methods are prepared.

Asking SA3 select one method and approve corresponding CR to close the issue of Early IMS related Ut interface protection.    
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F2: 3G GAA implementation
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