3GPP TSG SA WG3 Security — S3#38
S3-050186
26 - 29 April 2005

Geneva, Switzerland

Source:
Chairman of 3GPP TSG-SA WG3

Title:
Report from SA#27 plenary

Document for:
Information

Agenda Item:


Dear SA3,

Once again, SA3 matters were handled fairly smoothly at the SA#27 plenary meeting in Tokyo, Japan, 14-17 March 2005. The main points with impact to SA3 are listed in the following:

1. The response to our LS about HTTPS connection between a UICC and a NAF (S3-050176) was twofold. On one hand, it was decided that our proposed study is too late for Release 6. Based on this, addition of the new editor’s note proposed in our CR S3-050175 was not approved. On the other hand, it was agreed that the study should be carried out with urgency. If it turns out at the next SA plenary in June that all work is already completed (in all WGs) then inclusion to Release 6 may be re-considered. As regards our work, the latter part of the twofold decision justifies keeping the early deadline for contributions on this subject.    

2. The TR 33.978 “Security aspects of early IMS” was approved and it is now under change control.
3. The WID “Liberty Alliance and 3GPP Security Interworking” was approved.
4. All our proposed CRs were also approved.  Two of them were slightly modified: in addition to the CR S3-050175 mentioned above, the category was changed from “D” to “F” in one WLAN CR (i.e. in S3-050158).  

5. Two other areas caused some discussion: our relation to ETSI TISPAN work and our LS to OMA BAC (S3-050171). However, none of our conclusions in either area were disputed.

6. Issues of interest in SA1 area:

· After some input was received from SA2, the WID on “Selective Disabling of UE Capabilities” was revised, see the end result in SP-050182.

· SA1 complained about receiving too many LS’s where they are just cc’d. They also intend to send a reply LS only in case there is an impact to SA1 specifications. 

7. Issues of interest in RAN area:

· RAN2 had complained about CN1’s suggestion regarding issues in “Re-authentication and key set change during inter-system handover”; see LS in S3-050107 that we looked at in our last meeting. However, SA plenary endorsed CN1 proposal and RAN2 would modify their specs accordingly.

8. Bad news in the end: it was confirmed that we are going to lose Maurice because of MCC support re-allocation. Luckily, it was promised that we would get Michael Clayton as a replacement. He is also a very experienced support person and he has managed to keep even SA1 in good order. This transfer is probably going to be effective already in our next meeting.   

Attached: my status report slides (SP-050123)
Best regards,

Valtteri Niemi

SA3 chairman

