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1. Overall Description:

SA3 thanks CN1 for the liaison related to alignment of specifications between CN1 and SA3 with respect to fallback to full authentication (N1-050376)

SA3 checked the TS33.234 v6.3.0 and thinks the current wording is correct. During a full authentication, a WLAN UE can get both a re-authentication id and a pseudonym. When the UE uses the re-authentication id to start a fast re-authentication, it can only get a re-authentication id. However, the UE still has a pseudonym stored and can use it for a full authentication. Then the UE can get another pseudonym for the next full authentication. So it’s not necessary to send a pseudonym to the WLAN UE during a fast re-authentication.

SA3 would like to point out that both Internet Drafts [9] and [10] in the CN1 CR are currently in the RFC editors queue.

2. Actions:

SA3 kindly asks CN1 to modify the CR, in particular, to remove the note 1 about the 2 IETF drafts to avoid misunderstanding.

3. Date of Next SA3 Meetings:
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