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1 Pseudo-CRs - motivation and proposal

1.1 Status of TR 33.919 regarding guidelines on the use of GAA

In S3#31 meeting, with the approval of the contribution S3-030XXX, it was agreed to include the following Editor’s note:

Editor’s note:
An AS or an AP may force the UE to run BSF as specified in TS 33.220 or an AS may understand that the user request is already authenticated by an Authentication Proxy. Depending on the policy of the operator, an AS or an AP may also use alternative authentication mechanisms e.g. mechanisms based on subscriber certificates or authentication mechanisms specified outside of 3GPP if such mechanisms are at their disposal. It is therefore assumed that an AS and an AP should be able to take the decision what parts of GAA shall be used if any.

This editor’s note permits some flexibility to both AP & AS, in the sense that both can:

· Force the user to run BSF

· Consider that the user has already been authenticated.

· Use other alternatives authentication methods, even if they are specified outside 3GPP

1.2 Proposal for CRs to TR 33.919
This contribution and accompanying pseudo-CR proposes normative text on the usage of GAA based on Editor’s note above. In particular, it is proposed here to remove the editor’s note in chapter 6.5 and include general guideline under chapter 7 that states in a normative way all the possibilities that and AP or AS have regarding the authentication of the user towards the applications. Said possibilities shall cover both the decision regarding whether authentication is required or not and, in case the authentication is required, the decision regarding the authentication methods to be applied.
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