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1. Introduction

CN1 has agreed N1-031304 (attached) at their last meeting, specifying different procedures for the I-CSCF (entry point of the home network), which depend on the trustworthiness of the domain from where the message was received. If the sending network is a trusted one, then the message is not touched, otherwise all the P-Asserted-Identity and other sensitive headers are removed from the request. The procedures to be executable, require the I-CSCF to know whether or not the previous SIP entity is part of the trust domain or not. 

< N1-031304_ICSCFprocedures_revised.doc >

One possible solution for the problem is to have the SPD of the security gateway replicated to the SIP layer. Therefore, the source and/or destination transport addresses the message arrived with, could be used to deduce whether or not the request came protected or without protection.

Obvious problems with this solution: more than one security gataways may be in use by the home network (replication of SPD to the SIP layer becomes more difficult).

2. Proposal

It is proposed that SA3 starts developing a feasible solution for this problem. 
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