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This liaison raises some issues concerning the handling of Private and Public Identities at registrations in the IM CN SS. In particular the following topics are covered:

· Registration of several Public User Identities

· Validation of Public User Identity at Registration.

Registration of several public identities

1. SA3 is currently defining the authentication schemes for the IM CN SS. The current understanding in SA3 is that an IM subscriber will have one IM Private user identity (IMPI) and at least one IM Public user identity (IMPU), which are issued by the operator. A subscriber may have additional IMPUs associated with the IMPI and the understanding that SA3 has is that all IMPUs associated with the IMPI will be stored in the HSS. In 23.228 v500 in section 4.3.3.4 it is stated that 

“The home network operator is responsible for the assignment of the private user identifier, and public user identifiers; other identities that are not defined by the operator may also exist. “

It would be very helpful if SA2 could clarify what identities, in relation with the IMPI and the IMPU that can be defined without the interaction of the operator. 

2. For several reasons SA3 has adopted the working assumption that an IMPU, IMPU1 say, which has been registered in an S-CSCF will be re-registered in the same S-CSCF. Furthermore SA3 has the working assumption that when a subscriber registers a second IMPU, IMPU2 say, then IMPU2 will be registered in the same S-CSCF as IMPU1. 

In 23.228-v500 section 5.2.2.1 it is said that:

“A Serving-CSCF is assigned at registration, this does not preclude additional Serving-CSCFs or change of CSCF at a later date. Procedures for use of additional CSCFs are not standardized in this release.”
This requirement seems not to be aligned with the current working assumptions that SA3 currently have. In the attached document, S3-010367, this issue is analyzed. It is specifically mentioned in S3-010367 that one solution with additional S-CSCFs is to introduce an SA, Security Association, for each IMPU that is being registered. This adds complexity to the UE and increases the signaling in the network. 
However there might exist other secure solutions than having several SAs such that any S-CSCF can deduce that the IMPI has been appropriately authenticated in any other S-CSCF or if a re-authentication shall take place. Currently no such other secure solution has been addressed in SA3. Before further analysis takes place and decisions are taken it is very important that SA3 understands the requirements correctly. 
· SA3 would be happy if SA2 could clarify the requirements.
· SA3 kindly asks if SA2  can agree on the appropriateness of the working assumptions that SA3 currently have
Validation of Public User Identity at Registration

TSG SA WG3 would also like to inform TSG SA WG2 that during S3#19 another issue was discussed regarding “Validation of Public User Identity during Registration”. This was originally presented and discussed at S2 (S2-011634), cf. the attachment S3-010328. 

S3 recognizes the fact that there is no security relation between the IMPI and the IMPU. This requires that the IMPU that is being registered needs to be validated i.e. the network shall check that the IMPU has a relation with the IMPI in the HSS.

S3 will accommodate the validation of the IMPUs within the authentication flows that have just been agreed by S3 and that are included in this liaison for information:
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1. SA3 recognizes that the IMPI could be first authenticated and then the IMPU could be validated. This implies that all IMPUs should be downloaded to the S-CSCF during Cx-Pull (22 & 23) and the S-CSCF performs this check. 

2. SA3 also recognizes that another solution would be to do the check during the Cx-Query procedures. 

Before any decision is taken, SA3 needs to know if scenario 1, which means that all IMPUs are downloaded to the S-CSCF, is acceptable by SA2 and CN4 or not.
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