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A need was identified to ensure that S3 security features are properly integrated into the R99/R00 specifications. Therefore S3 has started to identify affected specifications on

· Authentication and key agreement,

· Confidentiality and integrity protection,

· Secure 2G-3G interworking.

This document summarizes the review of TS 31.102 and TS 33.102 with the target that security issues related to the USIM are integrated properly in both specifications. 

The following 5 CRs are drafted on TS 33.102 to be presented for approval at S3#13.

· <<33102CR097-align-note-and-star-in-figure18.doc>>
This CR links the NOTE added to TS 33.102 and the stars in figure 18, section 6.8.1.1.

· <<33102CR098-change-COUNT-to-COUNT-C.doc>>
This CR changes COUNT to COUNT-C in the security mode set-up procedure; section 6.4.5.

· <<33102CR099-conidition-on-rejecting-keys.doc>>
This CR clarifies the conditions on rejecting the keys CR and IK depending on the values STARTCS and STARTPS.

· <<33102CR100-replace-count-by-start.doc>>
This CR replaces COUNT by STARTCS and STARTPS in section 6.4.3 on cipher key and integrity key lifetime for alignment with the already agreed CR88.

· <<33102CR101-UICC-interworking-conditions.doc>>
This CR clarifies the interworking procedure when a UICC has to support GSM and UMTS AKA.

CRs on TS 31.102 will be tabled by T-Mobil on the 3GPP TSG T3 meeting to be held in Visby/Gotland, Sweden (24.-26.05.2000).

