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The GSM2000 group
 have recently produced a requirements specification for a new GSM circuit switched encryption algorithm known as A5/3. This specification has been endorsed by S3/SMG10. SMG and GSMA are asked to approve the draft A5/3 algorithm requirements specification (attached). The intention is for the algorithm design work to be funded by the GSMA. In parallel with the algorithm design, S3/SMG10 intend to start to investigate how A5/3, once it is introduced, can become the default algorithm.  

It should be noted that the algorithm requirements specification currently allows for key lengths of up to 128 bits. However, for initial deployment it is envisaged that a 64 bit key will be used. S3/SMG10 intend to start work to investigate the support of longer key lengths in future releases of the specifications. This study will need to look at protocols where Kc is handled, for example MAP, SIM-ME interface and storage in VLR / AuC.

It should also be noted that the algorithm requirements specification currently suggests that the algorithm could also be used as a common algorithm for both GSM and GPRS.

� GSM 2000 is a joint working grouo of ETSI SMG10 and GSMA SG





