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On TSG-RAN-WG2 meeting #9 and #10 a procedure was discussed, that allows for checking – during the cipher key change procedure as described in TS 25.331 – whether the UE will use the correct new cipher key, after the cipher key change procedure, and – in case it is a wrong new cipher key – to switch back to the old cipher configuration. 
Otherwise the UE may be lost according to the scenario described.

Document TSGR2#10(00)0226 which is attached describes the issue which is being addressed and a proposed solution .

TSG-RAN-WG2 kindly asks TSG-S-WG3 to state their opinion concerning the questions below so that TSG-RAN-WG2 can come to a conclusion on this matter.

· Does the scenario that is described in the attached document exist?

· If the answer is yes, is it addressed by higher layers?

· If the answer is no to the second question, does the proposed solution solve it?

