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Abstract of the contribution: The contribution proposes to update solution for public safety UE-to-UE relay i.e. solution R5 in 3GPP TR 23.703.

Proposal
The following updates are proposed for approval in section 6.3.5 in 3GPP TR 23.703.

1. Clarify that the tunnel established between two public safety UEs is an IPSec tunnel.

2. Add the IP address allocation mechanism for public safety UEs.

First change

6.3.5
Solution R5: Solution for Public Safety UE-to-UE Relays
6.3.5.1
Functional description
When a public safety UE (i.e. the initiating UE) needs to communicate with another public safety UE (i.e. the destination UE) which is not in proximity, the initiating UE tries to communicate with the destination UE via a UE-to-UE relay.

An example of the scenario is shown in Figure 6.3.5.1-1. UE1, UE2, UE3, UE4 and UE5 in the scenario are public safety UEs. Furthermore UE2, UE3 and UE4 are relay capable. The UEs in proximity with UE1 are UE2, UE3 and UE4. And UE2, UE3 and UE4 are also in proximity with UE5. UE1 wants to communicate with UE5 which is not in proximity with UE1.
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Figure 6.3.5.1-1: a scenario of discovering UE to UE relay

In order to find a public safety UE to act as the UE-to-UE relay, the initiating UE broadcasts a relay request message including the identifiers of the initiating UE and the destination UE. When a UE in proximity with the initiating UE receives the relay request message, it decides whether it can act as the relay for the communication. If it can, it returns a relay response message including its identifier to the initiating UE. Otherwise, the UE drops the relay request message. If there are more than one UE in proximity with the initiating UE can act as the relay, the initiating UE has to select one from them based on, e.g. the received signalling strength.
Editor’s Note: The identifier of the public safety UE is FFS.

After the UE-to-UE relay is selected, in order to trigger the UE-to-UE relay to establish the path between the UE-to-UE relay and the destination UE, the initiating UE sends a relay path establish request message to the UE-to-UE relay including the identifier of the destination UE, the QoS of the path to be established and so on. After the path between the UE-to-UE relay and the destination UE and the path between the UE-to-UE relay and the initiating UE are successfully established, the initiating UE can communicate with the destination UE through these two paths.
6.3.5.2
Communication path establish procedure
The detail of the procedure to establish the communication path is illustrated based on the scenario shown in Figure 6.3.5.1-1 and the procedure is shown in Figure 6.3.5.2-1.
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Figure 6.3.5.2-1: Relay path establishment procedure

Step 1: UE1 wants to communicate with UE5, but UE1 finds that UE5 is not in proximity. In order to find a UE-to-UE relay for the communication, UE1 broadcasts a relay request message including identifiers of UE1 and UE5.
Step 2~4: When a UE in proximity with UE1 receives the message, the UE first makes a decision on whether it can act as the relay for UE 1 and UE 5 based on, such as the relay capability (enabled or disabled), the proximity relationship with the destination UE, the current process load, the signalling strength received from the destination UE, the user preferences and so on. If the UE can act as the relay, it returns a relay response message to UE1 including the identifier of the UE. Otherwise, it drops the relay request message.

NOTE 1: the UE to UE Relay may initiate ProSe discovery to determine whether the destination UE is in its proximity if it has no valid proximity information of the destination UE, or initiate ProSe discovery procedure periodically to gather the proximity information of UEs nearby.

Step 5: UE1 obtains the UEs that can act as the relay for the communication based on the received relay response message, then selects one of them by considering, e.g. the received signalling strength. It is assumed that UE1 selects UE2 to act as the relay. Then UE1 sends a relay path establish request message to UE2, and the message includes the identifier of UE5, the QoS of the path.


Step 6: Authentication and security setup procedure between UE1 and UE2. And during the security setup procedure, an IPSec tunnel is established between UE1 and UE2.
Editor’s Note: Authentication procedure is FFS.

Step 7: UE2 sends a connection establish request message to UE5 including the identifier of UE2, the QoS of the path.

Step 8: Authentication and security setup procedure between UE2 and UE5. During the security setup procedure, an IPSec tunnel is established between UE2 and UE5.
Editor’s Note: Authentication  procedure is FFS.

Step 9: UE5 returns a connection establish response message to UE2 including an indication whether UE5 accepts the request to establilsh a relay path via UE2 or not. 
Step 10: UE2 receives the response message from UE5, if the message indicates that the path between UE2 and UE5 has been successfully established, UE2 sends a relay path establish response message to UE1 including an indication whether the communication path is successfully established. 
After the security tunnel between UE1 and UE2, and the security tunnel between UE2 and UE5 are established, UE1 can send data to UE5. 

6.3.5.3
Communication path via a UE-to-UE relay

The communication path between the initiating UE and the destination UE is based on two IPSec tunnels:

-
The IPSec tunnel between the initiating UE and the UE-to-UE relay; and

-
The IPSec tunnel between the UE-to-UE relay and the destination UE. 

The UE-to-UE relay stores the one-to-one mapping between these two tunnels. 
6.3.5.4
IP address allocation
IPv6 only IP address is used for the direct communication between public safety UEs.

The public safety UE configures the IPv6 address for the direct communication by using IPv6 stateless address autoconfiguration mechanism. The /64 IPv6 prefix specific to public safety is pre-configured in the public safety UE. And the interface identifier is deduced by the public safety UE based on its identifier.
IPv6 prefix pre-configured in the public safety UE is globally unique, so there is no need for the UE to perform Duplicate Address Detection after the IPv6 address formed.
6.3.5.5
Impact on existing entities and interfaces

Editor’s Note: Impacts on existing nodes or functionality will be added.
6.3.5.6
Solution evaluation

Editor’s Note: The fulfilment of requirements in section 4.2 needs will be evaluated. 
End of change
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