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************************************  1st Change  *******************************

Y.5
Functional description

Y.5.1
Overall description

The purpose of PCC convergence is to enable the policy control for NSWO traffic from 3GPP UE connected fixed broadband access network and for traffic from fixed device with where the PCRF controls directly the network element(s) in the fixed broadband access without the mediation of a different policy server, such as the BPCF defined in TS 23.139 [20]. In this release, EPC-routed traffic from 3GPP UE connected to connected fixed broadband access network is considered outside the scope.

The credit management, reporting, usage monitoring, termination actions, service data flow prioritization and standardized QoS characteristics as defined in clause 6.1 shall apply
Y.5.1.1. IP-CAN Session 
For routed mode RG with NAT, one IP-CAN session shall be established for each corresponding Subscriber IP session on the IP Edge for the IPv4 address and/or IPv6 address or IPv6 prefix assigned to the RG.
In case of routed mode RG when the PPP pass-through feature is enabled (see requirement R-10 in TR-124 Issue 3 [Y]) an IP-CAN session shall be established for the each single fixed device starting the PPP session. In this case the 3GPP UE does not have  Subscriber IP session in IP Edge.
For bridged mode RG, one IP-CAN session shall be established for each corresponding Subscriber IP session on the IP Edge for each IPv4 address and/or IPv6 address or IPv6  prefix assigned to the fixed device or 3GPP UE which established a Subscriber IP session in fixed broadband network.

For routed mode RG with IPv6 when stateless IPv6 address autoconfiguration is used by the end-device behind the RG, one IP-CAN session shall be established for each corresponding Subscriber IP session on the IP Edge for the IPv6 prefix assigned to the RG. When stateful IPv6 address configuration is used by the end-devices, one IP-CAN session may be established for each end-device.
For routed mode RG, the successful completion of 3GPP-based access authentication and assignment of IP address to the 3GPP UE shall not result in any IP-CAN session establishment if the IP address assignment does not result in a new Subscriber IP Session in the IP Edge. In this case the pre-existent IP-CAN session for the RG is used..
A device connected to the RG (e.g. VoIP phones) may also initiate a Subscriber IP session when the RG is configured in bridge mode or when the PPP pass-through feature is enabled on the Routing RG (see requirement R-10 in TR-124 Issue 3 [Y]). 
Y.5.1.2 Subscription Identity

For the purpose of convergence the Subscription ID represents the identity of the User . 

For the 3GPP UE the Subscription-ID is the IMSI.

The Subscription-ID used by fixed device at establishment of Subscriber IP session in fixed broadband access network can be the Access Line Identifier (physical and logical circuit ID) or the username, for example  when the Subscriber IP session is a PPP Session. For the RG and fixed device based on Broadband Forumspecification, the Subscription-ID is defined in Broadband ForumTR‑134 [10].

Y.5.1.4. Event triggers 

Editor note: This whole section is pending feedback from BBF. 

The fixed broadband access network in the convergent scenario supports the Event triggering mechanisms described in section 6.1.4.  The event triggers applicable are listed in the following: QoS change

- 
Loss of transmission resources 

-
Out of Credit (see note 1) Usage Report

- 
Enforced PCC rule request

- 
Start of application traffic detection (see note 2) 

- 
Stop of application traffic detection (see note 2)

- 
Device IP address change  (see note 3)(Note 4) 

NOTE 1:
This event  may apply only when Gy is deployed
NOTE 2:
This applies only to an IP Edge with ADC capabilities. The start and stop of application traffic detection are separate event triggers, but received under the same subscription from the PCRF. For unsolicited application reporting, the IP Edge uses these event triggers to notify the PCRF. 

NOTE 3: This event may e.g. take place when a local IP address / IPv6 Prefix has been allocated / released for an IPCAN session where the IP Edge is providing both an IPv4 and an IPv6 service (when the IPCAN session toggles between the support of 1 and 2 IP versions). It may also take place when the fixed device gets via DHCPv6 IPv6 addresses / Prefixes with different life times.
In IPv6 case when SLAAC is used, the IP Edge can only report the IPv6 Prefix, as it is unaware of the IP address built by the device. If TDF for solicited application reporting is applicable, upon receiving this event trigger report from PCEF, PCRF always updates the TDF. 
NOTE 4:    This event trigger shall be reported when the corresponding event occurs, even if the event trigger has not been provisioned by the PCRF.
Y.5.1.5. PCRF Discovery and selection

PCRF discovery and selection follows the principles defined in TS 23.203 [4], clause 7.6 with the following modification:

· the Subscription-ID specified in clause Y.5.1.2 is used as user identity

·  the fixed device and 3GPP UE local IPv4/v6 address or IPv6 prefix are considered

· For a 3GPP UE, the NSWO-APN is also available

Editor's note:
Using the Access Line Identifier IE defined in BBF TR-134 [10] for PCRF discovery is FFS.

The AF has the same information available for PCRF discovery as defined in TS 23.203 [4], clause 7.6.

The TDF for unsolicited application reporting has the same information available for PCRF discovery as defined in TS 23.203 [4], clause 7.6.

Y.5.2
Policy and charging Control
Y.5.2.1
Policy control rule
For convergent policies the definition of PCC rules in clause 6.3 of TS 23.203 [4] are applicable for the QoS information contained in a PCC rule except:

· PS to CS session continuity

· User Location Report
NOTE 1:
The procedure for provisioning predefined PCC rules at the IP Edge is out of 3GPP scope. 

Y.5.2.2 Application Detection and Control Rule
For convergent policies the definition of ADC rules in clause 6.8 of TS 23.203 [4] are applicable. 
Y.5.2.3
Charging control information elements for IP Edge PCEF based charging

For convergent policies the definition of PCC rules in clause 6.3 of TS 23.203 [4] are applicable for the PCEF based charging.

Y.5.2.4
Charging control information elements for TDF based charging

For convergent policies the definition of ADC rules in clause 6.38 of TS 23.203 [4] are applicable for the TDF based charging solution over Sd 
Y.5.3
Default QoS Control

The BBF AAA may provide a default Access Profile QoS for the subscriber IP session that may contain QoS information. If TDF is deployed in the network for application detection and control, then the 3GPP and BBF AAA shall be configured in such a way that a default Access Profile QoS does not conflict with the policies enforced by the TDF (e.g. bandwidth limitation which is part of Access Profile QoS would be higher than any possible bandwidth limitation value provided by the PCRF to the TDF for application detection and control).
The PCRF may provide the default QoS for the IP subscriber session. . If TDF is deployed in the network for application detection and control, then the PCRF shall configure policies in such a way that default QoS does not conflict with the policies enforced by the TDF (e.g. the bandwidth limitation which is part of default QoS would be higher than any possible bandwidth limitation value provided by the PCRF to the TDF for application detection and control). The default QoS consists of a QCI and MBR. The PCEF located in the IP Edge shall be able to convert default QoS into Fixed Broadband Access QoS attribute values. The PCRF may provide a default QoS profile name if the default QoS profile is provisioned in the IP Edge/PCEF. In the IP Edge, the QCI is mapped into a DSCP code value or other transport specific information element and the MBR is used for bandwidth limitation for the DSCP code value.

The PCEF located in the IP Edge shall enforce the default QoS, as specified above for both DSCP marking and bandwidth limitation, for all downlink and uplink traffic for the IP subscriber session unless the packets match a service data flow template in an active policy rule for which specific QoS enforcement actions are provided.
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