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Abstract of the contribution: The contribution addresses the key issue on Public Safety Relays with a UE-to-Network Relay solution that combines the ProSe Group Owner solution described in TR 23.703 clause 6.4.1 with the GCSE solution using IMS and eMBMS described in TR 23.768 clause 6.4. It is proposed to agree the contribution for inclusion in TR 23.768.

A companion similar proposal for UE-to-UE Relay has been submitted for this meeting in S2-132606.
1
Introduction

The solution for a public safety UE-to-Network Relay described in the text proposal addresses the following list of questions (initially submitted in S2-132272). Quick answers are provided in blue colour. Detailed description is available in the text proposal.
-
How does the UE express its interest in receiving Group Communication for a specific GCSE Group?  How is the ProSe UE-to-network relay instructed to relay group communications to a specific GCSE-LTE group and / or a specific UE?
· The GCSE client in the UE registers with the relay requesting to take part in a specific GCSE group communication. The relay registers with the GCSE AS on UE’s behalf and in the process is authorised (or not) by the GCSE AS to act as a relay. See Figure 6.x.2.2-1 steps 1-5.

-
What EPS procedures will be necessary to provide / access / manage GCSE_LTE group communication across a ProSe UE-to-Network Relay?
· The relay functionality operates at the application layer: B2BUA and RTP/RTCP translator functionality resides in the relay.
-
Will it be possible for GCSE_LTE group communications across a ProSe UE-to-Network Relay to involve a Multipoint Service or will group communication always be dependent upon unicast delivery (i.e. can the downlink group communication be shared/multipoint or must it be handled as multiple unicast bearers across the relay)?

· The delivery modes on the two relay interfaces (Gm and Gm-bis.in Figure 6.x.1.2-1) are independent of each other.
-
Will the accessing of GCSE_LTE group communications via ProSe Communication paths involve ProSe Group Communication, or are these group communication functions separate?

· They are separate. For relationship between ProSe Group and GCSE Group see clause 6.x.1.3.

-
How does the system ensure that group membership of a specific GCSE Group is the same irrespective of whether the Group Communication service is accessed using ProSe communication paths or EPC path?

· The GCSE client in the UE needs to explicitly register with the relay and indirectly with the GCSE AS for taking part in a specific GCSE group communication. This is how consistency of GCSE group membership is controlled.

- 
Is there a “ProSe layer” between the UE and the ProSe UE to network relay (e.g. IP vs. layer 2) and what is the assumed connectivity service provided by it?
· The “ProSe layer” between UE and the relay provides basic IP connectivity. The relay functionality resides in the ProSe Group Owner described in TR 23.703 clause 6.2.1.

- 
For applications that need floor control, which entity arbitrates the floor control requests and how? What is the role of the ProSe UE-to-Network Relay in the floor control procedure? Are there any extra procedures necessary to allow a UE using ProSe Communication paths to acquire and release the talker role in a GCSE_LTE group communication via a ProSe UE-to-Network Relay? Can this be supported via the relay of a normal bi-directional unicast EPS bearer?

· Floor control is performed with application-layer protocol running above IP (e.g. modified RTCP messages). The relay acts as pass-through for these messages (apart from any lower layer adaptations).

-
What is the mechanism allowing the ProSe UE-to-Network Relay to prioritise relaying of specific group communications (e.g. when running out of resources)?

· Assuming that the session-layer signalling provides priority information associated with a session the relay is in a position to prioritise traffic associated with high-priority sessions.

######################### TEXT PROPOSAL FOR TR 23.768 #########################
6.x
Solution X – GCSE architecture with UE-to-Network Relay
6.x.1
Functional Description


6.x.1.1 Solution Description

The solution for UE-to-Network Relay described here builds on top of the following:

· GCSE architecture using IMS and eMBMS described in clause 6.4 of TR 23.768;

· ProSe communications in Group Owner mode described in clause 6.2.1 of TR 23.703.

6.x.1.2 Architecture reference model
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Figure 6.x.1.2-1: Architecture for GCSE communication via a ProSe UE-to-Network Relay
New or enhanced reference points:

Gm’:
This is an enhanced Gm’ as described in clause 6.4.1. It relies on SIP signalling for establishment, modification and release of GCSE Group communication sessions, or for joining and leaving pre-established GCSE Group communication sessions. Floor control is performed using BPCF [7] or RTCP messages (e.g. like those defined in [6]).

Gm-bis:
This is a reference point between GCSE application clients residing in the UE and in the UE-to-Network Relay. It relies on SIP signalling and has similar functionality as the enhanced Gm’.

The following are the salient features of this solution:

1. The UE-to-Network Relay functionality resides in the ProSe Group Owner (GO);

2. The UE-to-Network Relay operates at the application layer by including the following functionality in the ProSe GO:
· a Back-to-Back User Agent (B2BUA) functionality that interworks control plane signalling between Gm’ and Gm-bis;

· an RTP/RTCP translator for relaying user plane data (which may not be needed when IPv6 is used on both sides of the relay);

3. The UE-to-Network Relay is able to explicitly check with the network whether it is authorised to act as relay for a specific GCSE Group and/or a specific GCSE Group member. The UE-to-Network Relay is also able to restrict the UE traffic to GCSE communication only;

4. Uplink delivery on PC5 (UE-to-GO) is unicast;

5. Downlink delivery on PC5 (GO-to-UE) can be either unicast or multicast, regardless of the delivery method on Uu (unicast or eMBMS). The B2BUA can make the decision for delivery type based on e.g. the number of GCSE Group members in the ProSe Group;
6. The solution supports both IPv4 and IPv6, including different IP versions on Gm’ and Gm-bis;
7. The solution supports one-to-one communication via UE-to-Network Relay;
8. For applications that require it, floor control is performed is performed by a centralised floor control server residing in the network (e.g. collocated with the GCSE AS).
NOTE 1: Strictly speaking the UE-to-Network Relay function can reside in any ProSe Group member, however this would lead to a suboptimal usage because every Gm-bis hop would involve two PC5 hops, whereas Gm’ would have an additional PC5 hop. Another reason for collocating the UE-to-Network Relay function with the ProSe GO is to allow the ProSe GO to advertise the collocated UE-to-Network Relay capability.
Editor's Note: Support for HTTP-based interfaces (e.g. Ut) in this architecture is FFS.

Editor's Note: If the UE is under network coverage it is FFS whether it needs to detach from the network in order to use the relay service of a UE-to-Network Relay.
6.x.1.3 GCSE Group and ProSe Group relationship
The GCSE Group includes all group members that take part in a common group communication, regardless whether they access to the network directly or via a UE-to-Network Relay.

The members of an established GCSE Group communication may thus be scattered across multiple ProSe Groups.
In contrast, ProSe Group is a local concept designating a collection of UEs capable of communicating with each other or with the network (via a GO) and belonging to the same local IP subnet.

UEs connected to the same ProSe Group (for the purpose of getting network access via a UE-to-Network Relay) may actually be unaffiliated and may belong to different GCSE Groups.
6.X.2
Procedures

6.x.2.1 General

The procedures in the present clause are provided as examples only.
6.x.2.2 Relay discovery and ProSe Group joining
Depicted in Figure 6.x.2-1 is a high-level call flow for the ProSe Group Owner architecture applied to a relay use case.
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Figure 6.x.2.2-1: Relay discovery and ProSe Group joining
1. UE_A is out of network coverage and needs to discover a UE-to-Network Relay. UE_R is under network coverage and is capable of acting as a UE-to-Network Relay. There are several possibilities for relay discovery and their applicability may depend on additional requirements (e.g. covert operation):

· UE_R may autonomously start a ProSe Group and send a beacon message advertising its capability for acting as a UE-to-Network Relay;

· UE_A may periodically transmit probe messages (e.g. using Targeted ProSe Discovery described in TR 23.703 clause 6.3) indicating that it is looking for a relay service. Upon reception of the probe message, UE_R starts a ProSe Group and replies to UE_A that it can act as a relay;

2. UE_A performs authentication with the GO. A Pairwise Master Key (PMK) is generated as part of the authentication procedure and is used subsequently to protect unicast traffic between UE_A and GO. There are several possibilities for authentication:

· UE_A and the GO engage in mutual authentication that does not require any network involvement (e.g. based on certificates or a pre-shared secret);

· UE_A authenticates with the network, the GO acting as the authenticator;

3. The GO assigns an IP address to UE_A for use on the local ProSe IP subnet. At this point both UEs are also cognisant of their respective layer-2 IDs;
4. The GCSE application client in UE_A registers with the GCSE application client in the relay via Gm-bis, requesting relay service for a specific GCSE Group. This procedure is explained in more details in clause 6.x.2.3. 
6.x.2.3 GCSE client registration and GCSE Group communication setup
Outlined in Figure 6.x.2.3-1 are the control plane procedures for GCSE client registration and mobile terminated GCSE Group communication establishment in presence of UE-to-Network Relay. Given that these procedures are SIP/IMS-based, the EPC nodes are absent from the figure. For simplicity, the intermediate IMS nodes (e.g. P-CSCF, S-CSCF) have been omitted, too.
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Figure 6.x.2.3-1: GCSE client registration and GCSE Group communication setup
1. UE_A establishes ProSe communication with UE_R which acts as a UE-to-Network Relay, as described in clause 6.x.2.2. After completion of this procedure there is basic IP connectivity between UE A and UE_R.

2. UE_A sends a GCSE Register message to UE_R indicating that it wishes to take part in the GCSE group communication session identified via GCSE Group ID i.e. a GCSE Group specific URI (e.g. fire.brigade75@firstresponder.com).

3. UE_R forwards the GCSE Register request to GCSE AS informing the latter that it can act as a relay for A. UE_R also indicates the relevant SIP address of its Back-To-Back User Agent (B2BUA) that will be used as SIP signalling relay, as well as its RTP translator address that will be used as a user plane (RTP/RTCP) relay.
NOTE 1:
The user of UE_R may or may not be a member of the requested GCSE Group. It is up to the GCSE AS to decide whether a non-member UE_R shall be authorised to act as UE-to-Network Relay.
4.-5. GCSE AS performs authorisation checks (e.g. whether UE_R is authorised to act as UE-to-Network Relay for User A and/or for GCSE Group ID) and acknowledges the registration to UE_A.

6. A remote user using UE_C initiates a GCSE group communication session to GCSE Group ID by sending a SIP INVITE (GCSE Group ID) to the GCSE AS.

NOTE 2:
In case UE_A joins an already established GCSE communication, the SIP INVITE (GCSE Group ID) is sent by the GCSE AS.
NOTE 3:
In case of one-to-one communication, the SIP INVITE in step 6 contains the personal SIP URI of the called user (instead of GCSE Group ID).
7.-8. GCSE AS checks that both UE A and UE_R are members of the GCSE Group identified via GCSE Group ID and forwards a SIP INVITE to both of them. Thanks to the GCSE registration performed in steps 2-5, GCSE AS knows that the SIP INVITE sent to UE_A needs to be routed via UE_R. This is enforced e.g. by including a Route header value pointing to UE_R.

9. UE_R inserts a B2BUA for relaying SIP signalling messages to/from UE_A and forwards the SIP INVITE to UE_A.

10.-13. OK messages.

NOTE 4:
Steps 7 and 12 in Figure 6.x.2.3-1 are needed only when the UE-to-Network Relay is part of the GCSE Group for which it acts as a relay.
Editor's Note: The security aspects at Gm-bis/Gm’ level in this architecture are FFS. This includes the UE authentication with the GCSE AS and end-to-end security (UE to GCSE AS) that would prevent a non-member relay to eavesdrop on the GCSE Group communication.
6.x.2.4 Floor control procedure
Outlined in Figure 6.x.2.4-1 is the floor control procedure (only for applications that need it).
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Figure 6.x.2.4-1: Floor control procedure
The call flow is largely self-explanatory and needs no step-by-step description. The following assumptions apply:

· Floor control messages (Floor Request and Floor Grant in Figure 6.x.2.3-1) may be based on RTCP messages (e.g. like those defined in [6]);

· Floor control requests are always arbitrated by the GCSE AS, regardless whether UE connects to the network directly or via a UE-to-Network Relay;

· UE-to-Network Relay forwards the floor control messages to/from UE as any other user plane data.
6.x.3
Impact on existing entities and interfaces

The existing Gm’ reference point is enhanced with SIP signalling functionality for GCSE Group communication control. In the user plane Gm’ is enhanced with RTCP functionality for floor control (only for applications that need one).

6.x.4
Solution evaluation

Editor’s Note: The fulfilment of requirements in section 4.2 needs will be evaluated.













3GPP

SA WG2 TD


_1434463244.vsd
UE_A


UE_R
(UE-to-NW Relay)


6. SIP INVITE
(GCSE Group ID)


10. OK (A)


UE_C
(Remote UE)


GCSE AS


7. SIP INVITE (R)


8. SIP INVITE (A)


9. SIP INVITE (A)


11. OK (A)


12. OK (R)


2. GCSE Register
(GCSE Group ID)



_1435639545.vsd
UE_R
(GO)


UE_A


GCSE Application



_1434463587.vsd
UE_A


UE_R
(UE-to-NW Relay)


2. Floor Request (C)


1. User C presses the “talk” button


3. Floor Grant (C)


UE_C
(Remote UE)


GCSE AS


Speech


Speech


Speech


7. Floor Grant (A)


9. User R presses the “talk” button


5. Floor Request (A)


Speech


Speech


6. Floor Request (A)


8. Floor Grant (A)


Speech


Speech


10. Floor Request (R)


11. Floor Grant (R)


Speech


Speech


4. User A presses the “talk” button



_1434463052.doc


UE_R



(GO and relay)







4. GCSE client registration (Gm-bis)











3. IP address assignment











2. Authentication







1. Relay discovery











UE_A












_1431501427.vsd
UE


E- UTRAN


MBMS GW


CSCF


1. UE joins a GCSE communication session and receives media via unicast


GCSE AS


MBMS data


2d. RAN resource setup


2c. Session Start Request


2b. Session Start Request


2f. Session Start Response


2e. Session Start Response


MBMS data


unicast delivery in the downlink


MBMS data


unicast delivery in the downlink


3h. OK


3f. SIP UPDATE (TMGI, [UDP port#])


3i. OK


3g. SIP UPDATE (TMGI, [UDP port#])


3e. UE Switches to MBMS


2a. Decision to establish an eMBMS bearer


3d. OK


3b. SIP INFO (TMGI, [UDP port#])


3c. OK


3a. SIP INFO (TMGI, [UDP port#])


MBMS data


4e. OK


4c. SIP UPDATE (unicast)


4d. OK


4b. SIP UPDATE (unicast)


4h. RAN resource release


4g. Session Stop Request


4j. Session Stop Response


4i. Session Stop Response


4f. Session Stop Request


4a. Decision to release the eMBMS bearer



