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4
Assumptions and Architectural Requirements

4.1
Assumptions

Editor’s Note: This clause will define the underlying assumptions of the work.

-
The UE architecture includes a JS execution environment (typically a browser) that suports the WebRTC APIs. The WebRTC IMS client is a JS application that is downloaded from the network as needed.

-
The signalling protocol between the UE and the network will not be standardized in Release 12.

NOTE:
For ease of specification and similarity to Gm, the architecture will assume the use of SIP over WebSockets as the signalling protocol between the client and the network in Release 12.

-
The web server hosting and downloading the WebRTC client resides within the HPLMN or a supported third party network. This web server will typically not reside in a VPLMN.

-
As a result, IMS functions interfacing with the WebRTC client reside in the HPLMN or a supported third party network.

4.2 
Architectural Requirements 

Editor’s Note: This clause will define the architectural requirements based on the normative stage-1 requirements defined in TS 22.228. 

4.2.1
Supported access networks

-
The architecture shall support WebRTC IMS client access from the following access networks:

-
3GPP access with 3GPP core (EPC or legacy)

-
Non-3GPP access with EPC

-
Non-3GPP access without EPC (e.g., NSWO)

-
For signalling and media via 3GPP or EPC access, the WebRTC IMS client shall be able to use the (“default”) APN for “internet”.

-
The WebRTC IMS client shall be able to function regardless of breakout location (i.e., location of PGW/GGSN) in HPLMN or VPLMN.

NOTE1:
Further study of the access network and APN selection for signalling/media, mobility (e.g., IP address preservation), breakout location, SIPTO, VCC, etc., for WebRTC IMS clients is deferred beyond Release 12.

4.2.2
Supported codecs

-
Browsers on 3GPP devices are recommended to support device-resident codecs (in particular AMR, AMR-WB and H.264) and to make them available to WebRTC JS clients.

4.2.3
Media processing

-
All media plane flows for WebRTC IMS clients shall be anchored in the HPLMN for Release 12 to enable e2ae termination of media plane protocols not supported in IMS.

-
ICE and periodic consent procedures for WebRTC IMS clients shall be supported in e2ae mode.

-
The architecture shall support DTLS-SRTP from the WebRTC IMS client in e2ae mode. (Browser support of SDES-SRTP is TBD in IETF at this time.)

-
The architecture shall support the WebRTC IMS client use of T.140 over DataChannels (as defined for WebRTC) and interworking at the access edge with T.140 transport options supported by IMS.

-
The architecture shall support the WebRTC IMS client use of MSRP over DataChannels and MSRP B2BUA functionality at the access edge for interworking with MSRP transport options supported by IMS.
-
The architecture shall support the WebRTC IMS client use of BFCP over DataChannels and interworking at the access edge with BFCP transport options supported by IMS.

NOTE:
HTTP based transport schemes such as Websockets or Restful APIs are potential alternatives to DataChannels for transport of T.140, MSRP and BFCP but have one or more of the following limitations: require more complex interworking for interop with legacy endpoints, have some functional limitations, and require use of intermediaries.

-
The architecture shall support the insertion at the access edge of any necessary transcoding.

NOTE1:
The BUNDLE (media multiplexing) option in WebRTC is optional and can be disabled.

NOTE2:
Further study of BUNDLE in e2ae or e2e modes, and of e2e support of ICE, periodic consent, DTLS-SRTP, and DataChannels is deferred beyond Release 12. Further study of support for WebRTC IMS clients without media anchoring at the access edge is deferred beyond Release 12.

4.2.4
QoS

-
The WebRTC IMS architecture shall allow for PCC access and control for the provision of appropriate QoS to WebRTC media flows using the internet APN via 3GPP access networks.

NOTE1:
Media flows using the internet APN can only receive priority treatment within the access network and not in the internet. While the access network without QoS is usually the largest potential contributor to service problems for media flows, lack of QoS in the internet remains an issue.

NOTE2:
Further study of e2e QoS, and QoS for non-3GPP access types, signalling, other APNs, and BUNDLEd media is deferred beyond Release 12.

4.2.5
User identity and authentication

-
The architecture shall support the option for the WebRTC IMS client to use either IMS AKA or SIP digest for IMS registration and authentication.

NOTE:
How the UE accesses AKA credentials is FFS and will not be specified in Release 12, pending, e.g., availability of methods for the WIC to access the UICC on the UE.
-
The architecture shall support the option for the WebRTC IMS client to use a standard web identity/authentication mechanism for IMS registration, with the following characteristics:

-
The architecture shall allow either the IMS operator or an authorized third party to identify and authenticate the user of a WebRTC IMS client for access to IMS.

-
The architecture shall support use of any standard web identity/authentication mechanism that satisfies the security requirements of the IMS operator and/or third party. No particular mechanism will be specified.

-
The architecture shall support assignment of IMS identities to a WebRTC IMS client based on the corresponding authenticated web identity. The assigning entity shall only be able to assign valid IMS identities allocated to it by the IMS. The method of assigning IMS identities is a matter of local policy for the assigning entity.

4.2.6
Service architecture

-
The architecture shall allow for a third party hosting the WebRTC client to optionally provide communication services in addition to those provided by IMS. No such services will be specified in Release 12.

4.2.7
Regulatory features

-
The architecture shall make provision for lawful intercept by anchoring of all media in the HPLMN in Release 12.

NOTE1:
Support for emergency and priority services is deferred beyond Release 12.

4.2.8
Subscriber data management

NOTE:
No special provisions are needed for WebRTC IMS client subscriber data management since the client can use HTML-based Ut procedures.
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