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Abstract of the contribution: This P-CR proposes to enhance the required functionality of key issue #9 and provides a solution.  
1 Discussion
1.1 How can an UE discover WLANs having S2a connectivity to a given PLMN?

The required functionality documented in TR 23.865 states: 

“Investigate if enhancements are needed to WLAN network selection that enable, upon operator configuration, a UE to select a WLAN that can provide home routed services via S2a interface.

Investigate if enhancements are needed to WLAN network selection that enable, upon operator configuration, a UE to select a WLAN that can provide both local break out services and home routed services via S2a interface.”
The following figure depicts a possible deployment. In this example, WLAN-A has S2a connectivity with PLMN-X only, WLAN-B has S2a connectivity with PLMN-X and PLMN-Y, WLAN-C has S2a connectivity with PLMN-Y only, and WLAN-D has no S2a connectivity. 
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Information available at the UE to distinguish WLANs are:
· SSID

· Realms 

· List of PLMNs for authentication

· HS 2.0 information broadcast by the WLAN AP
Analysis: 
· SSID: it is not possible to have different SSIDs per PLMN combinations. One SSID for connectivity to PLMN-A, one SSID for connectivity to PLMN-A and PLMN-B, one SSID to PLMN-B, etc is not realistic.

· Realms: a Realm may have WLANs with connectivity to a particular PLMN, WLANs with connectivity to another PLMN, WLANs with only NSWO, etc.
Different Realms can be used to distinguish services e.g. 
3GPP-Service-Provider-Name.S2A.mnc480.mcc123
3GPP-Service-Provider-Name.NSWO.mnc480.mcc123
· List of PLMNs for authentication: it is specified in 24.234 and uses ANQP protocol. But the fact a PLMN is announced does not mean that the WLAN has S2a connectivity with that PLMN. Moreover, this is not because a PLMN is not announced in ANQP that the WLAN does not have S2a connectivity with that PLMN.
· HS 2.0 information: there is no PLMN-based information.
Conclusion: For each PLMN, additional information from the WLAN is required at the UE to distinguish WLANs having S2a connectivity with a given PLMN from those which don’t. This information could via assigning different Realm names for NSWO and for S2a connectivity with a given PLMN. When an operator does not want to add Realms, an alternative could be to enhance the Preferred Service Providers List with an indication on whether the WLAN support S2a with the Service Provider PLMN. 
Also, the Home Operator can wish to configure a UE on whether the UE should select WLANs with S2a connectivity or not. It is therefore necessary for the HPLMN to provide an additional configuration indication to the UE.

Conclusion: The UE should be configured with an indication on whether the UE should select WLANs with S2a connectivity to its HPLMN or not. 

It is proposed to enhance the “Required functionality” with the above conclusion. 
1.2 Proposed solutions: use of HS 2.0 realms, or extension of ANQP with per-PLMN S2a connectivity information
1.2.1 Description of the two solutions
A simple solution is to use HS 2.0 Realms via differentiating Realms per service type. For example 

· 3GPP-Service-Provider-Name-S2A.mnc480.mcc123 can be used to indicate that the WLAN has S2a connectivity to PLMN mnc480.mcc123;
· 3GPP Service Provider-Name-NSWO.mnc480.mcc123 can be used to indicate that the only service is NSWO if the home PLMN is mnc480.mcc123.

An alternative solution, if for example the addition of Realms is deemed too heavy for operational maintenance,  could be to extend ANQP information to provide, in addition to the existing list of PLMNs used for authentication and specified in TS 24.234 annex A (using IEEE Std 802.11u™-2011 Generic Container), the list of PLMNs a WLAN has S2a connectivity with. 

This could be implemented by adding a new list of PLMNs the WLAN has S2a connectivity to, or by extending the existing list of PLMNs for authentication with two bits per PLMN indicating whether it is for authentication, for S2a connectivity or both. As an alternative, the UE can also request the WLAN whether it has S2a connectivity to a specific PLMN via ANQP query (PLMN-id). This is a stage 3 matter.

With such information, the UE will be able to select a WLAN that has connectivity to its Home PLMN. 

The UE can also restrict the V-ANDSF list of WLANs (which are assumed to have S2a connectivity with VPLMN) with those which have S2a connectivity with the UE’s HPLMN, which will guarantee IP address preservation for simultaneous LBO-based VoIMS and home routed services.
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Figure 1: ANDSF rules for LBO services and ANQP connectivity information for HR services

1.2.2 How to inform the UE that it should select a WLAN with S2a connectivity with its HPLMN?

The Home Operator can wish to configure a UE on whether the UE should select WLANs with S2a connectivity or not. It is therefore necessary for the HPLMN to provide an additional configuration indication to the UE. This additional UE configuration indication could take two values:

· “HPLMN S2a connectivity not required”;
· “HPLMN S2a connectivity required”.
1.2.3 Applicability to solution #10 (similar principle for solution #4)
Let’s assume that ANDSF rules apply for the UE. The principle is to restrict the available WLANs discovered and prioritized to WLANs that have connectivity with the UE's Home PLMN, if the Home Operator has configured the UE to get that connectivity.
Let’s take clause 6.10.4 “WLAN Selection based on WLANSP” text. The modification with the proposed solution would be as follows:
"The UE uses the active WLANSP rule to select the most preferred available WLAN access network and then performs EAP-AKA/EAP-AKA' authentication over this WLAN access network (if EAP-AKA/EAP-AKA' authentication is needed). This WLAN selection is performed with the following steps.

i.
Step 1: The UE discovers the available WLANs and puts them in priority order based on the active WLANSP rule. E.g.

-
WLAN-1 (priority 1)

-
WLAN-4, WLAN-2 (priority 2)

-
WLAN-3 (priority 3)

ii.
Step 1bis: If configured by the Home Operator to select WLANs that have S2a connectivity to its HPLMN, the UE restrict the above ordered list with such WLANs.
ii.
Step 2: Among the WLANs selected in the previous step, the UE selects the WLAN with the highest priority (best match), e.g. WLAN-1.

-

If there are multiple WLANs with the same highest priority, the UE selects the WLAN that interworks with the most preferred service provider in the PSP list.

ii.
Step 2bis: If the list in step 1bis is empty, and if the UE is configured by the Home Operator to select WLANs that have S2a connectivity to its HPLMN, the UE selects the WLAN with the highest priority (best match) among the WLANs selected in step 1, e.g. WLAN-2.
iii.
Step 3: For EAP-AKA//EAP-AKA' authentication (if needed) the UE determines from the PSP list which preferred service providers interwork with the selected WLAN and constructs a NAI that corresponds to the most preferred service provider. E.g.

-

NAI = <real_of_hplmn>!<IMSI>@<real_of_PSP-A>, if PSP-A is the most preferred service provider that interworks with the selected WLAN."
2 Proposal
Following changes to TR 23.865 are proposed.

5.9
Key issue #9: How can an UE discover WLANs having S2a connectivity to a given PLMN?
5.9.1
Description

In order to ensure seamless continuity in a S2a local break out scenario for services that require IP address preservation such as VoIMS, the UE needs to use the "active" ISRP rule from the rules provided by the VPLMN (V-ANDSF).

But it is expected that an operator will wish to ensure that a UE will be able to select a WLAN that can provide both VoIMS and home routed services such as Corporate VPN and https banking transactions (which require IP address preservation), as well as other home routed services such as parental control.

However V-ANDSF does not ensure that the selected WLAN has connectivity via S2a interface with PGWs in the UE's Home PLMN.
5.9.2
Required functionality

Investigate if enhancements are needed to WLAN network selection that enable, upon operator configuration, a UE to select a WLAN that can provide home routed services via S2a interface.

Investigate if enhancements are needed to WLAN network selection that enable, upon operator configuration, a UE to select a WLAN that can provide both local break out services and home routed services via S2a interface.

6.x
Solution #X: H-ANDSF only provides realms corresponding to S2a connectivity
6.x.1
Description

A simple solution is that, if the Home Operator considers that the UE needs to only select WLANs that have S2a connectivity with the UE's HPLMN, H-ANDSF only provides realms corresponding to WLANs that have S2a connectivity with that HPLMN.

This solution does not imply any changes to the specifications, however there is a need to configure a WLAN with different realms depending on whether it supports S2a connectivity with this HPLMN or not. This may result in multiplying the number of realms in the network.

Another way is that WLANs supporting S2a with this HPLMN and WLANs not supporting S2a with this HPLMN use the same realm, but in this case the UE will have to decide whether to remain on that WLAN or to leave that WLAN only after it tries to connects to its HPLMN via S2a. 
In this solution, there is no need for the HPLMN to inform the UE that it should select a WLAN with S2a connectivity with its HPLMN, as it is implicit.
6.y
Solution #Y: H-ANDSF provides UE with an indication on whether S2a connectivity to the HPLMN is required
6.y.1
Description
Another solution is to use HS 2.0 Realms via differentiating Realms per service type. For example 
· 3GPP-Service-Provider-Name-S2A.mnc480.mcc123 can be used to indicate that the WLAN has S2a connectivity to PLMN mnc480.mcc123;
· 3GPP Service Provider-Name-NSWO.mnc480.mcc123 can be used to indicate that the only service is NSWO if the home PLMN is mnc480.mcc123.
In this solution, the coding of the Realm needs to have a particular coding in order for the UE to recognize whether S2a connectivity to its Home PLMN is supported by the WLAN or not. 
6.y.2
How to inform the UE that it should select a WLAN with S2a connectivity with its HPLMN?

The Home Operator can wish to configure a UE on whether the UE should select WLANs with S2a connectivity or not. It is therefore necessary for the HPLMN to provide an additional configuration indication to the UE. This additional UE configuration indication could take two values:

· “HPLMN S2a connectivity not required”;
· “HPLMN S2a connectivity required”.
6.z
Solution #Z: extension of ANQP with per-PLMN S2a connectivity information
6.z.1
Description

An alternative solution to using Realms, if for example the addition of Realms is deemed too heavy for operational maintenance,  could be to extend ANQP information to provide, in addition to the existing list of PLMNs used for authentication and specified in TS 24.234 annex A (using IEEE Std 802.11u™-2011 Generic Container), the list of PLMNs a WLAN has S2a connectivity with. 

This could be implemented by adding a new list of PLMNs the WLAN has S2a connectivity to, or by extending the existing list of PLMNs for authentication with two bits per PLMN indicating whether it is for authentication, for S2a connectivity or both. As an alternative, the UE can also request the WLAN whether it has S2a connectivity to a specific PLMN via ANQP query (PLMN-id). This is a stage 3 matter.

With such information, the UE will be able to select a WLAN that has connectivity to its Home PLMN. 

The UE can also restrict the V-ANDSF list of WLANs (which are assumed to have S2a connectivity with VPLMN) with those which have S2a connectivity with the UE’s HPLMN, which will guarantee IP address preservation for simultaneous LBO-based VoIMS and home routed services.
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Figure 1: ANDSF rules for LBO services and ANQP connectivity information for HR services
6.z.2
How to inform the UE that it should select a WLAN with S2a connectivity with its HPLMN?

The Home Operator can wish to configure a UE on whether the UE should select WLANs with S2a connectivity or not. It is therefore necessary for the HPLMN to provide an additional configuration indication to the UE. This additional UE configuration indication could take two values:

· “HPLMN S2a connectivity not required”;
· “HPLMN S2a connectivity required”.
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