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1. Overall Description:

SA3 would like to thank SA1 for the reply-LS in S1-133279, where SA1 answered:


SA3 Question:

SA1 and SA2 are kindly requested to inform SA3 if there see a need to standardize a firewall traversal mechanism for trusted non-3GPP accesses as in 33.402, taken into account that operators and trusted access networks are likely to have mutual agreements

SA1 Answer:

SA1 note that a restrictive FW between the UE and operator network is in general added because there is no trust between the network owner where the UE is located and the operator.  If a trust relationship exist, the local network owner can just open up the Firewall towards the operator, and by so, avoiding any FW traversal mechanism (other than possible NAT traversal that is already defined today).  

SA1 therefore would like to reply that requirements for such mechanism do not currently exist and SA1 do not see a need for such standardization. 

SA3 agrees with SA1 that when there is a trust relationship exists between the local network owner and the operator (trusted non-3GPP access in 33.402), firewall traversal issue does not exist. However, SA3 understand that in the IMS case we need to consider following access scenarios:
1. Trusted non-3GPP access to the EPC
2. Untrusted non-3GPP access to the EPC
3. Other IP accesses where the IP packets between IMS UE and IMS core do not traverse the EPC 
In the first case (trusted non-3GPP access) since there is a trust relationship between the local network owner and the operator, there is no firewall traversal issue. In the second case (untrusted non-3GPP access), the stage-2 solution specified for SMURF in 33.402, Annex B.2 should work for IMS case as well. For the third case (other IP accesses) the stage-2 solution specified in 33.203, Annex W should be used for solving the firewall traversal issue for the IMS access.
2. Actions:

To SA1 group.

ACTION: 
Please take the above into consideration.
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