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3GPP™ Work Item Description

For guidance, see 3GPP Working Procedures, article 39; and 3GPP TR 21.900.

Title * : Enhanced S2a Mobility Over Trusted WLAN access to EPC
Acronym * : eSaMOG
Unique identifier * : xxxxxx
1
3GPP Work Area *

	
	Radio Access

	X
	Core Network

	
	Services


2
Classification of WI and linked work items

2.0
Primary classification *

This work item is a … *

	
	Study Item (go to 2.1)

	X
	Feature (go to 2.2)

	
	Building Block (go to 2.3)

	
	Work Task (go to 2.4)


2.1
Study Item

	Related Work Item(s) (if any]

	Unique ID
	Title
	Nature of relationship

	350027
	SAE for support for non-3GPP accesses 
(SAES-SA-FP_n3GPP)
	WI under which non 3GPP accesses (including WLAN) support in EPS was defined, and S2a is one of the interfaces defined for this purpose.

	480037
	SMOG: S2b Mobility based on GTP
	This Feature relies on the results of the “SMOG” Work Item that specified the S2b based on GTP and mobility between S5/S8 based on GTP and S2bbased on GTP. Similar impacts to the 3GPP AAA Server and PDN GW may exist for GTP based S2a and S2b.

	4600026
	BBAI : Support for BBF Accesses Interworking
	Define the interworking between a 3GPP system and a Fixed Broadband Access network defined by Broadband Forum to provide the IP connectivity to a 3GPP UE using a WLAN connected to a Fixed Broadband Access network.

	510061
	SaMOG: Study on S2a Mobility based On GTP & WLAN access to EPC
	This Feature relies on the results of the “SaMOG” Work Item that specified the S2a based mobility over trusted WLAN access. It is the enhancement for R11 SaMOG that was completed without UE impact but with some functional limitations; whereas in R12 SaMOG study, it is to remove the limitations by allowing some enhancement to be implemented on the UE.


Go to §3.

2.2
Feature

	Related Study Item or Feature (if any) *

	Unique ID
	Title
	Nature of relationship

	510061
	FS_SaMOG
	This work item is based on the conclusions from FS_SaMOG.


Go to §3.

2.3
Building Block

	Parent Feature (or Study Item)

	Unique ID
	Title
	TS

	
	
	


This work item is … *

	
	Stage 1 (go to 2.3.1)

	X
	Stage 2 (go to 2.3.2)

	X
	Stage 3 (go to 2.3.3)

	
	Test spec (go to 2.3.4)

	
	Other (go to 2.3.5)


2.3.1

Stage 1

	Source of external requirements (if any) *

	Organization
	Document
	Remarks

	
	
	


Go to §3.

2.3.2

Stage 2  *

	Corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other source of stage 1 information

	TS or CR(s)
	Clause
	Remarks

	
	
	



If no identified source of stage 1 information, justify: * 

Go to §3.

2.3.3

Stage 3 *

	Corresponding stage 2 work item (if any)

	Unique ID
	Title
	TS

	
	
	


	Else, corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other justification

	TS or CR(s)

Or external document
	Clause
	Remarks

	
	
	



If no identified source of stage 2 information, justify: * 

Go to §3.

2.3.4

Test spec *

	Related Work Item(s)

	Unique ID
	Title
	TS

	
	
	


Go to §3.

2.3.5

Other *

	Related Work Item(s)

	Unique ID
	Title
	Nature of relationship
	TS / TR

	
	
	
	


Go to §3.

2.4

Work task *

	Parent Building Block

	Unique ID
	Title
	TS

	
	
	


3
Justification *

As EPS is starting to deploy, it would be beneficial to also allow a GTP and PMIP options to enable S2a network-based mobility as this could simplify the architecture and operations of 3GPP EPS network supporting 3GPP and Non-3GPP accesses by using a single mobility protocol.

EPS deployments with GTP and PMIP based S2a may also bring the benefit of not requiring Gxa, e.g. to pass access network related location information to the PCRF.
It would be useful for the operators to have a solution for providing access to the EPC through a trusted WLAN with minimum terminal impacts.  Using S2a is one candidate solution. No usage of trusted WLAN access to EPC over S2a is currently documented in 3GPP specifications whereas deciding whether a non 3GPP access network is to be considered as trusted should not be mandated by the technology of this non 3GPP access. 
It is recognized that some WLAN access accompanied with security mechanism (e.g., WPA2/AES) can be considered as trusted non-3GPP access.
4
Objective *

This WID item is to evolve R11 SaMOG with the enhancements to avoid the following Rel-11 limitations (except emergency attach) based on some impacts to the UE’s implementation, although any such impact would be minimised.
· For a UE, multiple simultaneous PDN connections over Trusted WLAN are supported, including the support for establishment of concurrent PDN Connections via 3GPP access and over WLAN. 

· For a UE, PDN Connectivity to EPC over Trusted WLAN concurrent with non-seamless WLAN offload is supported.
· The UE is capable of IP address preservation in case of mobility between a 3GPP access and a Trusted WLAN. The UE is capable to request IP address preservation per PDN connection in case of mobility between a 3GPP access and a Trusted WLAN.

· The UE is capable of signalling the requested APN over Trusted WLAN, and the UE is capable of receiving the selected APN over Trusted WLAN (e.g. in case the UE did not indicate an APN).

· The UE is capable of indicating whether it requests a PDN connection or a NSWO connectivity service over Trusted WLAN, and the UE is capable of receiving an indication of whether the granted service is a PDN connection or NSWO connectivity (e.g. in case the UE did not indicate the kind of service it was requesting). A solution may also enable NSWO connectivity establishment only as the first connection. It is not required to release the NSWO connection without releasing the other connections.

SaMOG phase 2 solutions (e.g. possibly with impact to the UE) shall be able to co-exist with the SaMOG Release 11 solution.
While the internal implementation of WLAN_AN is out of this work item’s scope, the necessary prerequisites regarding the WLAN AN functionality for trusted WLAN access to EPC are listed as part of this WI.  A main output of this activity is to define the support of GTPv2 and PMIPv6 over S2a, and to build a list of 3GPP requirements for a trusted WLAN AN.  

5
Service Aspects

No services should be impacted. 

6
MMI-Aspects

N/A
7
Charging Aspects

Charging aspects will be covered by the affected specifications.
8
Security Aspects

9
Impacts *

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	
	
	X
	

	No
	X
	X
	X
	
	

	Don't know
	
	
	
	
	X


10
Expected Output and Time scale *

	New specifications *
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Affected existing specifications *
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	23.402
	
	Enabling GTP & PMIPv6 based S2a access to EPC through trusted WLAN access
	SA#62 (Dec 2013)
	

	23.002
	
	Add support of GTP/PMIPv6 in S2a and reference to TS 29.274
	SA#62 (Dec 2013)
	

	
	
	
	
	

	
	
	
	
	


11

Work item rapporteur(s) *

 SA2 Rapporteur: 

ZTE (Tricci So: tso@zteusa.com)
12

Work item leadership *

Primary: SA2

13

Supporting Individual Members *
	Supporting IM name

	AT&T ?

	China Mobile ?

	China Telecom ?

	Deutsche Telekom ?

	KDDI ?

	Telefonica ?

	Alcatel-Lucent ?

	Ericsson ?

	HTC ?

	Huawei ?

	Intel?

	Juniper Networks ?

	LG ?

	MediaTek ?

	Motorola ?

	Nokia ?

	Nokia Siemens Networks ?


	Qualcom ?

	Samsung ?

	ST-Ericsson ?

	ZTE


form change history:

v1.13.1: minor changes resulting from discussions at CT#41 & SA#41
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draft mods Scarrone-Meredith 2008-07 ff
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v1.12.0: includes provision for Study Items (SP-29)
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v1.9.0: a clean sheet

v1.8.0: includes comments from SA#24 
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v1.5.0: includes comments made at TSGs#23 (Phoenix)

v1.4.0: offered to SA#23 for approval

v1.3.0: offered to CN#23, RAN#23 and T#23 for comments

DRAFT4 v1.3.0: 2004-03-09: Incorporation of comments from Leaders list

DRAFT3 v1.3.0: 2004-02-19: Incorporation of comments from MCC members

DRAFT2 v1.3.0: 2004-01-29: Complete redraft:

v1.2.0: 2002-07-04: "USIM" box changed to "UICC apps"

2003-05-28: spelling of “rapporteur” corrected

2002-07-04: "USIM" box changed to "UICC apps"
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