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Abstract of the contribution: This paper proposes to remove one EN in the solution MME/SGSN Control of Trigger Load over T5 to MTC-IWF.
Proposal
For Solution MME/SGSN Control of Trigger Load over T5 to MTC-IWF, it is proposed that the MTC-IWF have the store and forward function. During the MME/SGSN overload situation, the MTC-IWF store the received trigger messages whose validity period is longer enough to let the MTC-IWF to delivery it to the MME/SGSN once the overload situation is ceased.
It’s proposed to remove the related EN and clarify the MTC-IWF’s behavior.  
First change

5.2.1.3.1.1.3
MME/SGSN Control of Trigger Load over T5 to MTC-IWF
It order to prevent the network congestion from being exacerbated by UEs that respond to triggers, the network needs to ensure that no UEs are triggered as long as the particular congestion situation remains, e.g. NAS level Mobility Management Congestion Control [5,6]. Hence to reflect the amount of trigger load that the MME/SGSN wishes to reduce, the MME/SGSN can sent an appropriate message over T5b/T5a interface with optional IEs indicating T5 suppression parameters including suppression factor, suppression duration, and/or suppressing subcategories, e.g. a specific priority type, etc.
When receiving T5 suppression parameters from the MMEs/SGSNs, the MTC-IWF can conducts overload control in the following manners:

-
perform trigger suppression on triggers as indicated in the T5 suppression parameters to stop indicated triggers submitting to the congested network node;

-
return the failure report with appropriate cause value to SCS for suppressing a trigger as indicated in the T5 suppression parameters;

-
determine if performing load control over Tsp interface on one or more MTC servers as described in clause 5.2.1.3.1.1.1.

During an overload situation the MME/SGSN and MTC-IWF should support for triggering UEs for high priority triggers.
When the MME/SGSN is recovering from overload situation or network congestion, the MME/SGSN can send an appropriate message indicating new suppression parameters for trigger suppression, or send an appropriate message indicating new suppression parameters that permits more trigger to be delivered over T5, or resume handling triggers from the MTC-IWF when the suppression duration is expired.
The MTC-IWF uses the latest trigger suppression parameters to determine trigger delivery routes and trigger load control.

Upon received overload control information such as suppression factor, suppression duration from the overloaded MME/SGSN, the MTC-IWF starts an trigger back off timer whose value set to the suppression time for that MME/SGSN. Before the expiry of that timer, the MTC-IWF may receive trigger messages with validity period via the Tsp interface, which should be sent to that MME/SGSN. The MTC-IWF stores the trigger messages whose validity period larger than the remaining time of the timer. Once the timer expires, the MTC-IWF delivers the stored trigger messages to that MME/SGSN. For those trigger messages whose validity period is shorter than the remaining time of the timer, the MTC-IWF discard those trigger messages and report the failure of the trigger delivery (e.g. indicates that the cause of the failure delivery is due to network congestion) to the SCS/AS.

If the MME/SGSN applies NAS level congestion control to a particular target UE, i.e. a back-off timer is running on the UE, the MME/SGSN can decide whether to reject the trigger request in order to avoid MO MM or SM signalling from the target UE to the network. The SGSN/MME may reject the trigger request to the UE based on one or more of the following conditions:

-
the priority of the trigger request; or

-
if the trigger request is used for Device Triggering; or

-
if back-off timer is applied to target UE.

An appropriate reject cause indicates that the unsuccessful trigger request delivery is for the particular UE (e.g. due to congestion or MM back-off). Additionally the MME/SGSN may inform the MTC-IWF about suppression duration a timer for suppressing the further trigger request to this UE (similar value as the MM back-off timer running in the MME/SGSN). For device triggering message with validity period, the MTC-IWF can compare the validity period and the suppression duration, if any, to conduct further handling for the triggering message. If validity period is larger than the suppression duration, the MTC-IWF can attempt delivery the triggering message to the target UE at a later time after the expiration of the suppression duration. Otherwise, the MTC-IWF can delete the triggering message after the expiration of the valid period and report the failure of the trigger delivery (e.g. indicates that the cause of the failure delivery is due to network congestion) to the SCS/AS.
5.2.1.3.1.2
Impacts on existing nodes and functionality

-
Tsp interface needs to support protocols and messages for overload control between the MTC-IWF and SCSs.

-
T5 interface between MTC-IWF and MME/SGSN needs to support protocols and messages for overload control.

-
SCS needs to follow the latest received Tsp suppression parameters sending from the MTC-IWF or the trigger submission rate indicated in the subscription.

-
MTC-IWF needs to detect trigger load and support overload control mechanisms over Tsp to the SCSs, and need to follow the latest received T5 suppression parameters sending from the MMEs/SGSNs.

-
MME/SGSN needs to support overload control mechanism on triggers submitting from the MTC-IWF, e.g. when conducting NAS level congestion control.

5.2.1.3.1.3
Solution evaluation

Benefits:

-
Enable the MTC-IWF to regulate trigger loads by overload control to reduce the trigger loads generated by one or more SCSs.

-
Effectively protect network nodes (e.g. MME/SGSN, MTC-IWF) from network overload due to massive simultaneous trigger requests from SCSs.

-
Avoid massive individual failure report messages responding from an MTC-IWF to the SCS or from a congested network node to the MTC-IWF.

Drawbacks:

-
Network nodes (e.g. MME/SGSN or MTC-IWF) need to support the overload control function for suppressing trigger load from MTC-IWF or SCSs due to network congestion/overload.

5.2.1.4
Overall Evaluation

Editor's note:
Use this section for evaluation of key issues.
End of change
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