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Abstract of the contribution: This document provides conclusions regarding: (a) how WLAN selection is performed under the co-existence of HS2.0 and ANDSF selection policies and (b) how the HS2.0 and the ANDSF policies for WLAN selection can be aligned.
1. Discussion
Figure 1 below shows an example of a UE management tree when the UE is ANDSF-capable and compliant with the HS2.0 specification. The management tree contains WLANSP nodes and HS2.0 Policy nodes (highlighted with yellow color in Figure 1), all of which include policy rules for WLAN access network selection.
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Figure 1: Example of a DM management tree in the UE.

It is noted that:
· The HS2.0 Policy nodes can be added to the UE’s management tree by non-3GPP policy servers either with OMA DM or SOAP-XML. An HS2.0 Policy node contains network discovery and selection (ND&S) data and is typically added when the user subscribes with a specific Subscription Service Provider (SSP); see the HS2.0 specification for more details. If the UE has subscriptions to multiple SSPs, it may contain multiple Policy nodes as shown in Figure 1, one per SSP.
· The WLANSP nodes can be added to the UE’s management tree by 3GPP policy servers (ANDSF servers) deployed by the home operator and/or by the roaming partners of the home operators (in one or more VPLMNs).

· From a management tree point of view, it does not make a difference if the HS2.0 Policy and WLANSP nodes have the same or different structure. These nodes are independently populated so the size of the management tree is not reduced when these nodes have the same structure.
When the UE management tree contains WLANSP nodes and HS2.0 Policy nodes (as shown in Figure 1), the following questions arise:

1. When the UE is required to select a WLAN access network, based on which nodes (i.e. selection rules) would this selection be based?
· 
A straightforward answer is the following: When the UE has valid 3GPP subscription credentials (i.e. a valid USIM) and valid WLANSP policies, the UE should perform WLAN selection based on these policies and the corresponding procedures. In other words, the selection policy of the 3GPP subscription prevails over the selection policy of non-3GPP subscriptions. 

2. Should the structure of the WLANSP node be aligned with the structure of the HS2.0 Policy node as specified in the HS2.0 Rel-2 specification?
· 
As mentioned above, aligning the structures does not reduce the size of the management tree neigher affects the over-the-air provisioning procedures. Aligning the structures essentially means either that (a) the structure of the WLANSP node is identical to the stucture of the HS2.0 Policy node or that (b) the structure of the WLANSP node is very similar (but not identical) to the stucture of the HS2.0 Policy node. The main benefit of alignment is the reduction of standardization effort.
To provide an answer to question 2 above we analyze the structure of the HS2.0 Policy node and we compare it against the applicable 3GPP requirements in TR 23.865. The structure of the HS2.0 Policy node is shown in Figure 2 (a few optinal elements were not included for simplicity).
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Figure 2: Example of a HS2.0 Policy node.

The following observations are made:
1. The HS2.0 Policy can be used to select an AP across different HS2.0-compliant APs. It does not support AP selection based on SSID. The WLANSP policy however could be specified to support SSID-based selection as currently supported in the ISMP and ISRP policy.

2. The PolicyUpdate sub-node (interior node) is very differently specified than the corresponding UpdatePolicy leaf in the ISMP and ISRP policy. Specifically, the UpdatePolicy leaf in the ISMP and ISRP policy takes only a binary value (0 or 1) that indicates whether the policy should be updated by the UE when is no longer considered valid. On the contrary, the PolicyUpdate interior node in the HS2.0 Policy specifies (a) how frequently this policy should be updated (by the mandatory UpdateInterval leaf), (b) how it should be updated (by the mandatory UpdateMethod leaf), (c) the policy server from which the policy should be retrieved (by the mandatory PolicyUpdateURI leaf) and (d) from where certificates should be retrieved to verify the policy server (by the mandatory TrustRoot node). It is concluded that the PolicyUpdate sub-node is not required when the UE uses the ANDSF – the UpdateMethod, the PolicyUpdateURI and the TrustRoot are not applicable.
3. Many of the sub-nodes in the HS2.0 Policy can be directly used to fulfil many of the 3GPP requirements for WLAN selection. For example, the PreferredRoamingPartnerList sub-node can be directly used to specify the realms preferred by the HPLMN or a VPLMN. Similarly, the MinimumBackhaulThreshold sub-node and the MaximumBSSLoad sub-node can also be applied directly by 3GPP.
4. The HS2.0 Policy node cannot fulfil some of the WLAN selection requirements included in TR 23.865, for example, it cannot indicate the “achievable throughput” as required in Solution #8. 

From the above discussion it is concluded that the HS2.0 Policy node supports many of the WLAN selection requirements specified in TR 23.865 but it also includes some information (e.g. the PolicyUpdate node) which is irrelevant or unecessary for 3GPP. It also lacks some information that can be used for selecting non-HS2.0-compliant APs. Therefore, we believe that the best approach for the specification of the WLANSP node is the following:
a) The overall structure of the WLANSP node should be specified by 3GPP.

b) The WLANSP node should include the following sub-nodes which already exist in the HS2.0 Policy node: PreferredRoamingPartnerList, MinimumBackhaulThreshold, MaximumBSSLoad, SPExclusionList, RequiredProtoPortTuple. These sub-nodes in WLANSP are not specified again but they simply reference the corresponding HS2.0 Policy sub-nodes in the HS2.0 Rel-2 specification.
c) The WLANSP node can include sub-nodes which do not exist in the HS2.0 Policy node. Such sub-nodes are required to meet 3GPP-specific requirements for WLAN selection and are specified entirely by 3GPP. For example, the WLANSP node can include sub-nodes to enable selection of non-HS2.0-compliant APs and to enable additional selection criteria.
NOTE: The PolicyUpdate sub-node defined in the HS2.0 Policy is not applicable to 3GPP UEs and should not be included in the WLANSP node.Based on the above discussion, the following changes to TR 23.865 are proposed.
****************************** START OF CHANGES ******************************

8
Conclusions

Editor's note: This clause will provide conclusions and what further specification work is required for WLAN network selection for 3GPP terminals.

This clause contains the agreed conclusions for 3GPP specifications work.

1)
ANDSF policies need to be enhanced to support WLAN selection based on identifiers other than just SSIDs as described in solution #1 in clause 6.1. Realms shall be added as additional identifiers when specifying all WLAN selection policies in ANDSF.

2)
The WLAN selection will be based on a new WLAN Selection Policy (WLANSP) node in ANDSF. WLANSP is described in solution #10 in clause 6.10. The WLANSP node should be specified and be aligned with the HS2.0 Policy node (see the HS2.0 Rel-2 specification) as follows:
a) The overall structure of the WLANSP node should be specified by 3GPP.

b) The WLANSP node should include the following sub-nodes which already exist in the HS2.0 Policy node: PreferredRoamingPartnerList, MinimumBackhaulThreshold, MaximumBSSLoad, SPExclusionList, RequiredProtoPortTuple. These sub-nodes in WLANSP are not specified again but they simply reference the corresponding HS2.0 Policy sub-nodes in the HS2.0 Rel-2 specification.
c) The WLANSP node can include sub-nodes which do not exist in the HS2.0 Policy node. Such sub-nodes are required to meet 3GPP-specific requirements for WLAN selection and are specified entirely by 3GPP. For example, the WLANSP node can include sub-nodes to enable selection of non-HS2.0-compliant APs and to enable additional selection criteria.
NOTE: The PolicyUpdate sub-node defined in the HS2.0 Policy is not applicable to 3GPP UEs and should not be included in the WLANSP node.
3)
A Preferred Service Provider List (PSPL) node will be added to the ANDSF MO that contains a list of service providers preferred by the home operator.
4)
When the UE has valid 3GPP subscription credentials (i.e. a valid USIM) and valid WLANSP policies, the UE will perform WLAN selection based on these policies and the corresponding procedures specified by 3GPP. In this case, the UE will not perform WLAN selection based on HS2.0 policies.
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