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Abstract of the contribution: This contribution proposes a solution for WLAN network selection by using roaming consortium OI.
1
Discussion

Hotspot 2.0 AP can provide roaming consortium element via probe message or ANQP. From the definitions in IEEE 802.11u, Roaming consortium is a group of subscription service providers (SSPs) having inter-SSP roaming agreements. Therefore, a preferred AP can be described by using roaming consortium OI(Organization Identifier) as well as SSID and service provider id (e.g. NAI realms), which were already included in the solutions in TR 23.865. Current specification just mentioned that roaming consortium elements could be used for calculating the preference values. Therefore, this contribution describes the detailed solutions to utilize the roaming consortium OI for WLAN network selection based on the solution #1.
1.1
WLAN selection based on Roaming Consortium OI
Roaming consortium OI is an identifier representing an SSP(Subscription Service Provider) or group of SSPs. One or more service providers can be members of a roaming consortium OI. When a WLAN AP is selected based on roaming consortium OI, a preferred service provider should be derived from the roaming consortium. Therefore, the ANDSF MO is enhanced so that a roaming consortium OI has a list of preferred 3GPP service providers (e.g. realms) including Home PLMN. This list is used by a UE to select a preferred service provider which is related to the preferred roaming consortium. That is, once a preferred roaming consortium is selected, a preferred service provider is derived from the members of the preferred roaming consortium. This can be done by comparing the service providers captured from the WLAN AP and the preferred service provider list of the roaming consortium OI. If a service provider is selected, the UE constructs a NAI (e.g. decorated NAI for VPLMN) when it attempts EAP-AKA authentication over a selected WLAN access network. 
This allows a UE to select the preferred 3GPP service provider to authenticate with upon selecting WLAN based, among other information, on the roaming consortiums that the UE may discover from the WLAN AP, e.g. by means of HS2.0 ANQP query or beacon message if the AP is HS2.0 capable. 

2
Proposal

It is proposed to agree the solution described previously for inclusion in TR 23.865.
First change
6.1


Solution #1: ANDSF Policies with Extended Selection Preferences

6.1.1
Functional Description

This solution addresses the key issue of “Support WLAN access through roaming agreements”. However, it is applicable also to scenarios where WLAN access is provided without roaming agreements.

This solution proposes to extend the ANDSF selection policies to support also selection policies based on the Realms and/or the Organizational Unique Identifiers (OUIs) which are supported by Hotspot 2.0 compliant WLAN networks. The ANDSF may send policies to UE based on Realms and/or OUIs to indicate for example that “WLANs that interwork with Realm=PartnerX.com have the highest access priority”. The UE uses the Realms and/or OUIs as an alternative way (instead of using SSID) to identify and prioritize the discovered WLAN access networks. 

A Hotspot 2.0 compliant UE is capable to discover the Realms and/or OUIs supported by a specific WLAN access network prior to association by using the applicable discovery procedures (e.g. based on the ANQP protocol) and/or by receiving the beacon transmissions of APs (some OUIs are included in the AP beacon messages).

Editor’s Note: The text above suggests extending the ANDSF policies to support also preferences based on Realm and/or OUIs. It is FFS if preferences based on other Hotspot 2.0 parameters should also be supported.

Note: 
The UE uses the provisioned Realms/OUIs only when applying ANDSF policies after the PLMN selection, as per the current specifications.

6.1.x
WLAN selection based on Roaming Consortium OI
Roaming consortium OI is an identifier representing an SSP(Subscription Service Provider) or group of SSPs. One or more service providers can be members of a roaming consortium OI. When a WLAN AP is selected based on roaming consortium OI, a preferred service provider should be derived from the roaming consortium. Therefore, the ANDSF MO is enhanced so that a roaming consortium OI has a list of preferred 3GPP service providers (e.g. realms) including Home PLMN. This list is used by a UE to select a preferred service provider which is related to the preferred roaming consortium. That is, once a preferred roaming consortium is selected, a preferred service provider is derived from the members of the preferred roaming consortium. This can be done by comparing the service providers captured from the WLAN AP and the preferred service provider list of the roaming consortium OI. If a service provider is selected, the UE constructs a NAI (e.g. decorated NAI for VPLMN) when it attempts EAP-AKA authentication over a selected WLAN access network. 

This allows a UE to select the preferred 3GPP service provider to authenticate with upon selecting WLAN based, among other information, on the roaming consortiums that the UE may discover from the WLAN AP, e.g. by means of HS2.0 ANQP query or beacon message if the AP is HS2.0 capable. 
6.1.2
Impacts on existing nodes or functionality

The ANDSF access selection policies need to be extended in order to include additional selection preferences.

6.1.3
Evaluation
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