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Abstract of the contribution: This contribution proposes a solution to key issue #2 based on the PCEF or TDF detecting service data flows based on L3/L4/L7 packet inspection and marking downlink IP packets with a DSCP in the Local-Use range. The RAN then would then choose different transmission strategies for downlink user plane packets received over an IP-CAN bearer with same QCI but different DSCP values.

It is proposed to agree to include the following alternative solution description in the next revision of TR 23.705:
*** FIRST CHANGE ***
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*** SECOND CHANGE ***

6.x
Solution x: Differentiation of IP flows mapped to the same QCI via marking with a Local Use Differentiated Services Code Point 

6.x.1
General description, assumptions, and principles

This solution addresses key issue #2 on “RAN User Plane congestion mitigation”.

The solution involves two steps:

· In a first step, the PCEF or TDF detects a service data flow  (e.g. based on a L3/L4 header filter, or a more elaborate L7 application detection filter) and fills in the Differentiated Services Field of each downlink user plane IP packet for the service data flow with a DSCP in the "Local Use" range as defined by IETF RFC 2474 [x] (i.e., binary "xxxx11" where x is '0' or '1') corresponding to the UPCON treatment that shall be applied to the packet in the RAN as per the operator UPCON policy.

· In a second step, the RAN receiving a downlink user plane IP packet applies the corresponding UPCON treatment based on a) the DSCP value found in the IP header, b) the current congestion level, and c) the UPCON policy governing the choice of a specific transmission strategy based on that DSCP value and the current congestion level.
As per the description of Key Issue #2, this mechanism is addressing QoS differentiation amongst packets transmitted over the default bearer that cannot receive a differentiated QoS treatment via being assigned different QCIs. Accordingly, the semantic of the DSCP in the "Local Use" range is as orthogonal to that of the QCI:

· In the absence of congestion, the specific value of the DSCP found in a user plane IP packet has no effect whatsoever on the transmission strategy for that packet that remains primarily determined by the QCI of the underlying IP-CAN bearer used for transmission.
· In the presence of congestion, the specific value of the DSCP found in a user plane IP packet only affects its transmission strategy relative to that of others packets to be transmitted over an IP-CAN bearer with a same QCI. 
NOTE: In situation where the DSCP marking occurs at the TDF, it is expected that an appropriate encapsulation mechanism is used between the TDF and the PCEF to avoids the unwanted interactions between the transport network QoS policy such as Per-Hop Behavior based on the DSCP values, and the DSCP marking of the user plane IP packet resulting of the UPCON QoS policy. For example, use of IP-in-IP tunnelling between the TDF and the PCEF for user-plane traffic, would decouple the DSCP marking in the inner IP header for the purpose of UPCON from the QoS Per-Hop-Bevavior afforded by the transport network based on the DSCP marking of the outer IP header. 
6.x.2
High-level operation and procedures

The solution works as follows:

· At IP-CAN session creation, the PCRF may provisions the PCEF or the TDF with the UPCON policy governing the differentiation of QoS treatment of user plane packets transmitted over IP-CAN bearers of same QCI. Alternatively, the UPCON policy may be locally configured at the PCEF or the TDF.
· Based on the UPCON policy locally configured or provisioned by the PCRF, the PCEF or TDF performs detects a service data flow  based on a L3/L4 header filter, or a more elaborate L7 application detection filter, and fills in the Differentiated Services Field of each downlink user plane IP packet for the service data flow with a DSCP in the "Local Use" range as defined by IETF RFC 2474 [x] (i.e., binary "xxxx11" where x is '0' or '1') corresponding to the UPCON treatment that shall be applied to the packet in the RAN as per the operator UPCON policy. 
· When the RAN receives a downlink user plane IP packet, it applies the corresponding UPCON treatment based on a) the DSCP value found in the IP header, b) the current congestion level, and c) the UPCON policy governing the choice of a specific transmission strategy based on that DSCP value and the current congestion level.
6.x.3
Impact on existing entities and interfaces

PCEF and TDF:
· Rewriting the Differentiated Services field of downlink user plane IP packets based on the UPCON policy locally configured or received from the PCRF (including service data flow detection).
· If service data flow detection involves an application detection filter at the TDF, the TDF and the PCEF may need to implement an appropriate encapsulation mechanism to isolate the DSCP in user plane IP packets from being interpreted by the transport network between the TDF and the PCEF. 
SGSN and SGW

· No impact. The DSCP value in the user plane IP packets is transparent to both the SGSN and the SGW.
PCRF

· Provision of UPCON policies to the PCEF or the TDF to control DSCP rewriting on a per subscriber basis.

BSC, RNC and eNodeB

· Usage of the DSCP in the user plane IP packet together with the QCI of the IP-CAN bearer to determine the transmission strategy over the air interface.
6.x.4
Solution evaluation

Editor’s note: The solution evaluation is FFS.
*** END OF CHANGES ***
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