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Abstract of the contribution:
This contribution clarifies the NSWO and p2p link aspects in the WCS solution (8.10).
Introduction
This paper is to clarify the following aspects WCS solution:

1. How to notify the UE when the NSWO is not permitted 
If the operator would like to restrict some UEs from using NSWO, the network should notify the UE whether NSWO is permitted or not. This contribution recommends that an NSWO indication from network be sent to the UE in the authentication procedure. If NSWO is not permitted, the UE should not request an IP address for NSWO. And UE may configure a link local address as per RFC 3927. 

2. L3 based control plane
If L3 based control plane is used, a well known UDP port can be used to identify WCS protocol. No specificp2p link ID is needed for WCS control plane protocol is required to differentiate the path with other user plane connections.. 
3. Clarification of VLAN ID

If VLAN ID is used for p2p link, it should be allocated by TWAG but not UE. Corresponding correction in attach procedure is needed.
Proposal

It is proposed to update TR 23.852 (SaMOG) as shown below:

****** 1st Change ******
8.2.10.1.1
Overview

This solution proposes a control plane protocol between the UE and the TWAG for mobility management PDN connections.

This solution supports simultaneous NSWO and PDN connections.

For the user plane, a virtual MAC address or VLAN is used to differentiate multiple connections (including PDN connections and NSWO connection).
UE and network capability is negotiated during EAP-AKA' procedure to decide whether the Rel‑11 or the Rel‑12 SaMOG procedure is performed.

8.2.10.1.2
User plane

The point-to-point link required to transport traffic for a given PDN connection, or for Non-Seamless WLAN Offload (NSWO) is realized via the TWAN reserving a distinct VLAN ID or virtual MAC address that uniquely (on a per-UE basis) corresponds to an PDN connection or NSWO.

The link model for VLAN based user plane is described in 8.2.2.1.1.1, and the link model for virtual MAC based user plane is described in 8.2.2.1.1.2.

Editor's note:
Whether VLAN or Virtual MAC address is chosen is FFS.
8.2.10.1.3
Control plane

A UE-TWAG protocol is used to control (i.e. setup and teardown) the per-PDN point-to-point link. This protocol is denoted as WCS (WLAN Control Signaling) and should be defined by 3GPP. The functions that WCS supports include: Establishment of a per-UE-and-PDN point-to-point link; Tear down of a per-UE-and-PDN point-to-point link; IP address allocation for PDN connections connection. An NSWO connection is established using DHCP or IPv6 stateless autoconfiguration after authentication in the per UE p2p link.

Reliability of the WCS protocol uses RFC 3315 reliability mechanisms and depends on the reception of a reply message in response to a request message. If no response is received, re-transmission of the request message can use the DHCP re-transmission timer value. No support for fragmentation is provided and is not necessary for the control protocol.

Three alternatives for the transport of WCS are outlined below.

Editor's note:
One of these alternatives for protocol transport needs to be chosen. The selection would depend on the choice of user plane.
8.2.10.1.3.1
Alternative 1: Virtual MAC-based control protocol transport
The frame format of the control plane is as shown in Figure 8.2.10.1.3-1.

A new Ethertype is used to identify the WCS protocol. If the virtual MAC address is used by TWAG to differentiate the user plane PDN connections, a dedicated virtual MAC address may also be used to differentiate the control plane.

The new Ethertype for WCS needs to be defined in IEEE.

	MAC/LLC
	WCS Ethertype
	Payload(WCS)


Figure 8.2.10.1.3-1 Frame format for PDN for Virtual MAC-based control protocol
A dedicated p2p Link ID (i.e. (Virtual MAC address) allocated by TWAG is used for WCS signalling. The Virtual MAC address is unique per UE.

This MAC address is sent to the UE during EAP-AKA' authentication as described in clause 8.2.10.1.3.4. In this case, the p2p link ID in clause 8.2.10.1.3.4 is a Virtual MAC address of the TWAG.

8.2.10.1.3.2
Alternative 2: VLAN-based control protocol transport

The frame format of the control plane is as shown in Figure 8.2.10.1.3.2-1.

	MAC/LLC 
	VLAN 
	New Ethertype 
	Payload (WCS) 


Figure 8.2.10.1.3.2-1 Frame format for PDN for L2.5-based control protocol
The VLAN ID is used to differentiate the tunnel between the control plane and the user plane protocol. In the corresponding user plane, the VLAN ID used to distinguish PDN connections.

As in the case of Alternative 1 (clause 8.2.10.1.3.1), a new Ethertype is needed to indicate that payload is WCS.

The dedicated p2p link ID (i.e. VLAN ID) used for control plane signalling on top of per UE p2p link is negotiated during the EAP-AKA' procedure. Details of provisioning the p2p link ID (i.e. VLAN ID) are described in clause 8.2.10.1.3.4. The TWAG MAC address is also sent to the UE during EAP-AKA' authentication sequence, along with the VLAN ID.

8.2.10.1.3.3
Alternative 3: L3-based control protocol transport

In this alternative, the frame format of the control plane message is as shown in Figure 8.2.10.1.3.3-1.

	MAC/LLC 
	UDP/IP 
	Payload (WCS) 


Figure 8.2.10.1.3.3-1 Frame format for L3-based control protocol

The payload contains the WCS control protocol message. The UE gets a link-local address or NSWO address before using L3 based control protocol. The IP address of the TWAG is sent to the UE during the EAP-AKA' procedure in the same as how the TWAG MAC address is delivered in alternative 2. A well known UDP port could be used for the WCS control protocol.
8.2.10.1.3.4
p2p link ID negotiation in EAP-AKA' procedure.

This procedure describes the p2p link ID is negotiation during EAP-AKA'. The p2p link ID is used to establish tunnel to transport the control plane protocol (WCS) when Layer 2 based control protocol is used..
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Figure 8.2.10.1.3.4-1 p2p link ID negotiation

Step4-Step5 TWAG sends the p2p link ID via TWAN to the 3GPP AAA.

Step13a,b-14, the p2p link ID is sent in EAP-REQ message to the UE.

The p2p link ID could be the virtual MAC address or VLAN ID provisioned in the TWAN.

8.2.10.1.4
Protocol Stacks

Editor's note:
Impact on link model due to handover support is FFS.
8.2.10.2
Procedures
Editor's note:
The call flows are described in this clause.

8.2.10.2.1
Initial Attach procedure

8.2.10.2.1.1
Initial Attach in WLAN on S2a - network capability negotiation
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Figure 8.2.10.2.1-1: Initial attachment in WLAN on S2a for roaming and non-roaming scenarios

The procedure is as in TS 23.402 [3] clause 16.2 with the following additions:

-
Step 2. As part of this step, the UE shall send an indication to the network as to whether it supports Rel‑12 SaMOG. Depending on the capabilities of the network and the indication of the UE, the network informs the UE as part of step 2 whether the Rel‑12 SaMOG procedures should be performed.
8.2.10.2.1.2
Initial Attach continuation for GTP based S2a


[image: image3.emf] 
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Figure 8.2.10.2.1-2: Initial attachment in WLAN on S2a for roaming and non-roaming scenarios

The procedure continues from step 2 in clause 8.2.10.2.1:
-
Step 2, as part of the authentication procedure, the p2p link ID for WCS signalling is negotiated between the UE and the TWAG. An NSWO indication, which indicates whether NSWO is permitted or not is sent to the UE. There are following alternatives to establish the p2p link for WCS:

-
If Alternative 1 (clause 8.2.10.1.3.1) based mechanism is used for WCS, then a (virtual) MAC address of TWAG is send to the UE.

-
If Alternative 2 (clause 8.2.10.1.3.2) based mechanism is used for WCS, then the VLAN ID is negotiated between the UE and the TWAG. Also the MAC address of the TWAG should be sent to the UE.

-
If Alternative 3 (clause 8.2.10.1.3.3) based mechanism is used for WCS, the TWAG IP address is sent to the UE.

-
Step3.1, The UE will get a link local address or NSWO Address from TWAN using RFC 4861 for IPv6, or RFC 3927 for IPv4.The UE can use this IP address for the transport of the control plane protocol to TWAG. If the UE wants to setup an NSWO connection and if NSWO is permitted, the UE sends a DHCP Request (and optionally an IPv6 Router Solicitation Request) in this step. If NSWO is not permitted, UE should not send a DHCP Request and UE should configure a LLA as per RFC 3927. 
-
Step3.2: If the UE wants to set up a PDN connection, the UE sends a WCS Attach Request to the TWAN. This message includes AttachType, APN, , PDN type, PCO. The Attach Type field indicates initial attach and the APN field indicates the APN that the UE requests. The PDN type field indicates the IP address type the UE request. The PCO field may indicate that the UE wants deferred IP address allocation and if so, the UE will send DHCP/RS after the attach procedures.


There are two options for user plane p2p link ID. 1) virtual MAC address 2) VLAN ID allocated by the TWAG.
-
Step 4-8 refers to step-3 -step7 in clause 16.2.1 of TS 23.402. Additionally, if the PDN GW receives the PCO which indicates deferred IPv4 address allocation, then the PDN GW will not allocate IP address to the UE at this step.

-
Step 9 the TWAN sends a WCS attach accept message to the UE. If the UE does not indicate an APN in the attach request, the TWAN should send the selected APN to the UE. The IP address(es) is also sent to the UE if the PDN GW has allocated the IP address to the UE (i.e., not deferred address for IPv4). . This response contains a User Plane p2p link ID to be used in further signalling associated with this PDN connection.
If the user plane p2p link is VLAN based, the VLAN ID allocated by the TWAN is included in the p2p link field of the attach accept message. Alternatively, if the user plane p2p link is virtual MAC based, the virtual MAC allocated by the TWAN is included in the p2p link field.
If the UE requests a deferred IPv4 address allocation, the UE may request for an IP address using DHCP after the attach procedure. DHCP signalling is performed over the established p2p link. In IPv6, prefix assignment takes place using RFC 4861 over the established p2p link.
****** End of Changes ******
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5. IP-CAN Session Establishment Procedure
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Step 1-2 as in clause 8.2.10.2.1
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