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1.0
Introduction

1.1
Background

ANDSF  was specified to aid, among other things, a PLMN to offload traffic from their 3GPP RAT to a non 3GPP RAT.   This is specified in TS 22.278.

	3GPP TS 22.278 V12.1.0 (2012-06)

7.1.5 
Access network discovery

To avoid unnecessary background scan by the UE and to facilitate service continuity by the UE it shall be possible for the VPLMN and the HPLMN to provide the UE with access network information pertaining to locally supported non-3GPP access technologies, in a resource efficient and secure manner. This mechanism is meant to facilitate changes, including service continuity, between 3GPP access systems and non 3GPP access systems and vice versa. The information may be restricted to the access technologies the UE can use. To reduce battery drain, a UE should minimise the frequency of scanning for different access technologies.

When discovering non-3GPP accesses a UE shall be able to receive information from a non-3GPP access network concerning to which PLMN, or PLMNs, the non-3GPP access network provides access. 

Note: The capability to provide such information by a non-3GPP access network is out of scope of 3GPP.

When a UE receives service via a non-3GPP access it shall be possible for the PLMN that provides the non-3GPP access to indicate local availability of 3GPP access to the UE,, in a secure manner, subject to capabilities of the non-3GPP access network.




Currently a UE could be on a 3GPP RAT, receive policies from that Registered PLMN (RPLMN) which indicate a desire to use WLAN access, however as identified in Key Issue#6 the UE could end up selecting a totally different PLMN for WLAN authentication and authorisation.  (figure below illustrates this issue).
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1.2
Proposal

It is proposed, if allowed by the HPLMN, that if the VPLMN provides a set of policies that the UE uses them if it is registered on the Cellular VPLMN.  The VPLMN should be able to provide the same set of policy information as can the HPLMN.  The VPLMN should also be able to provide a list of Service Providers that the VPLMN considers as equivalent to the VPLMN e.g. Service Providers that the VPLMN has roaming agreements with.
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****PROPOSED CHANGES****

6
Solutions 
Editor’s Note: This clause will describe the solution(s) for WLAN network selection for 3GPP terminals.
6.2
Solution #2: ANDSF policies used in (V)-PLMN

6.2.1 
Description

This solution addresses Key Issue # 6 – Simultaneous Connectivity to Multiple V-PLMNs. 

An ANDSF server provides policy towards a given UE in order for that UE to be able to use more extensive decision-making criteria when determining which access the UE should connect to. 

A V-ANDSF server associated with a given V-PLMN could be used to download access network selection policies to determine the best access network associated to a given V-PLMN. This implies that a V-ANDSF server, belonging to Operator X, may provide policies towards a UE belonging to Operator Y. The current solution is that the UE reconciles the policies from V-ANDSF and H-ANDSF and, if there is overlap, gives precedence to policies from the V-ANDSF. 

As described in Key Issue #6, the UE may be connected to two different VPLMNs simultaneously, one in 3GPP access and one in WLAN access. For these scenarios the UE may potentially receive policies from two V-ANDSF servers, one in each VPLMN. It is not clear which V-ANDSF, if any, shall be used for the policy information or if one of the V-ANDSF servers has precedence over the other one. 

As per proposed solution:

3GPP system will be enhanced to allow the V-ANDSF policies to be taken into account for the case when both 3GPP and non-3GPP accesses connect via the same V-PLMN. For this solution, the UE in Key Issue # 6, Scenario 1, could not use the V-ANDSF in V-PLMN1 or V-PLMN2, while the UE in Key Issue # 6, Scenario 2 could use the V-ANDSF for both accesses in V-PLMN1. 

6.2.2
Impacts on existing nodes or functionality

The UE can accept policies received from the V-ANDSF server only if the UE has single selected V-PLMN for all attached accesses. 

Editor’s note: In case the UE is connected to multiple V-PLMNs via different 3GPP and non-3GPP accesses, it is FFS whether there are cases when the UE may choose to use policies from one or both V-ANDSF servers.

6.2.3
Evaluation
6.2a
Solution #2a: ANDSF policies used in (V)-PLMN

6.2a.1 
Description

This solution addresses Key Issue # 6 – Simultaneous Connectivity to Multiple V-PLMNs. 

An ANDSF server provides policy towards a given UE in order for that UE to be able to use more extensive decision-making criteria when determining which access the UE should connect to. 

A V-ANDSF server associated with a given V-PLMN could be used to download access network selection policies to determine the best access network associated to a given V-PLMN. This implies that a V-ANDSF server, belonging to Operator X, may provide policies towards a UE belonging to Operator Y. The current solution is that the UE reconciles the policies from V-ANDSF and H-ANDSF and, if there is overlap, gives precedence to policies from the V-ANDSF. 

As described in Key Issue #6, the UE may be connected to two different VPLMNs simultaneously, one in 3GPP access and one in WLAN access. For these scenarios the UE may potentially receive policies from two V-ANDSF servers, one in each VPLMN. It is not clear which V-ANDSF, if any, shall be used for the policy information or if one of the V-ANDSF servers has precedence over the other one. 

As per proposed solution:

3GPP system will be enhanced to ensure that the UE will select the same VPLMN  or an equivalent PLMN or Service Provider via non 3GPP access that is available by 3GPP access.  If the same VPLMN is not available by non 3GPP access the UE shall select the highest priority VPLMN per SA1 PLMN selection criteria. 

6.2a.2
Impacts on existing nodes or functionality

The UE is impacted as it must initially select the same VPLMN by non 3GPP access or an equivalent PLMN or Service Provider that is available by 3GPP access.
6.2.3
Evaluation
6.3


Solution #3: WLAN Selection Based on ANDSF Rules

6.3.1
Overview

This solution describes how a UE selects a WLAN access network (out of many available) based on the preferences included in the “active” ISMP or ISRP rule in the UE. The “active” ISMP / ISRP rule is the rule applied by the UE.
The solution is characterized by the following:

1. The UE (re-)selects a WLAN based on provisioned ISMP / ISRP rules. The WLAN (re-)selection procedure is triggered in the UE after an ISMP / ISRP rule becomes active.

Editor’s Note: How the UE determines the “active” ISMP / ISRP rule is FFS. So, whether the UE prefers HPLMN or VPLMN rules is FFS. 

2.  The WLAN selection in the UE is based on the existing (as defined in Rel-11) or enhanced ISMP / ISRP rules. The enhanced ISMP / ISRP rules can include not only SSID preferences but also additional preferences such as realms (i.e. preferred service providers), OUIs, available backhaul bandwidth, connectivity capabilities, etc. The UE can discover the supported realms, bandwidth and other properties of HS2.0 capable WLANs by means of HS2.0 discovery mechanisms (e.g. ANQP). 

An example of an enhanced ISRP rule is shown below. This example is only provided to aid the understanding of the proposed WLAN selection procedure.

Example of enhanced ISRP rule:

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator”

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps

· Access Priority 3: WLAN, any SSID, realm = “example1.com”

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com”

· Access Priority 2: 3GPP access

3. The UE selects 

a. The RPLMN if the RPLMN is available or an equivalent PLMN or Service Provider is available by the selected WLAN or

b. If the RPLMN or equivalent PLMN or Service Provider is not available then the UE selection of a  PLMN / Service provider.
6.3.1.1
WLANs that best match the ISMP / ISRP rules

The proposed WLAN selection procedure (see section 6.3.2) requires the UE to identify the available WLANs that best match the active ISMP / ISRP rule. This section explains how the UE can determine these WLANs (the details should be specified by stage-3). 
Assume a UE has the following active ISRP rule. Note that a Preference value is assigned to each preferred access network in the rule. The smaller the Preference value of an access network, the more preferred this access network is. The Preference value is not included in the active rule but is derived by the UE.

Editor’s Note: Whether the UE derives the Preference values as indicated below (i.e. from the Rule Priority and the Access Priority) or with another method is FFS.

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator” (Preference 101)

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps (Preference 102)

· Access Priority 3: WLAN, any SSID, realm = “example1.com” (Preference 103)

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com” (Preference 201)
· Access Priority 2: 3GPP access
Assume also there are the following WLAN networks available:

· WLAN-1: 

· SSID = “free-hotspot”

· Realm = “example2.com”

· WLAN-2: 

· SSID = “myOperator”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-3: 

· SSID = “dummyX”

· Realm = “example1.com”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-4: 

· SSID = “dummyY”

· Realm = “example1.com”

· minimum backhaul bandwidth = 2000 Kbps

Triggered by the active ISRP rule, the UE discovers the available WLAN networks and, for each one, the UE determines the matching Preferences:

· WLAN-1: 

· Matches Preference 201

· WLAN-2: 

· Matches Preference 101

· WLAN-3: 

· Matches Preference 103

· WLAN-4: 

· Matches Preferences 102, 103

The UE then selects the WLAN network that matches the Preference with the smallest value. This is the WLAN access network that best matches the list of preferred access network in the active ISMP / ISRP rule. In the above example, the UE will select WLAN-2. Note that the value of each Preference indicates the relative importance of a WLAN access network with respect to the others. Preference 101 has the highest importance as it corresponds to the flow distribution rule with Rule Priority 1 and Access Priority 1.

It is possible that multiple WLANs best match the preferred WLANs in the active ISMP / ISRP rule. The UE behavior is this case is described in section 6.3.2.

6.3.2
WLAN Selection Based on ANDSF Rules

The proposed WLAN selection procedure is described below: 
1. First, the UE compares the available (discovered) WLANs against the preferred WLANs in the active ISMP / ISRP rule and determines the list of available WLANs that best match the preferred WLANs (section 6.3.1.1 specifies how this can be done). This determination takes into account all preferences in the active ISMP / ISRP rule, including realms, OUIs, etc.

a. When there is only one WLAN that best matches the preferred WLANs, the UE selects this WLAN.  The UE selects:
· The RPLMN if the RPLMN is available or an equivalent PLMN or Service Provider is available by the selected WLAN or

· If the RPLMN or an equivalent PLMN or Service Provider is not available then the UE selection of a PLMN / Service provider.
b. When there are multiple WLANs that best match the preferred WLANs, the UE selects one out of these multiple WLANs by determining which one supports interworking with 
· The RPLMN if the RPLMN is available or an equivalent PLMN or Service Provider is available by the selected WLAN or

· If the RPLMN or an equivalent PLMN or Service Provider is not available then the UE selection of a PLMN / Service provider .
c. 
· 

2. If the UE has to perform EAP-AKA authentication over the selected WLAN network (the one selected in the previous step). The UE constructs the appropriate NAI that corresponds to RPLMN, its equivalent or the most preferred Service Provider supported by the selected WLAN network.

· Again, the UE uses the list of preferred Service Providers (e.g. PLMNs) provided by the home operator.

3. During power-up the UE is not registered to a PLMN over any access and thus (according to the current specifications) it has no active ISMP / ISRP rule. However, in order to enable WLAN selection with the enhanced ISMP / ISRP rules during power-up, one of the ISMP / ISRP rules provisioned by the HPLMN can be considered active during power-up. This way, the WLAN selection procedure described above can also be applied during power-up.

Editor’s Note: How the UE selects a WLAN after it recovers from WLAN signal loss is FFS. The procedure described for power-up could also apply in this case.
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