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Abstract of the contribution: Provides a new key issue to identify the usage of ProSe identities within the network
1. Introduction

This contribution provides a new key issue for ProSe regarding the use of ProSe identities. Based on the discussions in stage 2 so far, it is currently unclear how ProSe identities will be used for proximity services.

Key questions for this key issue are:

Q1: How ProSe identities are assigned (examples are: ProSe server, UE, Prose Application) and whether the same method can be used for in-coverage and out-of-coverage scenarios and for open and closed discovery use cases
Q2: The format of the ProSe identity and whether the same format can be used for in-coverage and out-of-coverage scenarios and open and closed discovery use cases
Q3: How ProSe identities are exchanged; 1) between ProSe enabled UEs and 2) between UE and the EPC network
Q4: How ProSe identities are protected in the network in order to comply with the user’s identity and privacy protection requirements.
Q5: The number of ProSe identities required (examples are: Device identity, service identity, application identity).

2. Proposed key issue within ProSe TR
************ START OF CHANGE ********************

5.X
Key Issue #x: ProSe Identities

5.X.1
General description
This key issue provides a list of key questions in order to identify how ProSe identities will be used for proximity services. The key questions are:

· How ProSe identities are assigned (examples are: ProSe server, UE, Prose Application) and whether the same method can be used for:

·  in-coverage scenarios and out-of-coverage scenarios
· Open and Closed discovery use cases
· The format of the ProSe identity and whether the same format can be used for
·  in-coverage and out-of-coverage scenarios
· Open and Closed discovery use cases
· How ProSe identities are exchanged; 1) between ProSe enabled UEs and 2) between UE and the EPC network

· How ProSe identities are protected in the network in order to comply with the user’s identity and privacy protection requirements.
· The number of ProSe identities required (examples are: service identity, application identity).
************ END OF CHANGE ********************
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