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Abstract of the contribution: Improvement of solution 6.6 in order to provide a reduction of the Cx load added by unregistered routing.
Discussion:
Solutions 6.3 and 6.6 as currently described in the TR, imply extra traffic on Cx because the S-CSCF is not allocated to the PBX user. This extra traffic is caused by the Cx-Put/Cx-Pull required to fetch the unregistered user information. This is particularly true for a large number of PBXs with low traffic, since Cx-Put/Cx-Pull could then be needed for each session.

To alleviate this issue, it is proposed that the S-CSCF remains allocated to the PBX user for a configurable time after routing a PBX session. TS 29.228 already allows the S-CSCF to decide (and inform the HSS) when it wishes to be de-allocated for an unregistered user and the HSS keeps the S-CSCF allocated until it receives a notification from the S-CSCF to be de-allocated. However, in order to apply a different behaviour for PBXs compared to other users, the S-CSCF needs to know that the user is a PBX user.
With solution 6.6, this is possible because the user profile contains specific information for PBX users. Unfortunately, this is not the case of solution 6.3. 

It is proposed to clarify to enhance the description of solution 6.6 and the evaluation table with these considerations.
The authors consider that this provides a new advantage to solution 6.6, and that therefore this solution should be standardized as an enhancement of solution 6.3. Therefore, such update of the TR conclusion is proposed.
This P-CR also provides a resolution to the conflict that appeared at the last meeting for the “Main issues” row.
Proposed changes to TR 23.897 v1.1
6.6.2
Terminating Session Setup
This clause depicts a terminating use case. A pre-requisite is that the enterprise is provisioned as a user (possibly wildcard user) in the HSS and have correct iFCs provisioned. There is no constraint on the order of the Application Servers in the iFC chain.

In configurations where there is a NAT between the IP-PBX and the IBCF, the TLS connection needs to be initiated and maintained by the IP-PBX.

Figure 6.6.2-1 shows the terminating procedure.
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Figure 6.6.2-1: Terminating session set up
1.
I-CSCF receives a call from the network.

2.
The I-CSCF performs Location Query procedure with the HSS to acquire the S‑CSCF address or the S‑CSCF capabilities, including the destination address.

3.
The HSS returns the S‑CSCF address/capabilities to the I‑CSCF according to the destination address.
4.
I‑CSCF forwards the INVITE request towards the selected S‑CSCF from the query.

5-6.
The S‑CSCF sends Cx-Put/Cx-Pull to the HSS. The HSS then returns the information flow Cx-Put Resp/Cx-Pull Resp (user information, including the binding data of user identity and IBCF address as part of the user profile XML file) to the S‑CSCF. The S‑CSCF shall store it. This completes the registration simulation procedures on the S-CSCF side. The S-CSCF knows from the information provided in the user profile that the user is an IP-PBX and remains allocated to this IP-PBX user for a configurable time, in order to save traffic on Cx.
7.
If the user profile includes an iFC pointing to an Enterprise AS, the SIP INVITE request is forwarded to the Enterprise AS.
8.
The INVITE is processed by the Application Server. The AS optionally retrieves user information from HSS and returns the INVITE to the S‑CSCF.

9.
If the INVITE message request does not contain a route header, the S-CSCF creates a route header from information found in the user profile received from the HSS (i.e. provisioned default contact address). The INVITE is forwarded using the Route header to the IBCF.
10.
The IBCF forwards the INVITE request to IP-PBX using the Route information provided by the S-CSCF. If no security association exist between the IBCF and PBX (and TLS is used), TLS will be initiated as a result of trying to send the INVITE. Once the TLS session is setup (using the certificates), the INVITE will be sent over the secure connection.
11.
The session establishment is completed.
6.6.3
Originating Session Setup
Same as Alternative 6.3 with the following addition: the S-CSCF receives binding data of user identity and IBCF address as part of the user profile XML file; this is not used for routing the originating session, but allows the S-CSCF to know that the user is an IP-PBX and to remain allocated to this IP-PBX user for a configurable time, in order to save traffic on Cx.
Next change

7.1
Alternatives evaluation criteria and scoring

The following table provides a summary of the solutions currently described in the TR and their characteristics when measured against compliance to the requirements as well as impact on the system.

Table 7.1-1

	
	IBCF and Transit Re-Use
	Enhanced IBCF
	IBCF and S-CSCF reuse
	P-CSCF based
	Standalone BusTI GW
	S-CSCF based routing

	TR clause
	6.1
	6.2
	6.3
	6.4
	6.5
	6.6

	Description
	Allows the IMS to handle sessions directed to the IP-PBX users and originated from the IP-PBX users based on the procedures of TS 23.228 [5], Clause 4.15.
	IBCF solution, where PBX information is provisioned from HSS to IBCF and S-CSCF. 
	Allows the IMS to handle sessions directed to the IP-PBX users and originated from the IP-PBX users based on the procedures of TS 23.228 [5] and ETSI TS 182 025 [8]
	P-CSCF makes IMS registration on behalf IP-PBX user. The MO and MT for IP-PBX user based on TS 23.228 [5]
	A Standalone entity BusTI-GW makes IMS registration on behalf IP-PBX user. The MO and MT for IP-PBX user based on TS 23.228 [5]
	Allows the IMS to handle sessions directed to the IP-PBX users and originated from the IP-PBX users 

	Impacts on I-CSCF
	N/A
	No
	No 
	No
	No
	No 

	Impacts on P-CSCF
	N/A
	N/A
	No
	Yes: handling of TLS and registration on behalf of the IP-PBX
	No

NOTE: TLS handling and registration on behalf of the IP-PBX is in BusTI GW.
	No

	Impacts on S-CSCF
	N/A
	New procedures for Cx 
	No
	Removal of the prohibition of multiple registrations with trusted authentication.
	No
	Default routeing information is received from the HSS in the user profile instead of being determined at registration time

	Impacts on IBCF
	Addition of PSU from certificate. 
	New interface to HSS
	Addition of PSU from certificate.
	N/A
	No
	Addition of PSU from certificate.

	Impacts on HSS
	No
	New interface to IBCF

Cx updated
	No 
	No
	No
	Default routing information added to the profile

	Impacts on other IMS nodes
	BT AS

Transit function
	N/A
	BT AS
	 IP-PBX needs to initiate TLS connection.
	No
	No

	Scalability regarding the support of large number of PBX users
	All nodes can be stateless.

As a result, can scale dynamically and independently to the size of enterprises..
	An IBCF needs to be selected for each PBX.

One S-CSCF will be allocated. As implication, only one S-CSCF at time will be used for all traffic for a particular PBX (subscriber).
	All nodes except S-CSCF are stateless.

S-CSCF will be allocated (as unregistered state). As implication, only one S-CSCF at time will be used for all traffic for a particular PBX user profile, but load can be can be distributed across multiple S-CSCFs by splitting users into multiple groups.  
	All nodes except S-CSCF are stateless.

One or more P-CSCF (and eventually a back up one) needs to be selected by IP-PBX at TLS connection set up..

S-CSCF will be allocated. As implication, only one S-CSCF at time will be used for all traffic for a particular IP- PBX user profile, but load can be can be distributed across multiple S-CSCFs by splitting users into multiple groups.  
	All signalling traffic to and from a particular enterprise network will go through the same BusTI-GW.

S-CSCF will be allocated. AS implication, only one S-CSCF at time will be used for all traffic for a particular IP- PBX user profile, but load can be can be distributed across multiple S-CSCFs by splitting users into multiple groups.
	All nodes except S-CSCF are stateless.

S-CSCF will be allocated (as unregistered state). As implication, only one S-CSCF at time will be used for all traffic for a particular PBX user profile, but load can be can be distributed across multiple S-CSCFs by splitting users into multiple groups.  

	Provisioning and configuration
	Certificates required in IBCF (existing TS 33.310 [4] requirements).

Transit function configured with Transit Invocation Criteria.

AS (or its data storage) needs to be provisioned with the PBX related data (including IP/FQDN of PBX).  
	HSS single point of provisioning. 
	Certificates required in IBCF (existing TS 33.310 [4] requirements).

Subscriber profiles of the PBX in HSS needs to be provisioned for each PBX.

The PBX routing information needs to be provisioned in the PBX Profile, either in the AS or in the HSS.
	No IP-PBX data to be provisioned in P-CSCF. Certificates required in P-CSCF (cf TS 33.310 [4]).

Subscriber profiles of the PBX in HSS needs to be provisioned for each PBX.


	The IP-PBX subscriber profiles needs to be provisioned or pre-configured in BusTI-GW.

Subscriber profiles of the PBX in HSS needs to be provisioned for each PBX.


	Certificates required in IBCF (existing TS 33.310 [4] requirements).

Subscriber profiles of the PBX in HSS needs to be provisioned for each PBX.

The PBX routing information needs to be provisioned in the subscriber profile


	Emergency calls and other regulatory requirements
	Supported according to current procedures of TS 23.167 [6].
	Supported according to current procedures of TS 23.167 [6].
	Supported according to current procedures of TS 23.167 [6].
	Supported according to current procedures of TS 23.167 [6].
	Supported according to current procedures of TS 23.167 [6].
	Supported according to current procedures of TS 23.167 [6].

	Resiliency
	All nodes can be stateless.

Multiple paths can always be used to handle node failures.
	Not described
	All nodes except S-CSCF are stateless.

Multiple IBCFs can be used to handle node failures.

S-CSCF failure handled using restoration procedures (as in un-registered state, no dependency to restore full registration state).
	All nodes except S-CSCF are stateless.

P-CSCF redundancy provided by multiple registrations or re-selection of the P-CSCF by the PBX.

Two different solution alternatives are described.

S-CSCF failure handled using restoration procedures


	S-CSCF failure handled using restoration procedures
When the BusTI-GW fails. The backup BusTI-GW will take over the user by making IMS registration on behalf of IP-PBX user.
NOTE: This could be solved by existing heartbeat mechanisms which are not described in the TR.
	All nodes except S-CSCF are stateless.

S-CSCF failure handled using restoration procedures (as in un-registered state, no dependency to restore full registration state).
Multiple IBCFs can be used to handle node failure.

	Scalability regarding the support of a large number of small PBXs (Small Office Home Office)
	Supported but each PBX need to obtain a certificate and the operator needs to handle a large variety of Certificate Authorities.

When a large number of small enterprises or enterprises using numbers in multiple ranges are used, the configuration table in every Transit function may become large. This configuration table also needs to be updated every time a Public Identity is added behind a PBX.
	Supported but each PBX need to obtain a certificate and the operator needs to handle a large variety of Certificate Authorities.
	Supported but each PBX need to obtain a certificate and the operator needs to handle a large variety of Certificate Authorities.

	Supported but either each PBX obtains a certificate and the operator needs to handle a large variety of Certificate Authorities or by using pre-configured IP addresses in P-CSCF which is used to authenticate small PBXs.
	Supported
	Supported but each PBX need to obtain a certificate and the operator needs to handle a large variety of Certificate Authorities.

	Support of geographically distributed enterprises (multi-site)
	Supported
	Not clear how scalability and resilience should be done. 
	Supported (with above limitation that only one S-CSCF at time will be used). 
	Supported (with above limitation that only one S-CSCF at time will be used)..
	Possible to Support (pending the resolution of the FFS in the alternative description).
	Supported (with above limitation that only one S-CSCF at time will be used). 

	Main issues
	Issue with large number of small enterprises (see above).

No AS can be triggered in terminating after the AS hosting the PBX routing functionality.


	Requires new interfaces.

Not clear how scalability and resilience will be handled. 
	No AS can be triggered in terminating after the AS hosting the PBX routing functionality.
Extra load on Cx to provide unregistered service information to the S-CSCF.
	More positioned for small and medium size IP-PBX.


	Addition of a new entity to the IMS architecture. 

For a geographically distributed enterprise (multi-site), all the signalling traffic will aggregate in the one BusTI-GW.


	


	
	
	

	
	

	


	


	Main advantages
	Provides flexible scalability within a given numbering range, and resilience. Only minor enhancements to IBCF required for the PSU handling.

Inline with existing TS 23.228 [5] procedures and TISPAN peering based principles.


	
	Only minor enhancements to IBCF required for the PSU handling.

In line with existing TS 23.228 [5] procedures and TISPAN peering based principles.


	Full IMS Service with HSS service profiles

NAT traversal is supported.
	There is no impact on the IMS core.
	Only minor enhancements to IBCF required for the PSU handling.

In line with existing IMS procedures

Does not require deploying an AS (fully in line with ETSI TS 182 025)



Next change

7.3
Conclusions

The following conclusions have been drawn: 

-
Solution 6.3 is proposed as base for normative specification. 

-
Solution 6.1 can as a result also be provided as a deployment option for e.g., large scale scenarios, as it is based on the same extensions as Solution 6.3. 

-
Solution of 6.5 can be applied for small and medium size IP-PBXs. For this solution, the BusTI-GW does not impact IMS core and it is not expected to require normative work.
-
Solution 6.6 can be standardized as an optional enhancement.
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