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Abstract of the contribution: This paper proposes the architecture of the Group communication service.
1. Introduction

TS 22.468 specify a number of requirements for GCSE. However there are still several issues that are not clear. One of the pending issue is the split between the application layer and the 3GP transport network. To resolve that issue it may be better to understand the related architecture model. As such the architecture of the Group communication service is proposed. 
2. Discussion 

Requirements in the TS22.468 include two aspects: Group services, Interaction with other service. For the interaction with the ProSe service, it can be considered later when the ProSe and GCSE architecture are all mature enough. And the interaction with Emergency service mostly is related to how the Emergency service can still be served. As such this paper focuses on the group service requirements, which can be summarized as below:

a. GCSE communication: communication setup, modification release, and group number participate in/out of the group, service continuity etc. additionally, resource efficiency and performance also specified.
b. Group handling: the group communication is restricted in a defined geographic area, on per cell(s) basis. The geographic area can be redefined during course of group communication.

c. Using group: the number of distinct active group in parallel is required. 

d. Security: the EPS shall support the same security level for Group communication (e.g. for Authentication, Integrity, Confidentiality and Privacy) than a 3GPP LTE packet data bearer.
TS22.468 have made a statement that the work to be considered is to define the enabler to support the Group communication service. As such we consider that one entity called as the Transport layer Management Functionality entity can be introduced, which act as the interface between 3GPP network and group communication server. The TMF manages the communication path in the 3GPP network. The proposed architecture is illustrated as the following:
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Figure 1. Group communication architecture 
2.1 New Functionality
· TMF 
· IMS layer application AS. It manages the user per group granularity, i.e. one group can only be linked to one TMF.
· Group communication setup, modify, release per the instruction from Public safety server.
· Signaling/Media Replicate/dispatch. Replicate and Dispatch the receiving signaling/Media from public safety server to the group member.  

· Group transport management

· Transport mechanism selection, i.e. PTM or PTP, selection per UE granularity.

· Transport mechanism modification, i.e. change from PTP or PTM or vice versa.
· Priority mapping between the application layer and the 3GPP network transport layer

· PTM solution
· Transfer layer mechanism which support traffic is transmitted in multicast or broadcast mode, e.g. eMBMS. 
2.2 Reference Point:

· Tx
· Transmits the group communication related control signaling. 
· Transmits the group communication related media. 
· Ty
· The interface is used to request the PTM solution start/stop to transfer the group service in multicast/broadcast mode.

· Tz1/Tz2
· This interface is for FFS as it need be decided later on which multicast/broadcast solution is to be used. Per that decision it can determine on this interface. 
2.3 Service flow for the architecture
2.3.1 Group communication start
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Figure 2 Group Communication Start
Step 1. The UE of Group member communicates with the Public Safety server to initiate the group communication.
Step 2. The Public safety server sends message to the TMF. The message includes: Group member, Group service QoS etc. 
Step 3. The TMF determine which mechanism is used in the EPS, i.e. PTP or PTM per UE. Based on operator policy and group service requirement the decision can be skipped, e.g. if the group communication is configured to be transmitted only on a special region and always via the multicast/broadcast mode. 
3a, if PTP is used, the TMF triggers the normal IMS communication.
3b, if PTM is used, the TMF require the PTM solution to establish PTM path to the UE.
Step4. TMF responses to the Public safety server with an appropriate cause. In case the group includes multi user, the response can be returned when the TMF received one successful response message from one of the group member UE.  
2.3.2 Group communication stop
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Figure 3 Group Communication Stop

Step 1. The group service ends, for example, the group call is terminated.
Step 2. The public safety server notify the TMF group communication is stopped
Step 3. The TMF releases the communication resources, including PTP and/or PTM resource. 

Step4. The TMF give a responses to the Public Safety server.
3. Proposal
It is proposed to discuss this architecture model and included it in TR 23.7XX.
***** BEGIN CHANGE *****
5.X Key issue: Architecture alternative
5.X.1 General description

This architecture for group communication is illustrated as below,  
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Figure 1. Group communication architecture 
5.X.2 New Functionality  

· TMF 
· IMS layer application AS. It manages the user per group granularity, i.e. one group can only be linked to one TMF.

· Group communication setup, modify, release per the instruction from Public safety server.

· Signaling/Media Replicate/dispatch. Replicate and Dispatch the receiving signaling/Media to the group member.  

· Group transport management

· Transport mechanism selection, i.e. PTM or PTP, selection per UE granularity.

· Transport mechanism modification, i.e. change from PTP or PTM or vice versa.

· Priority mapping between the application layer and the 3GPP network transport layer

· PTM solution
· Transfer layer mechanism which support traffic is transmitted in a multicast or broadcast mode, e.g. eMBMS. 

5.X.2 Reference Point  

· Tx
· Transmits the group communication related control signaling. 

· Transmits the group communication related media. 

· Ty
· The interface is used to request the PTM solution start/stop to transfer the group service in multicast/broadcast mode.

· Tz
· This interface is for FFS as it need be decided later on which multicast/broadcast solution is to be used. Per that decision it can determine on this interface.
5.X.3 Service flow for the architecture
5.x.3.1 Group communication start
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Figure 2 Group Communication Start
Step 1. The UE of Group member communicates with the Public Safety server to initiate the group communication.
Step 2. The Public safety server sends message to the TMF. The message includes: Group member, Group service QoS etc. 

Step 3. The TMF determine which mechanism is used in the EPS, i.e. PTP or PTM per UE. Based on operator policy and group service requirement the decision can be skipped, e.g. if the group communication is configured to be transmitted only on a special region and always via the multicast/broadcast mode. 

3a, if PTP is used, the TMF triggers the normal IMS communication.

3b, if PTM is used, the TMF require the PTM solution to establish PTM path to the UE.

Step4. TMF responses to the Public safety server with an appropriate cause. In case the group includes multi user, the response can be returned when the TMF received one successful response message from one of the group member UE.

5.x.3.2 Group communication stop
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Figure 3 Group Communication Stop

Step 1. The group service ends, for example, the group call is terminated.
Step 2. The public safety server notify the TMF group communication is stopped

Step 3. The TMF releases the communication resources, including PTP and/or PTM resource. 

Step4. The TMF give a responses to the Public Safety server.
***** END CHANGE *****
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