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Abstract of the contribution: Adds a sub-clause to each solution to describe to required provisioning.
Introduction:
Minimizing the provisioning is central to BusTI WI. Therefore, it is important to have an exhaustive and homogeneous view of the provisioning efforts required by each solution.
Proposed changes to TR 23.897 v1.0.0 (all new text)
6.1
IBCF and Transit reuse

…
6.1.X
Required provisioning in the network
6.1.X.1
Initial configuration at solution roll-out

Root certificates from trusted Certification Authorities need to be provisioned in every IBCF of the network.

A Transit invocation criterion is provisioned in every TRF of the network, to trigger the BT AS upon requests originated from one IP-PBX. This criterion may for example be based on the presence of a P-Served-User-Identity and orig parameter (inserted by the IBCF).
6.1.X.2
Provisioning when adding a new IP-PBX

One or more BT AS is provisioned with the IP-PBX profile, containing the SIP URI of the IP-PBX and the individual and wildcarded Public User Identities that belong to the IP-PBX.
The transit invocation criteria that are stored in every TRF of the network need to be updated, so that the BT AS will be triggered when the Request-URI matches one of the individual or wildcarded Public User Identities that belong to the IP-PBX being added.

In the best case, the PBX profile only has one wildcarded Public User Identity corresponding to a single range of numbers. However, in most practical cases, the Public User Identities used by the PBX are numbers migrated from other telephony services, and reflecting the history of the enterprise, so the numbers come from various ranges. Also, in countries having a closed numbering plan, it is very difficult to group all the extensions of an enterprise site in a single range, so in practice, multiple ranges are very common.
6.1.X.3
Provisioning when adding/modifying extensions behind an IP-PBX

The Public User Identities that are added or removed to the PBX profile need to be updated in the BT AS, and also in the transit invocation criteria that are stored in every TRF of the network.
Such provisioning can be automated by OAM. However, considering that TRFs can be hosted by various IMS Functional Entities, which themselves can be provided by different vendors, SA5 work will be needed to specify a standard provisioning interface.
Next change

6.3
IBCF and S-CSCF reuse

6.3.X
Required provisioning in the network

6.3.X.1
Initial configuration at solution roll-out
Root certificates from trusted Certification Authorities need to be provisioned in every IBCF of the network.

6.3.X.2
Provisioning when adding a new IP-PBX

One or more BT AS is provisioned with the IP-PBX profile, containing the SIP URI of the IP-PBX, the IBCF(s) serving the PBX, and the individual and wildcarded Public User Identities that belong to the IP-PBX.

The IP-PBX is provisioned as a user in the HSS, as for subscription based business trunking. This includes the Public User Identities that belong to the IP-PBX being added and iFCs to trigger the BT AS.
6.3.X.3
Provisioning when adding/modifying extensions behind an IP-PBX

The Public User Identities that are added or removed to the PBX profile need to be updated in the IP-PBX profile stored in the HSS, as with subscription-based business trunking. They also need to be updated in the BT AS.
Next change

6.4.3
P-CSCF without provisioning of IP-PBX data

6.4.3.X
Required provisioning in the network

6.4.3.X.1
Initial configuration at solution roll-out

The operator needs to define derivation rules that will be used to derive the IMS Private Identity and IMS  Public identity from the identity information in the TLS client certificate.

Every P-CSCF of the network that may be used by an IP-PBX needs to be configured with:
-
root certificates from trusted Certification Authorities,

-
the derivation rules defined by the operator
-
a home network domain name to be inserted in registration requests generated on behalf of PBXs.

6.4.3.X.2
Provisioning when adding a new IP-PBX

The IP-PBX is provisioned as a user in the HSS, as for subscription based business trunking, with the specificity that the IMS Private Identity and the Main URI of the IP-PBX assigned by the operator to this user profile need to be the results of the derivation rules defined at solution roll-out, taking the identity information in the TLS client certificate as input.
6.4.3.X.3
Provisioning when adding/modifying extensions behind an IP-PBX

The Public User Identities that are added or removed to the PBX profile need to be updated in the IP-PBX profile stored in the HSS, as with subscription-based business trunking.
Next change

6.5
Standalone BusTI-GW solution

6.5.X
Required provisioning in the network

6.5.X.1
Initial configuration at solution roll-out

None.
6.5.X.2
Provisioning when adding a new IP-PBX

The IP-PBX is provisioned as a user in the HSS, as for subscription based business trunking.

The BusTI-GW is provisioned with IP-PBX user information.
6.5.X.3
Provisioning when adding/modifying extensions behind an IP-PBX

The Public User Identities that are added or removed to the PBX profile need to be updated in the IP-PBX profile stored in the HSS, as with subscription-based business trunking.
Next change

6.6
S-CSCF Based Routing

6.6.X
Required provisioning in the network

6.6.X.1
Initial configuration at solution roll-out

Root certificates from trusted Certification Authorities need to be provisioned in every IBCF of the network.

6.6.X.2
Provisioning when adding a new IP-PBX

One or more BT AS is provisioned with the IP-PBX profile, containing the SIP URI of the IP-PBX and the individual and wildcarded Public User Identities that belong to the IP-PBX.

The IP-PBX is provisioned as a user in the HSS, as for subscription based business trunking. This includes the Public User Identities that belong to the IP-PBX being added and iFCs to trigger the BT AS. In addition, the user profile in the HSS contains a provisioned default contact address enabling routing to the PBX, via the IBCF.
6.6.X.3
Provisioning when adding/modifying extensions behind an IP-PBX

The Public User Identities that are added or removed to the PBX profile need to be updated in the IP-PBX profile stored in the HSS, as with subscription-based business trunking. They also need to be updated in the BT AS.
Next change

7
Alternatives Assessment and Conclusions

…

7.2
Overview of provisioning efforts
The following table gives an outlook of provisioning efforts in network elements:

· the normal text shows the provisioning needed only when adding a new IP-PBX
· the bold text shows the provisioning needed when adding a new IP-PBX or when adding/modifying extensions behind an IP-PBX.
	
	IBCF and Transit Re-Use
	IBCF and S‑CSCF reuse
	P-CSCF based
	Standalone BusTI GW
	S-CSCF based routing

	TR clause
	6.1
	6.3
	6.4.3
	6.5
	6.6

	HSS
	-
	IP-PBX profile,
Public User Identities
	IP-PBX profile,

Public User Identities
	IP-PBX profile,

Public User Identities
	IP-PBX profile,

Public User Identities

	TRFs
	Public User Identities
	-
	-
	-
	-

	AS
	IP-PBX profile,
Public User Identities
	IP-PBX profile,
Public User Identities
	-
	-
	IP-PBX profile,

Public User Identities

	IBCFs
	-
	-
	-
	-
	-

	P-CSCFs
	-
	-
	-
	-
	-

	BusTI-GW
	N/A
	N/A
	N/A
	IP-PBX profile
	N/A


Table 7.1-2: Overview of provisioning efforts
The absence of provisioning in P-CSCFs or IBCFs is a communality of all solutions. However, the solution “Standalone BusTI GW” requires provisioning in the BusTI-GW (which can be seen as an extension of the P-CSCF) when adding a new IP-PBX.
All solutions require the Public User Identities used by the IP-PBX to be provisioned in the HSS and updated when adding/modifying extensions behind an IP-PBX, except for “IBCF and Transit Re-Use” (6.1), where this is done in the TRFs.
In addition, solutions relying on an AS for routing and/or for identity assertion require the Public User Identities used by the IP-PBX to be provisioned in at least one AS, and updated when adding/modifying extensions behind an IP-PBX.
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