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Abstract of the contribution: This paper provides an analysis of Disaster Message Board (DMB) Communication and proposes a new key issue to be studied in the UPCON TR in SA2
1. Introduction
The paper describes RAN overload caused by a natural or man-made disaster.  Subject to operator policy and in accordance with regulatory mandate, traffic to and from the Disaster Message Board server is given priority, allowing any and all subscribers in affected areas means for unimpeded communication with loved-ones by submitting and retrieving messages of limited size.  A new key issue for the UPCON TR is proposed: DMB Communication.
2. References
The following references are helpful when discussing DMB Communication:
(1) UPCON TR – Use Case 4:  Disaster Message Board

(2) CR to TS11.101 agreed in SA Plenary in Barcelona December 10-14):  SA1 Contribution Reference S1-124416

3. Analysis of DMB Communication
The description of Disaster Message Board in sufficient detail for the present purpose is contained in Ref. (1).  The normative requirement in Ref. (2) is somewhat generalized, and it does not use the term DMB explicitly.  The text of the requirement is abstracted as quoted here:

“According to operator policy, during RAN user plane congestion the operator shall be able to select the communications which require preferential treatment and allocate sufficient resources for such communications in order to provide these services with appropriate service quality.”

On the surface of it, DMB appears similar to Enhanced Multimedia Priority Services (eMPS).  However, upon closer inspection, DMB differs from eMPS in some key aspects, including the following:
· Subscription:  DMB can apply to any subscriber, while eMPS is only applicable for specialized subscription (typically government personnel such as those responsible as first responders to a disaster situation).
· Availability:  In order for DMB to work, it must be specifically enabled (armed) by the operator, i.e., it is not available always and everywhere, as is eMPS.  When disabled (disarmed) by the operator, DMB ceases to function as priority communication, even though the network may still be heavily loaded or congested.
· Service Limitation:  Unlike eMPS, which applies for any service, and regardless of where associated IP flow originates or terminates, DMB is applicable only for flows that originate or terminate at a specific source or destination.  The other limitation is the message size in DMB, while there are no volume limitations in ePMS.
There may be other minor differences, but the ones listed above are most prominent.
4. Proposal for a Key Issue the UPCON TR

5
Key Issues
5.x
Key Issue #x: Disaster Message Board Communication
The target of this key issue is to study possible enhancements to outline approach to enable DMB service. 

Among items of interest are:
· Means to enable/disable DMB communication in the network. 

· Notification of enabling/disabling DMB 
· Methods of providing priority to communication to/from DMB server.
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