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Abstract of the contribution: This contribution adds an explanation and corrects the terminology for non-deducible service data flows; TR 23.800 is describing the support of non-deducible service data flows as key issue but is lacking an explanation of the term.

1.  Discussion

"Applications with non-deducible service data flows" are labelled as Key issue within the TR.

However, this term is lacking an explanation or definition. It might also be in conflict with the following TS 23.203 definitions:
service data flow: An aggregate set of packet flows that matches a service data flow template.

service data flow filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet flows constituting a service data flow. The possible service data flow filters are defined in clause 6.2.2.2.

service data flow template: The set of service data flow filters in a PCC rule, required for defining a service data flow
It has been suggested in previous discussions that a service data flow template for data traffic related to an application cannot be deduced in the following cases:

1. An Application very frequently opens and closes a lot of short-lived parallel UDP and/or TCP data flows, e.g. for peer-to-peer file sharing. In this case, even though it would be possible for a standalone TDF, or PCEF enhanced with Application Detection and Control (ADC), to discover the service data flow filters (i.e. IP 5 tuples) identifying the flows exchanged by the application, these service data flow filters are to short-lived to allow a transmission (from the TDF or the PCEF to the PCRF) and a subsequent provisioning of the corresponding PCC rules (from the PCRF to the PCEF) and a possible resulting update of TDFs towards the UE, that avoids significant impact on the whole system performance and that is quick enough, except for the first few packets, to allow those rules to be applied (at the PCEF and UE).  

2. An Application exchanges several media data flows (e.g. video, audio, file sharing and chat) that should be kept distinct within the same service data flow (e.g. applications carried over HTTP/port 80).
3. Data flows relating to several applications are carried within the same service data flow. For instance, several applications addressed via different HTTP URIs are provided by the same server over the same port.

However, in cases 2 and 3 the data flows of the application are no service data flows according to the basic definition.
2. Proposed Changes against TS 23.800:

5.1
Key Issue # 1 Applications data flows with non-deducible service data flow templates
The target of this key issue is to study possible policy control and charging enhancements in order to support online and offline charging aspects for the network usage of services and applications when TDF detects applications and performs enforcement actions as per ADC Rules, received from the PCRF and the detected application uses data flows for which service data flow templates cannot be deduced.
A service data flow template for data flows related to an application is considered non-deducible in the following cases:
-
An Application uses (potentially many parallel) very short-lived parallel UDP and/or TCP data flows, for which service data flow filters detected via extended packet are to short-lived to allow a transmission (from the TDF or the PCEF to the PCRF) and a subsequent provisioning of the corresponding PCC rules (from the PCRF to the PCEF) and a possible resulting update of TDFs towards the UE, that avoids significant impact on the whole system performance and that is quick enough, except for the first few packets, to allow those rules to be applied (at the PCEF and UE);

-
An Application exchanges several media data flows (e.g. video, audio, file sharing and chat) that should be kept distinct within the same service data flow (e.g. applications carried over HTTP/port 80); or

-
Data flows relating to several applications are carried within the same service data flow (for instance, several applications addressed via different HTTP URIs are provided by the same server over the same port).
The following relevant scenarios are identified:

-
Scenario 1: Only charging for network usage of an application is required for the corresponding IP-CAN session.

-
Scenario 2: Only data flow charging is required for the corresponding IP-CAN session;

-
Scenario 3: Charging for network usage for both data flows and applications are required for the corresponding IP-CAN session;

NOTE:
For Scenario 1, there is no operator's requirement to charge on the sdf basis per specific user/IP-CAN session. For Scenario 2, there is no operator's requirement to charge on the application basis per specific user/IP-CAN session.


