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Abstract of the contribution: For comparison this paper provides an application level solution for reducing keep-alive messages.
Introduction and Discussion
As stated in TR 23.887 chapter 5.1.2.1; “category b) solutions for frequent small data transmission, which are on application level, will be outside the scope of 3GPP, but for comparison with 3GPP based approaches it is useful to document such solutions for the evaluation of 3GPP based approaches as the 3GPP solution might become obsolete when category b) solutions are available that accomplish the same results”. This paper has proposed such a solution at application level.
Proposal

The following text is proposed to be added to TR 23.887.
* * * *START OF CHANGE * * * *

5.1.2.3.x
Solution: Application level solution for reducing keep-alive messages

5.1.2.3.x.1
General
Keep-alive messages generate frequent small data. Eliminating the need for keep-alive messages is a solution for frequent small data.

Sending keep-alive messages as a mechanism to keep the e2e connectivity sessions alive between UE and external applications, even when the applications are not sending or receiving any traffic, can overload the network with signalling and drain the UE’s battery since such keep-alive messages can be frequent.

The application level solution, as introduced below, avoids the need for sending any keep-alive messages due to NAT and Firewalls, while still enabling the inbound communication from the external application servers.

The figure below illustrates the procedure of the solution.
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Figure 5.1.2.3.x.1: Application level solution for reducing keep-alive messages

1.
The UE activates a PDN connection by sending a request to the GGSN/P-GW.

2.
The GGSN/P-GW requests internal IP address for the UE from Device Agent. Device Agent allocates the address.

3.
Device Agent publishes UE’s access information into public DNS records, such as in the form of External Identifier, MSISDN, host names, or any predefined alias names, and inserts it into DNS.

4.
Later when the Application Server has to send downstream data to the UE, it does a DNS lookup using the published access information of the UE, after the DNS lookup the application server will know the public IP address and port number on the Device Agent to reach the UE.

5.
The application server then sends the data to Device Agent using the public IP address and public port.

6.
Device Agent maps the IP address and port of the received data to the UE’s internal IP address and port, and forwards the data towards the UE.

5.1.2.3.x.2
Impacts on existing nodes and functionality

No impacts on existing nodes and functionality.

Device Agent: resides at application level, allocates internal IP address for UE and publishes the UE’s access information towards external application servers, as well as maps the public IP address and port of the inbound data from AS to the internal IP address and port of the UE.

5.1.2.3.x.3
Solution Evaluation

* * * *END OF CHANGE * * * *
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