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* * * First Change * * * 
1
Scope

The present document specifies the new capabilities and enhancements needed to support SMS over a generic IP Connectivity Access Network (IP-CAN) using IMS capabilities (TS 23.228 [9]). These include (but are not limited) to:

1
Enhancements to the HSS;

2
Communication between the SMS-GMSC/SMS-IWMSC and the HSS;

3
Authentication of service usage and registration;

4
Transfer of UE Terminated SMS, UE Originated SMS, and Delivery reports;

5
Mechanisms to handle SMS when there is more than one IP connection active with the UE, etc;
6
Mechanisms to handle MT-SMS without MSISDN to IMS UE, and SMS between IMS UEs that support MSISDN-less SMS operations.
The document also specifies the capabilities and enhancements needed to support the service level interworking for the Short Message service as defined in the TS 23.040 [2] and in this specification and the Instant Messaging service as defined in OMA-TS-SIMPLE_IM-V1_0 [12]. The features supported from the IM specification are limited to the exchange of short or large immediate messages in pager mode.

NOTE:
The page-mode immediate message as defined in TS 24.247[14] is considered as a subset of OMA-TS-SIMPLE-IM-V1_0 [12].

The document also specifies the capabilities and enhancements needed to support service level interworking for the Short Message service, as defined in the TS 23.040 [2] and in this specification and the OMA CPM service as defined in OMA-TS-CPM_Conv_Fnct-V1_0 [17]. The features supported from the CPM specification are the exchange of short or large immediate messages in pager mode, as well as session-based messaging.

The service requirements are described in TS 22.340 [18].

* * * 2nd Change * * * 
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following definitions apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1]:

Converged IP Messaging: as defined in OMA-RD-CPM-V1_0 [15]. Converged IP Messaging supports one-to-one, one-to-many personal communications, and also communication with Applications.

CPM Message: as defined in OMA-RD-CPM-V1_0 [15]: Information that is sent to one or more recipients. A CPM Message can contain several discrete Media (e.g. text, images, audio-clips, video-clips).

CPM AS: An application server supporting the functionality of a CPM Participating Function and/or a CPM Controlling Function as defined in OMA-RD-CPM-V1_0 [15].

IM origination: origination of an Instant Message by an IMS UE.

IM termination: termination of an Instant Message by an IMS UE.

IMS core: refers to the core session control elements of the IM CN Subsystem, i.e. the CSCFs, and the IBCF.

Instant Message: an Instant Message as defined in the OMA-TS-SIMPLE_IM-V1_0 [12] and TS 24.247 [14]. The term Instant Message is also used to designate a CPM Message.

Interworking Selection Function: as defined in OMA-AD-CPM-V1_0 [16]. The Interworking Selection Function selects an Interworking Function that should perform the actual interworking between CPM and SMS.
Non-supporting MSISDN-less SMS UE: refers to UE that has not been upgraded to support MSISDN-less SMS operation as defined in this specification. 
SIMPLE IM service: the Instant Messaging Service as defined in the OMA-TS-SIMPLE_IM-V1_0 [12].

SM origination: origination of a Short Message (including SMS over IP) by an SMS capable UE, as defined in TS 23.040 [2] and this specification.

SM termination: termination of a Short Message (including SMS over IP) by an SMS capable UE, as defined in TS 23.040 [2] and this specification.

SMS: the Short Message Service as defined in the TS 23.040 [2].

SMSIP MESSAGE: an immediate message as defined in TS 23.228 [9], which encapsulates a SM in its text body.

SMSIP UE: a UE which supports SMSIP MESSAGE.

* * * 3rd Change * * * 
4a.4
SMS without MSISDN 
For SMS without MSISDN interworking, the architecture allows for the following in addition to clause 4a.2:

· It shall provide for the transport of Mobile Terminating Short Message Service to UE without the need of MSISDN in the UE's IMS subscription profile.
· It shall provide for the transport of Mobile Originating Short Message Service from IMS UEs that support MSISDN-less SMS operations to other IMS UE.

4a.5
SMS without MSISDN interworking with Non-supporting MSISDN-less SMS UE
This version of the specification does not require the support of SMS communication between IMS UE that supports MSISDN-less SMS operation as defined in this specification and non-supporting MSISDN-less SMS UE. 

NOTE: It is up to implementation on the IMS network that supports the MSISDN-less SMS operation to determine how to interwork with non-supporting MSISDN-less SMS UE if required.
* * * 4th Change * * * 
5.3
Functional entities

5.3.1
IP-Short-Message-Gateway (IP-SM-GW)

5.3.1.1
General

The IP-SM-GW shall provide the protocol interworking for delivery of the short message between the IP-based UE and the SMS-SC. The message is routed to the SMS-SC for delivery to the SMS-based user or the message is received from the SMS-SC of an SMS-based UE for delivery to an IP-based UE.

The general functions of the IP-SM-GW are:

-
to determine the domain (CS/PS or IMS) for delivery of a Short Message;

-
to connect to the SMS‑GMSC using established MAP protocols, appearing to the SMS‑GMSC as an MSC or SGSN using the E or Gd interfaces;

-
to respond to Send Routeing Information for Short Message requests made by the SMS-GMSC, and forwarded from the HSS, with its own address; 

-
to connect to the SMS-IWMSC using established MAP protocols, appearing to the SMS-IWMSC as an MSC or SGSN using the E or Gd interfaces;

-
to connect to the HSS using established MAP protocols , to obtain the address of MSC/SGSN address(es) for SM termination in CS/PS;
NOTE:
The IP-SM-GW need not support all of the functionality defined in MAP in TS 29.002 [6].
-
to acquire and maintain knowledge of the association between the MSISDN, IMSI and the address of the S‑CSCF serving of the user;

-
to check that it has a valid address in SMS for the sender as well as the recipient when receiving an IMS message for an SMS user. The IP-SM-GW shall obtain a valid address for both from the SIP headers of the IMS message (e.g. the sender would be identified in the asserted id in form of TEL URI);

-
for terminating procedures:

-
if TEL URI is available, it maps the recipient’s address from an MSISDN/IMSI to TEL URI format when receiving an SMS for an IP-based UE, and then it is the responsibility of the IMS core to perform any further mapping towards a SIP URI as required;

-
if TEL URI is not available, it maps the recipient's address from an IMSI to SIP URI format when receiving an SMS for an IP-based UE.

-
to act as an Application Server towards the IMS core;
-
to perform domain selection to choose the appropriate domain to deliver a message to a recipient and to obtain the MSC and/or SGSN addresses from the HSS; and

-
to manage flags indicating user availability for SMS termination in the HSS.
-
for MSISDN-less SMS procedures:

-
if the recipient is not addressed with MSISDN but with SIP-URI, the originating IP-SM-GW sends the SM toward to the target IMS network,
-
if delivery to target UE failed, the terminating IP-SM-GW requests HSS for a correlation ID to allow the originating IMS network to retry later,
-
if originating IP-SM-GW receives temporary delivery failure with correlation ID from target IMS network, it forwards the SM to SMSC for store and forwarding.
* * * 5th Change * * * 
5.3.2
HSS
In order to support SMS over generic IP access, the HSS shall support the following functions:

-
storing the pre-configured address of the IP-SM-GW on a subscriber basis;
NOTE:
If all subscribers are assigned to a single IP‑SM‑GW address, the IP‑SM‑GW address does not need to be pre-configured in the HSS.

-
handling an indication that the terminal is registered with an IP-SM-GW for delivery of SMS;

-
responding to the "send routing information for short message" query from IP‑SM‑GW with the address of the MSC/SGSN;

-
forwarding the Send Routeing Information for Short Message, from an SMS-GMSC, towards the IP-SM-GW and forwarding any responses to the originator of the Send Routeing Information for Short Message;

-
returning the IMSI and the MSC and/or SGSN addresses as a response to Send Routeing Information for Short Message required from IP-SM-GW;
-
alerting the SCs stored in the message waiting data when the terminal is registered with an IP‑SM‑GW for delivery of short message;

-
reporting notification to the IP-SM-GW of the reachability of a UE at the transport layer after a delivery failure ; 
-
accepting delivery status reports from IP-SM-GWs instead of SMS-GMSC; and
-
if MSISDN-less SMS operation is supported, generating correlation ID when being requested from IP-SM-GW.
* * * 6th Change * * * 
6
Procedures

6.0
General

The clause describes the procedures for the support of transport-level interworking between Short Message service and encapsulated Short Message via IP service, for the support of the service-level interworking for the Short Message service and Instant Messaging service as defined in OMA-TS-SIMPLE_IM-V1_0 [12], for the support of the service-level interworking for the Short Message service and Converged IP Messaging service as defined in OMA-TS-CPM_Conv_Fnct-V1_0 [17] and for the support of receiving MT-SMS to a UE without MSISDN. Clauses only applying to either transport-level interworking or service-level interworking are indicated as such.

NOTE:
In the procedures in the following clauses, the I‑CSCF, P‑CSCF and ASs such as IM AS, as well as nodes specific to CPM functions such as ISF, are not shown in the figures.

6.0a
SMS without MSISDN in IMS

6.0a.1
MO-SMS without MSISDN in IMS
For MO-SMS without MSISDN, the IP-SM-GW of the originating side fills the RP-OA field with a value that indicates UE is MSISDN-less to satisfy the protocol requirement. If the recipient is addressed with SIP-URI (i.e., recipient is not addressed with MSISDN) then IP-SM-GW first tries to deliver the SMS directly to the terminating IMS network.  If the terminating IMS network does not accept SMS delivery without MSISDN and responds with an permanent error indication, then IP-SM-GW shall abort any further re-attempt and responds back to sender that SMS delivery has failed. 
If the terminating IMS network indicates the SMS delivery failed due to temporary reasons (e.g, UE is not reachable) and the response has included the correlation ID for the recipient then IP-SM-GW forwards the SM to the SMSC for storage and for subsequent retries.

6.0a.2
MT-SMS without MSISDN in IMS

For device triggering, the selection of IMS to deliver MT-SMS without MSISDN is defined in TS 23.682 [20]. 
For SMS between IMS UEs without MSISDN, the delivery of MT-SMS to the recipient is based on the identity from the SIP MESSAGE received from the originating IMS network or retrieved using the correlation ID from the SM received from SMSC.

This clause describes the additional functionality required for the delivery of MT-SMS toward a UE in IMS without MSISDN.

During UE IMS registration procedure, the serving IP‑SM‑GW obtains IMSI of the UE from the S-CSCF and the serving IP-SM-GW address is indicated to HSS as defined in clause 6.1 and HSS stores this IP-SM-GW address. IP‑SM‑GW subscribes to event registration package to receive UE's IMPU (i.e. SIP URI). UE which does not have MSISDN will have at least one SIP-URI as IMPU. When IP-SM-GW receives SM from SMSC with IMSI as the recipient address (i.e, device triggering as defined in TS 23.682 [20]), IP‑SM‑GW shall try to deliver the MT-SMS via IMS without retrying to other domain.
When IP-SM-GW receives a SM from originating IMS network via SIP MESSAGE and IP-SM-GW failed to deliver the SM to the recipient and future retry is allowed and possible, then IP-SM-GW shall request a correlation ID from HSS. If HSS accepts the request, HSS shall store the SMSC and sender’s SIP URI received from the request sent by IP-SM-GW and also set the message waiting flag accordingly. HSS shall generate and return a correlation ID to IP-SM-GW. IP-SM-GW then returns the correlation ID with indication of temporary error pointing to unsuccessful delivery attempt to the originating IMS network.
6.1
Registration procedure
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Figure 6.1: Registration procedure
1)
The UE establishes IP connection.

2)
At any time after the establishment of the IP connection, the UE registers at the S-CSCF according to the IMS registration procedures.

NOTE 1:
For simplicity, not all messages between UE and S-CSCF and between S-CSCF and HSS are shown in detail.

3)
S-CSCF checks the initial filter criteria retrieved from the HSS during the IMS registration procedure.

4)
After successful IMS registration and based on the retrieved initial filter criteria, the S-CSCF informs the IP-SM-GW (AS) about the registration of the user. IMSI is informed to the IP‑SM‑GW (AS) when there is no MSISDN in the UE's IMS subscription profile.

5)
The IP-SM-GW (AS) returns OK to the S-CSCF.

6)
The IP-SM-GW (AS) sends IP-SM-GW Register Req to the HSS.

7)
The HSS stores the received IP-SM-GW address if necessary or for MT-SMS without MSISDN (see clause 6.0a.2), uses it as an indication that the UE is available to be accessed via the IMS to trigger an Alert service centre message if the message waiting flag is set, and responses to the IP-SM-GW (AS) with IP‑SM‑GW Register Res. IP‑SM‑GW gets the IMPU (SIP URI) for SMS delivery without TEL-URI from registration event package.

NOTE 2:
IP-SM-GW Register Res can include the SC address to be used for this user in the subscriber data (see also clause 6.7).

NOTE 3:
If the IP‑SM‑GW address stored in the HSS via registration procedure is not the same as the preconfigured IP‑SM‑GW address (if any), then the short message delivery attempted during registration can be unnecessarily delayed.

8)
After successful registration of the IP‑SM‑GW address at the HSS the HSS checks whether message waiting data are stored and alerts all SCs using procedures described in TS 23.040 [2] (see also clause 6.5b).

* * * 7th Change * * * 
6.3
Transport-level interworking: Successful encapsulated Short Message origination procedure with MSISDN
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Figure 6.3: Successful encapsulated Short Message origination procedure

1)
The UE registers to S-CSCF according the IMS registration procedure. Note that I-CSCF and P-CSCF are not shown in this figure.

2)
UE submits the encapsulated Short Message (SMS-SUBMIT, SC Address) to the S-CSCF using an appropriate SIP method.

3)
S-CSCF forwards the encapsulated Short Message (SMS- SUBMIT, SC Address) to IP-SM-GW (AS) based on stored iFC.

4)
IP-SM-GW (AS) acknowledges the SIP message.

5)
SIP message acknowledge is forwarded by S-CSCF to UE.

6)
The IP-SM-GW performs service authorization based on the stored subscriber data as described in the clause 6.1. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the Short Message is delivered via CS or PS domain. In addition, the IP-SM-GW shall also check whether the user is authorised to use the encapsulated Short Message delivery via IMS. If the result of service authorization is negative, the IP-SM-GW shall not forward the message, and shall return the appropriate error information to the UE in a failure report. Otherwise, the IP-SM-GW (AS) extracts the Short Message (SMS- SUBMIT) and forwards it towards the SMS-SC (SC Address) via the SMS-IWMSC using standard MAP signalling (as described in TS 23.040 [2]).

7)
The SMS-IWMSC forwards the Short Message (SMS-SUBMIT) to the SMS-SC (see TS 23.040 [2]).

8)
SMS-SC sends a Submit report (SMS-SUBMIT‑REPORT) to SMS-IWMSC (see TS 23.040 [2]).

9)
SMS-IWMSC sends the Submit report to IP-SM-GW (AS) (see TS 23.040 [2]).

10)
IP-SM-GW (AS) sends the Submit report to S-CSCF, encapsulated in an appropriate SIP request.

11)
The S-CSCF sends the Submit report to the UE.

12)
The UE acknowledges the SIP request.

13)
The S-CSCF forwards the acknowledgement of the SIP request to IP-SM-GW (AS).

6.3a
Transport-level interworking: Short Message origination procedure without MSISDN
6.3a.1
Initial delivery of SMS without MSISDN
Figure 6.3a.1-1 shows the initial SM delivery by IP-SM-GW during MO-SMS operation without MSISDN.
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Figure 6.3: Short Message origination procedure for MSISDN-less operation
1)
The UE registers to S-CSCF according the IMS registration procedure. Note that I-CSCF and P-CSCF are not shown in this figure.

2)
UE submits the encapsulated Short Message (SMS-SUBMIT, SC Address) to the S-CSCF using an appropriate SIP method. Since recipient does not have MSISDN, the UE fills the TP-DA field with value that indicates UE is addressed without MSISDN, and indicates B’s SIP URI in SIP MESSAGE (e.g., UE-A sets the R-URI to PSI (SMSC address) and the To header with B’s SIP URI in the MESSAGE). Based on the existing procedure, P-CSCF fills the A’s default URI to p-asserted-identity before sending the MESSAGE to S-CSCF and S-CSCF executes the iFC and forwards the MESSAGE to IP-SM-GW. 
NOTE: It is up to stage 3 to define how B’s SIP URI is to be indicated in the protocol level.
3)
S-CSCF forwards the encapsulated Short Message (SMS- SUBMIT, SC Address) to IP-SM-GW (AS) based on stored iFC.

4)
IP-SM-GW (AS) acknowledges the SIP message.

5)
SIP message acknowledge is forwarded by S-CSCF to UE.

6)
The IP-SM-GW performs service authorization based on the stored subscriber data as described in the clause 6.1. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the Short Message is delivered via CS or PS domain. In addition, the IP-SM-GW shall also check whether the user is authorised to use the encapsulated Short Message delivery via IMS. If the result of service authorization is negative, the IP-SM-GW shall not forward the message, and shall return the appropriate error information to the UE in a failure report. Otherwise, the IP-SM-GW (AS) extracts the Short Message (SMS- SUBMIT) and constructs the SMS-Deliver and sends it towards the terminating IMS network..

7)
The terminating IMS network tries to deliver the SM toward the designated recipient (see subclause 6.4a).
8)
Terminating IMS nework response with one of the following:

8a) Terminating IMS network refuses or does not allow SMS delivery with MSISDN-less operation by sending back an permenant error.

8b)
Terminating IMS nework is not able to deliver the SM to designated recipient and returns a correlation ID to allow retries at a later time. IP-SM-GW then forwards the SM to SMSC for storage and forward operation (see subclause 6.3a.2).
8c)
Terminating IMS nework is successfully deliver the SM toward the designated recipient.
9)
Proper response as deteremined in step 8a, 8b, or 8c is returned back to UE. For 8a, the response indicates to the UE that SMS to this recipent is failed permentently. For 8b, the response is from the Submit report received from the SMSC. For 8c, the response indicates a successful delivery of the MS to the recipent.
6.3a.2
Subsequent re-delivery of SMS without MSISDN 
When the initial delivery attempt failed and retry is possible (see Figure 6.3 step 8b), the IP-SM-GW forwards the SM to SMS-SC for storage and forwarding operation. Figure 6.3a.2-1 shows the subsequent re-delivery attempt of SM by SMS-SC. 
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Figure 6.3a.2-1. Redelivery attempt of SM without MSISDN

1)
IP-SM-GW forwards the SM along with the correlation ID received in step 8b of figure 6.3a.1-1 to SMS-SC/SMS-IWMSC.

2a)
SM-SC/SMS-GMSC receives a trigger to redeliver the SMS from HSS (see subclause 6.5b) and queries the HSS for serving node information using the correlation ID.  The correation ID points toward the IP-SM-GW at the terminating network. 
2b) SMS-GMSC forwards the SM to the IP-SM-GW using the address received from HSS in step 2a. 
3a-b) IP-SM-GW (terminating) queries the HSS to retrieve the sender and receiver identities (SIP-URI) corresponding to this correlation ID. HSS knows the sender and receiver identities due to the procedure in subclause 6.5a step 5b. 

4)
IP-SM-GW (terminating) delivers SM to UE-B via the SIP MESSAGE.
6.4
Transport-level interworking: Successful encapsulated Short Message termination procedure from SMS-GMSC

[image: image5.emf]SMS-SC

2.  Message 

transfer

SMS-GMSC HLR/HSS IP-SM-GW S-CSCF UE

3a.  Routeing Info

3b.  Routeing Info

3c.  Routeing Info

4.  Forward Short Message

5.  Perform 

domain 

selection

6.  Message

7.  Message

8.  OK

9.  OK

1 .  IMS Registration  /  Re-registration procedure

 


Figure 6.4: Successful encapsulated Short Message termination procedure

1)
The UE registers to the S-CSCF according to the IMS registration procedure.

2)
The SMS-SC forwards the Short Message (SMS‑DELIVER) to the SMS-GMSC.


The following steps 3a to 3c are skipped if this procedure is performed due to MT-SMS without MSISDN as defined in clause 6.0a.2.

3a)
The SMS‑GMSC interrogates the HSS to retrieve routeing information. Based on the pre-configured IP-SM-GW address for the user, the HSS forwards the request to the corresponding IP-SM-GW.

NOTE 1:
The Send Routeing Info for SM request is not forwarded if it has been sent originally from the IP‑SM‑GW.

NOTE 2:
If there is only a single IP‑SM‑GW address, the IP‑SM‑GW address does not need to be pre-configured in the HSS, the Send Routeing Info for SM request can be forwarded on the STP level.

3b)
The HLR/HSS returns the addresses of the current MSC, SGSN to the IP‑SM‑GW for delivery of the Short Message in CS/PS domain. The HLR/HSS also returns the IMSI, for the IP‑SM‑GW to correlate the receipt of Short Message from the MT Correlation ID within the IMSI field of the Forward Short Message.

3c)
The IP SM GW creates a MT Correlation ID as per TS 23.040 [2] which associates the Send Routeing Info for SM with the subsequent Forward Short Message messages(s), and stores this along with the IMSI of the receiving subscriber. The IP-SM-GW returns only one address, which is of itself, along with the MT Correlation ID as routeing information to the SMS-GMSC.

NOTE 3:
For the case where the IP‑SM‑GW address is not pre-configured in the HSS, the Send Routeing Info for SM request will be forwarded on the STP level, the IP-SM-GW returns the address of itself as routeing information to SMS-GMSC upon receipt of the forwarded Send Routeing info for SM request.

4)
SMS-GMSC delivers the Short Message (SMS‑DELIVER) to IP-SM-GW (AS) including the MT Correlation ID received from the IP‑SM‑GW, in the same manner that it delivers the Short Message to an MSC or SGSN.

5)
The IP‑SM‑GW performs service authorization based on the stored subscriber data described in the clause 6.1. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the Short Message is delivered via CS or PS domain. In addition, the IP‑SM‑GW shall also check whether the subscriber is authorised to use the encapsulated Short Message delivery via IMS. If the result of service authorization is negative, the IP‑SM‑GW shall not forward the message, and shall return the appropriate error information to the SMS-SC in a failure report. Domain selection function is not performed for MT-SMS without MSISDN and IMS is used for delivery. Otherwise, the IP-SM-GW performs domain selection function to determine the preferred domain for delivering the message according to operator policy and user preferences. The logic for selecting preferred route for message delivery is a matter of implementation.

6)
If the preferred domain is IMS, the IP-SM-GW (AS) uses the TEL-URI associated with the IMSI of the message received for the target UE to send the Short Message (SMS‑DELIVER, SC Address) encapsulated in the appropriate SIP method towards the S-CSCF. If TEL URI is not available, SIP URI is used.

7)
S-CSCF forwards the encapsulated Short Message (SMS-DELIVER, SC Address) to the UE.

8)
The UE acknowledges the SIP request.

NOTE 4:
This is not yet the Delivery report.

9)
The S-CSCF forwards the acknowledgement of the SIP request to the IP-SM-GW (AS).

6.4a
Transport-level interworking: Short Message termination procedure without MSISDN from IMS network
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Figure 6.4: Short Message termination procedure without MSISDN
1)
The UE registers to the S-CSCF according to the IMS registration procedure.

2)
The originating IMS network forwards the Short Message (SMS‑DELIVER) to the terminating IMS network. It reaches the IP-SM-GW responsible for UE-B.  For brevity, the intermediate IMS nodes interactions prior to reaching IP-SM-GW are not shown.
3)
If local policy allows MSISDN-less SMS operation, IP-SM-GW tries to deliver the SM to UE-B. 
4a-4b)
SM is successfully delivered to UE-B.  A success Delivery report is sent to the originating IMS network.

5a)
 If IP-SM-GW tried to deliver the SM but encountered some error (e.g, UE is memory full, UE not reachable, etc) then:
5b) IP-SM-GW requests the HSS for a MSISDN-less SMS Correlation ID. HSS stores the SMSC-A and A’s SIP URI address. HSS also marks the message waiting flag with the SMSC-A address.

5c-5d) HSS returns the MSISDN-less SMS Correlation ID to IP-SM-GW, and IP-SM-GW returns this to originating IMS network along with an indication of termpory failure.
6a-6b)
if the IP-SM-GW refuses the MSISDN-less operation due to local policy or other permanent errors (e.g, protocol error), IP-SM-GW returns a permanent error indication to the originating IMS network.
6.5
Transport-level interworking: Delivery Report procedure
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Figure 6.5: Delivery report procedure

1)
The UE has received the Short Message as described in clause 6.4 or 6.4a.

2)
The UE sends a Delivery report (SMS‑DELIVER‑REPORT) to the S-CSCF, including either a positive or a negative acknowledgement to the Short Message received in step 1.

3)
The S-CSCF forwards the Delivery report to the IP-SM-GW (AS). It shall be ensured that the Delivery report reaches the same IP-SM-GW that forwarded the Short Message in step 1.

4)
IP-SM-GW (AS) acknowledges, at the SIP level, the Delivery report to S-CSCF.

NOTE:
This is the acknowledgement to the Forward Short Message in the SM termination procedure.

5)
S-CSCF forwards the SIP acknowledgement to the Delivery report to the UE.

6)
The IP-SM-GW (AS) sends a Delivery report to the SMS-GMSC or to originating IMS network for MSISDN-less SMS operation.

7)
The IP-SM-GW may send a Report SM Delivery Status to the HSS. This may trigger the Alert service centre procedure or an update of the message waiting data in the HSS as described in TS 23.040 [2], if necessary.

8)
The SMS-GMSC may send a Report SM Delivery Status to the HSS. The HSS shall ignore the information provided in this report.
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