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1
Discussion

This contribution propose revision of Alternative 2 solution description.

1.1
PDN ID in IP-CAN session definition

In IP-CAN definition the PDN ID is mandatory parameter defined per 29.212 as follow:
The PDN-Connection-ID AVP (AVP code 1065) is of type OctetString, and it indicates the PDN connection to which specific information refers.
The PDN ID identifies the IP network where the device gets connectivity, but the format is 3GPP specific, and it is not a concept which exists in fixed network. However a similar concept can be identified in the Network Service provider and Application Service provides, as shown in figure 2. 

[image: image1.emf]
The Network Service Provider (NSP) is defined as a Service Provider that offers addressing and connectivity to an Internet Protocol (IP) network. The subscribers are typically located in Customer Premises Networks (CPNs). NSP typically provides access to the Internet, but it may provide access to a walled garden, VPN, or some other closed group or controlled access services.

The Application Service Provider (ASP) is defined as a Service Provider that uses a common infrastructure provided by the Regional/Access Network and an IP address assigned and managed by the Regional Network Provider. The Regional Network Provider owns and procures addresses that they, in turn, allocate to the subscribers. ASPs then use this common infrastructure in order to provide application or network services to those subscribers. For example, an ASP may offer gaming, Video on Demand, or even filtered Internet access, or access to VPNs via IPsec or some other IP-tunneling method.

The identification of NSP or ASP is depending by network configuration and it outside the scope of 3GPP. So it is proposed that the value used to identify the external network for fixed scenario it is considered outside the 3GPP scope and for BBF network is will be defined by BBF network. 

1.2
DSCP marking

The DSCP marking is used by fixed network in order to perform traffic shaping and manage traffic priority, so the propose usage of DSCP to differentiate the IP-CAN bearers assuming that each one identified by a DSCP marking is not aligned with current DSCP behaviour in fixed network. In fact the DSCP marking is performed based on PCC rules and so different IP-CAN bearers with same QCI can be marked with same DSCP value.

An example of usage is included in WT-203 for interworking and in TS 23.839  based on GSMA document IR.34 which defines the recommended mapping of 3GPP traffic classes to DSCP values over IP interconnection network between network operators for roaming purposes.  Furthermore RFC4594  also provides a recommended relationship between traffic classes and DSCP assignment. The table below reports the example of mapping.

Hence the last paragraph in clause 5.1.1.2.1, reported in the following, is not applicable and shall be deleted.

DSCP marking provides QoS support on transport network layer so that it can be assumed that there are support for multiple IP-CAN bearers (each one identified by a DSCP marking) for the purpose to provide QoS and charging
Table QCI to DSPC mapping based on 3GPP TS 23.203 and RFC 4594
	QCI
	Resource Type
	Priority
	Packet Delay Budget 
	Packet Error 

Loss Rate
	UMTS QoS Parameters
	Example Services
	Diffserv Peer-Hop Behaviour
	DSCP code

	
	
	
	
	
	Traffic Class
	THP
	
	
	

	1
	GBR
	2
	100 ms
	10-2
	Conversational 
	N/A
	Conversational Voice
	EF
	101110, 101100

	2
	
	4
	150 ms
	10-3
	Conversational 
	N/A
	Conversational Video (Live Streaming)
	AF41/AF42/AF43
	100010,100100, 100110    

	3
	
	3
	50 ms
	10-3
	Streaming
	N/A
	Real Time Gaming
	CS5
	101000, 101001    

	4
	
	5
	300 ms
	10-6
	Streaming
	N/A
	Non-Conversational Video (Buffered Streaming)
	CS3
	011000, 011001    

	5
	Non-GBR
	1
	100 ms
	10-6
	Interactive
	1
	IMS Signalling
	A/V-Sig
	010001

	6
	
	6
	
300 ms
	10-6
	Interactive
	1
	Video (Buffered Streaming)
TCP-based (e.g., www, e-mail, chat, ftp, p2p file sharing, progressive video, etc.)
	AF31/AF32/AF33
	011010,011100, 011110    

	7
	
	7
	100 ms
	
10-3
	Interactive
	2
	Voice,Video (Live Streaming)
Interactive Gaming
	AF21/AF22/AF23
	011010,011100, 011110    

	8
	
	8
	300ms
	10-6
	Interactive
	3
	Video (Buffered Streaming)
TCP-based (e.g., www, e-mail, chat, ftp, p2p file sharing, progressive video, etc.)
	AF11/AF12/AF13
	001010,001100,

001110     

	9
	
	9
	
	
	Background
	N/A
	
	DF/CS0
	000000


1.3
NATed RG

The NOTE reported below represents the current condition, however the Rel-12 timeframe is not yet finished and we can not foreseen what can be done before the conclusion of Rel-12.
NOTE:
When the above conditions are not met, Neither BBF nor IETF has standardized a procedure to identify a UE behind a NATed-RG that fits in the time frame of Rel-12. 

So it is proposed to replace it with the following editor’s note 
Editor's note: It is FFS how single UE can be identified when connected behind a NATed RG.

1.4
Bridge mode and Routed mode 

The diagram flow are revised in order to make more clear the actions performed  in bridge mode and routed mode scenario,  for example in  IP-CAN session establishment step1 needs to be clarified, since in bridge mode configuration the authentication is performed per each device, while in NATed RG configuration for RG and not for single device. Furthermore it should be noted that if 3GPP UE performs EAP-based authentication in NATed RG configuration, this step does not perform any establishment of new  IP-CAN session. 
Several other revisions are done in that line.
2
Conclusion
The revision in the following are proposed considered the reasoning presented above

*********         Start of 1st change ***************
5.1.1.2

Solution Alternative 2: One to one relation: IP-CAN session and IP Subscriber session

5.1.1.2.1
General

This solution alternative proposes to provide policy and charging control for the UE IP address that is known at the PCEF, i.e. all UEs behind a NAT have the same IP-CAN session in the PCEF.  In addition, for those services that request resource reservation over Rx, policy and charging control in the PCEF is possible for a given service using PCC Rules provisioned by PCRF in PCEF.

In this solution a UE may be either a 3GPP UE or a fixed device.

For fixed devices, the PCEF is located in the IP Edge. For 3GPP UE in NSWO the PCEF is located in the IP Edge.

The IPEdge has an IP-CAN session per UE behind the RG in both bridge and routed mode with no NAT. The IPEdge has an IP-CAN session for the RG in routed mode with NAT.

5.1.1.2.1 
Definition of an IP-CAN Session in the BBF domain

A “Fixed Broadband Access IP-CAN” is a fixed access broadband network that provides IP connectivity. The Fixed Broadband Access IP-CAN reuses the definition of an IP-CAN session in TS 23.203 [4].

NOTE:
In the context of Fixed Broadband Access, the term UE is device (i.e. fixed device or 3GPP UE or the RG) that allows the user to access the IP connectivity services provided by the network.

In a Fixed Broadband Access an IP-CAN session corresponds to an IP subscriber session defined in WT-146 [15].

As defined in TS 23.203, the association between the UE and an IP network is identified by an IP address(es), UE identity information (if available) and a PDN represented by a PDN-id. For those accesses that support IP-CAN bearers, there may be multiple IP-CAN bearers. For Fixed Broadband Access, the IP-CAN session can also be identified primarily by an IP address(es). The term UE corresponds to the device that access the services provided by the network (i.e. either RG, 3GPP UE or fixed end-device) and the UE identity information may be the circuit-id  (if available) although other identities may be used . 
The PDN identifies the IP network where the device gets connectivity. In case of Fixed Broadband Access IP-CAN the PDN ID definition is out of the scope of the 3GPP and it is defined by BBF. 
Editor’s note: the definition of PDN ID for fixed subscriber session is FFS and it shall be verified with BBF.


 5.1.1.2.2
 IP-CAN Session in the PCEF

This solution proposes that there is an IP-CAN session per IP address known in the PCEF only.  This means that there is:

•
an IP-CAN session for the IP address assigned to the RG in the routed mode with NAT and 

•
an IP-CAN session for the IP address assigned to the end device (i.e. fixed device or 3GPP UE) in the bridge mode and routed mode with no NAT.

For the purpose to provide policy and charging control, PCC Rules contains SDF templates that include the IP address known in the PCEF. 

For services (AF) that request resource reservation over Rx, this information is dynamically provided using Rx interface and allows providing both policy control and charging for the traffic generated by that UE. This solution is under the condition that:

a) the AF supports an Rx interface and 

b) the AF can provide the NATed IP address and ports used by the UE (for IMS, according to 23.228)


Editor's note: It is FFS how single UE can be identified when connected behind a NATed RG.

5.1.1.2.3
 Policy and Charging Control for the IP-CAN session in the PCEF.

Over Gxd, the PCEF announce the IP-CAN session establishment to the PCRF including, the IP address known by the PCEF, the identity of the UE associated in the PCEF with this IP address and a PDN-id, if available. There is a 1:1 relation between the IP-CAN session in the PCEF and in the PCRF. There is also a single subscriber in SPR/UDR per IP-CAN session, this is either the UE identity that identities the RG or the end device.

5.1.1.2.4
Procedures 

Editor's note: This clause will identify the procedures for Policy and QoS in TS 23.402 and/or 23.203 style for Building Block 1.

Editor's note:
Procedures do not take the TDF into consideration 

Editor´s note:
All information flows in the following sub-clauses described the architecture option that uses Gy for charging purposes

5.1.1.2.4.1 
General Assumptions

For the dynamic QoS for the IP-CAN session the following requirements shall be supported:

-
interaction between PCRF and PCEF at IP-CAN session establishment.

-
policy change requests originated from Applications Function after IP-CAN session establishment.

-
policies apply to individual IP-CAN session.

-
policy evaluation ismay be triggered by the change in state of an IP-CAN session.

In the RG NATed/routed mode there is a single RG IP subscriber session for all devices connected to the RG (NAT case, routed mode) and thus a single Gxd IP CAN session

In the case without NAT between the UE and the PCEF (e.g. RG in bridge mode)  The IP Edge/PCEF binds a UE IP subscriber session connected to the RG (no NAT/bridged mode) with a Gxd IP CAN session. 

5.1.1.2.4.2
IP-CAN Session Establishment

This clause describes the signalling flow for Gxd IP CAN Session establishment. In bridge mode the session is initiated after the BBFdevice has been authenticated per  BBF specifications (i.e. out of scope in 3GPP) or after that 3GPP UE performs 3GPP EAP-based authentication and assigned an IP address. In route mode configuration with NATed RG the session is initiated after the RG has been connected to the network and assigned an IP address. The IP address is assigned per BBF specifications and it is  out of scope in 3GPP.
In routed mode configuration with NAT the authentication of any fixed device or 3GPP UE in step 1 does not trigger any IP-CAN session establishment procedure, since the IP-CAN session has been already established after RG connected to the network.
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Figure 5.1.1.2.4.2: Initial Attach

1. A Fixed Broadband  subscriber session is initiated by device, (e.g. a RG switches on, a NSWO UE starts a session, etc…) . When the device is not acting as a 3gpp device, the BBF (e.g. access line) authentication is performed as specified by BBF. Otherwise when the device is a  3GPP UE, the authentication is performed as described in 23.402 [x]. As part of this step, the BBF AAA may provide Default QoS to the IP Edge/PCEF. The IP Edge/PCEF assigns an IP address (and/or an IPv6 prefix) for the Fixed Broadband  subscriber session. This step is BBF specific and as such out of scope of this specification.
2.
The IP Edge/PCEF sends an the indication of the IP-CAN session establishment to the PCRF. The message includes the subscription-ID if available , the Access Line Identifier (physical and logical circuit ID), default QoS, if available, the IP-CAN type, the IPv4 address and/or the IPv6 network prefix and subscriber priority per TR-134 and WT-146 requirements.
NOTE 1:  For 3GPP  UE the establishment indication of the IP-CAN session establishment with the PCRF QoS may include the APN (i.e. NSWO-APN)
3.
The PCRF obtains the subscriber's profile related to the UE.

4.
The PCRF makes policy decision and derives PCC Rules. The PCRF may change the default QoS of the subscriber  received from the PCEF. In this step the PCRF sends the decision(s) to the IP Edge/PCEF. The PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.

NOTE 2:
The PCRF may override the default QoS received from the IP Edge/PCEF

Editor's note: Whether additional parameters in the PCC Rule are required for the IP-CAN session is FFS.

5.
The PCRF provisions the PCC rules at the PCEF.

6.
This step is BBF specific. The IP Edge/PCEF may communicate with other network elements in the BBF access network per BBF specifications.

7. In case of AAA-based accounting, the IP Edge/PCEF initiate the accounting to the BBF AAA sending a Start-Accounting procedure.
Editor's note: The detailed procedure for AAA-based accounting is FFS. 
8: In case of the PCC-based accounting,  the IP Edge/PCEF may initiate the Gy session establishment with the OCS.

Editor's note: The list of IEs exchanged between the PCEF and the OCS is FFS

5.1.1.2.4.3
PCRF Initiated IP-CAN Session Modification

This clause is related to IP-CAN session modification for BBF access session initiated by PCRF. The AF can be involved.
In routed mode with NAT this procedure is applicable when AF request QoS and charging for RG or for single  device connected behind the NATed RG for which the AF is providing  in step 1a the NATed IP address and ports used by the single device (e.g. for IMS, according to TS 23.228).



[image: image5.emf]   

RG   IP Edge   /  PCEF  

PCRF   SPR   3GPP UE or  Fixed  Device  

Fixed Access Network  

BBF AAA  

3 . IP CAN Session Modification  

2 . Policy  Decision  

4 . IP CAN Sessio n Modification Ackn  

AF  

1a. Application Service Info  

1b. Update Subscription info  

5. Enforce    PCC   Rules  

6. BBF  procedure   

OCS  

7 Gy Session update  


 Figure 5.1.1.2.4.3: PCRF initiated IP-CAN Session Modification

1a.
The AF requests QoS resource authorization. The request includes the bandwidth requirements, media type, session priority and other information per TS 23.203.

1b.
The SPR notifies the PCRF when the user's profile changes.
NOTE 1: In routed mode configuration with NAT the PCRF when triggered by step 1b shall to perform IP-CAN session modification only when user subscriber information for RG are updated 
Alternatively, the PCRF may initiate this procedure based on PCRF internal logic.

2-3.The PCRF makes policy decisions and determines the QoS and PCC Rules (e.g. QCI, UL/DL max/minimum or guaranteed Bitrate and priority for the service) and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.

4.
The IP Edge/PCEF responds with an acknowledgment.

5.
The IP Edge/PCEF enforces the PCC rules.

NOTE 1:
How the IP Edge/PCEF performs QoS enforcement in the BBF is out of the scope of 3GPP.

NOTE 2:
The IP Edge/PCEF performs the mapping between the PCC rules and the parameters specific in BBF network.

6.
BBF specific procedures may applies, e.g. the IP Edge/PCEF may communicate with other entities in BBF access per BBF specifications.

7.
In case of PCC-based charging and If online charging is applicable, the IP Edge/PCEF may contact the OCS to request credit for new charging keys and/or to issue final reports and return remaining credit for charging keys no longer active. 

If OCS was contacted, the OCS provides the credit information to the IP Edge/PCEF, and/or acknowledges the credit report.

5.1.1.2.4.4
IP Edge/PCEF Initiated IP-CAN Session Modification

This clause is related to IP-CAN session modification for BBF access session initiated by IP Edge/PCEF. The procedure is applicable when the IP Edge/PCEF makes a decision to request a modification of PCC rules. The trigger to start the modification procedure by IP Edge/PCEF can be a provisioned event-trigger by the PCRF or a BBF specific trigger.

In routed mode configuration with NAT  this procedure can be triggered when new devices connects to the LAN, for example when UE requests a local IP address to the RG or when a UE disconnects from WLAN. 
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Figure 5.1.1.2.4.4: IP Edge/PCEF Initiated IP-CAN Session Modification 
1. The IP Edge/PCEF receives a trigger (e.g. from RG) or decides to modify an IP-CAN session due, e.g. to partial network failure, failure to enforce a PCC rule or other BBF specific triggers per BBF specification that are out of scope of 3GPP.
Note: The trigger events can be different in bridge mode configuration and in routed mode configuration.
2.
The IP Edge/PCEF may initiate the session modification procedure based on internal triggers or when event-triggers provisioned by the PCRF are detected. The message includes the Event Report and affected PCC Rules.

3.
The PCRF makes policy decisions and may derive new or modified PCC rules.

Editor's note: Whether additional parameters in the PCC Rule are required for the IP-CAN session is FFS.

4.
The PCRF provisions PCC rules at the IP Edge/PCEF.

5.
The IP Edge/PCEF enforces the PCC rules. 



6.
BBF specific procedures may applyies, e.g. the IP Edge/PCEF may communicate with other entities in BBF access per BBF specifications.

7
In case of PCC-based charging and If online charging is applicable, the IP Edge/PCEF may contact the OCS to request credit for new charging keys and/or to issue final reports and return remaining credit for charging keys no longer active.

If OCS was contacted, the OCS provides the credit information to the IP Edge/PCEF, and/or acknowledges the credit report.

NOTE 1:
How the IP Edge/PCEF performs PCC rules enforcement in the BBF is out of the scope of 3GPP.

NOTE 2:
The IP Edge/PCEF performs the mapping between the PCC rules and the parameters specific in BBF network. This mapping is out of scope of 3GPP

5.1.1.2.4.5
IP Edge/PCEF initiated IP-CAN Termination

This clause is related to termination of the IP-CAN session by IP Edge/PCEF. The procedure is applicable when BBF access session is terminated, the trigger for start the termination by IP Edge/PCEF is BBF specific (e.g. RG switch off, PPPoE session termination, etc) and out of the scope of 3GPP.
In routed mode configuration with NAT this procedure is applicable only when Fixed Broadband Access IP-CAN  is terminated, e.g. when RG switches off or when IP address assigned to WAN IP interface is released, etc. The termination of connection from a device in LAN, e.g when device releases the local IP address or it disconnects from WLAN does not trigger the IP-CAN session termination. 
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Figure 5.1.1.2.5.: IP Edge/PCEF Initiated IP-CAN Session Termination

1.
The IP Edge/PCEF receives a request to terminate the session with the PCRF based on BBF triggers (botheither external and internal to the IP Edge/PCEF) for example due to termination of session, power off of RG, etc as defined by BBF specifications.

NOTE:
How the IP Edge/PCEF detects or is informed that BBF access session is terminated is BBF specific and is out of the scope of 3GPP.

2.
The IP Edge/PCEF initiate the indication of IP-CAN Session termination procedure.

3.
The PCRF identifies the affected PCC rules.

4.
The PCRF notifies the AF about loss of transmission.

5.
The PCRF acknowledges the termination of the session.

6.
In case of AAA-based accounting,The PCEF sends the accounting stop message to the BBF AAA per WT-146.
Editor's note: The detailed procedure for AAA-based accounting is FFS. 

7
In case of PCC-based charging and If online charging was applicable the PCEF initiates the Gy session termination with the PCEF per TS 23.203.

5.1.1.2.4.6 
Update of the subscription information in the PCRF
In routed mode with NAT this procedure is applicable only the profile information related to RG is changed. 
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Figure 5.1.1.2.4.6: Update of the subscription information in the PCRF

1)
The SPR detects that the subscriber's profile changed.

Editor's note:
Enhancements to the subscriber profile for BBF access is FFS

2)
The SPR notifies the PCRF of the profile change provided the PCRF had subscribeds to such notification event(s).

3)
The PCRF responds to the SPR notification message.

4)
The PCRF stores the updated profile.

5)
The PCRF indentifies the rules affected and derives new/modified ones.

6)
The PCRF initiates the IP-CAN Session Modification procedure per clause 5.1.1.2.4.3 towards the IP Edge/PCEF applies if the BBF access or 3GPP UEs are affected.

*********         End of 1st change ***************
3GPP
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