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Abstract of the contribution: This contribution proposes a solution for SaMOG phase 2 that builds upon clause 8.2.1 of TS 23.852. It proposes two scenarios for the support of IP connections over trusted WLAN access. In the first scenario, the network or the UE only supports a single IP connection over WLAN. In the second scenario, the network and the UE both support multiple connections over WLAN. EAP signalling between UE and network is enhanced to carry attach parameters. For the multi-connection scenario, a new signalling protocol to manage PDN connections is proposed. Also, a user-plane separation mechanism is proposed to separate user-plane traffic between the different active connections.
Introduction
The Rel-12 SaMOG WID has multiple goals, including IP address preservation for a PDN connection and multiple PDN connections support over WLAN/S2a. While these goals are included in the same WID, they address different market requirements and deployment models and may be deployed in different timeframes. Also, IP address preservation for one single PDN and the support for different PDN connections are very different functionalities which imply different technical implementations. We envision deployments where IP address preservation is provided for a single PDN as without the need to support multiple PDNs.
The solution in this contribution builds upon the solution described in clause 8.2.1 of TS 23.852. It uses a two-scenario (two-phase) approach to support handover, non-default APN and multiple PDN connections. In the first scenario, the network or the UE only supports a single connection over WLAN. A connection is either a PDN connection or a NSWO connection. In the second scenario, the network and the UE both support multiple connections over WLAN. Negotiation of which scenario to choose is done once as part of the attachment EAP signaling between UE and network.

EAP signaling between UE and network is enhanced to carry attach parameters (e.g. handover indicator or APN or a request for NSWO). For the multi-connection scenario, a new signaling protocol to manage PDN connections is proposed. Also, a user-plane separation mechanism is proposed to separate user-plane traffic between the different active connections.

Proposal
It is proposed to update TR 23.852 (SaMOG) as shown below:
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8.2.1
Solution 1: Two-scenario approach
8.2.x.1 Functional Description

Editor's Notes: It should be described whether and how the solution fulfils the requirements in subclause 8.1.
8.2.x.1.0 Overview

This solution uses a two-scenario approach to support handover, non-default APN and multiple PDN connections: 
1. Single-connection scenario: In this scenario, the network or the UE only supports a single IP connection over WLAN. An IP connection is either a PDN connection or a NSWO connection. EAP signaling between UE and network is enhanced to carry attach parameters (e.g. handover indicator or APN or a request for NSWO).
2. Multi-connection scenario: In this scenario, the network and the UE both support multiple connections over WLAN. In the multi-connection scenario, a signaling protocol to manage PDN connections is needed. Also, a user-plane separation mechanism is needed to separate user-plane traffic between the different active PDN connections. A NSWO IP address or prefix is obtained through standard IETF procedures (i.e. DHCP or IPv6 Stateless Address Autoconfiguration).

Negotiation of which scenario to choose is done once as part of the attachment EAP signaling between UE and network.

8.2.x.1.1 Means to enable a per-UE-and-PDN point-to-point link

In the single-connection scenario, the PDN connection over WLAN uses the per-UE point-to-point link as defined in TS 23.402 clause 16. Such point-to-point link carries MAC frames. The MAC frame would typically carry an IP packet. IP is indicated by means of the “EtherType” field in the MAC header as defined in IEEE 802.1 (e.g. IPv4 is indicated by the Ethertype 0x0800).
	MAC
	IP
	payload


Figure 8.2.x.1.1-1 Frame format for the single-connection scenario
For the multi-connection scenario, there is at most one NSWO connection. For all PDN connections over WLAN, an additional layer between MAC and IP is used when carrying IP packets belonging to these connections. The MAC “Ethertype” field would in this case instead indicate “XYZ”, where “XYZ” is an identifier for the protocol used at the layer between MAC and IP. The XYZ protocol header needs to include at least two fields: 1) A key to differentiate the different connections from each other; 2) A next header indicator, which will be typically IP. The key is unique within the scope of a single UE. The key combined with the MAC address of the UE provides a globally unique identification for a PDN connection. The TWAG and the UE can use this identification to correlate a packet to the correct PDN connection.

	MAC
	XYZ
	IP
	Payload


Figure 8.2.x.1.1-2 Frame format for PDN connections in the multi-connection scenario
For the remaining part of this document, it is assumed that XYZ is GRE as defined in IETF RFC 2890. This requires that GRE is defined as new EtherType.
As the access point is functioning like a layer-2 bridge, it forwards frames between its WiFi interface and its wired interface without checking the EtherType value. If the access point implements a mapping between IEEE 802.11e priorities and DSCP, then the DSCP will be found on a different offset for frames with EtherType GRE compared to frames with EtherType IPv4 or IPv6.
8.2.x.1.1 Means to control PDN connection in the multi-connection scenario
A UE-TWAG protocol is needed to control (i.e. setup and teardown) the per-PDN point-to-point link. This protocol is denoted as WLCP (Wireless LAN Control Protocol). WLCP is a new protocol defined by 3GPP. The functions that WLCP supports include: Establishment of a per-UE-and-PDN point-to-point link; Tear down of a per-UE-and-PDN point-to-point link.
Editor's Notes: The details of this protocol are FFS. Aspects to study include: On what layer in the networking stack will this protocol be implemented?; How will the TWAG be found? 

8.2.x.2 Procedures

8.2.x.2.1
Initial Attach in WLAN on S2a

8.2.x.2.1.1
Initial Attach in WLAN on GTP S2a
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Figure 8.2.x.2.1.1-1: Initial attachment in WLAN on GTP S2a for roaming, LBO and non-roaming scenarios

The procedure is as TS 23.402 clause 16.2.1 with the following additions: 
· Step 2. As part of this step, the UE shall send an indication to the network whether it requests single-connection or multi-connection. If the UE requests the single-connection scenario, the UE also indicates whether it requests EPC access or non-seamless WLAN offload. If the UE requests EPC access, it may indicate APN. 

These indicators are sent in EAP to the 3GPP AAA. The 3GPP AAA sends these indicators to the TWAN. Depending on the capabilities of the network and the request of the UE, the network informs the UE as part of step 2 whether the single-connection scenario or the multi-connection scenario is selected.
In case the single-connection scenario is selected, the following applies: 
· As part of step 2, the UE is made aware if the requested feature (attach to non-default APN, non-seamless WLAN offload, EPC-routed traffic) is supported by the network. Also, if the UE requested EPC access without indicating APN, then the network indicates the selected default APN. If the UE requested NSWO and it was accepted by the network, steps 3-7 and 10-14 are skipped.
In case the multi-connection scenario is selected, the following applies:

· Steps 3-7 and steps 10-14 are not performed.

· As part of step 2, the UE is made aware if the network supports attachment to non-default APN, and if the network supports handover.
· Non-seamless WLAN offload is possible if the network supports this and the UE is entitled to use this. As part of step 2, the UE is made aware whether or not non-seamless WLAN offload is possible. If non-seamless WLAN offload is possible, then the UE receives the address or prefix of the non-seamless WLAN offload connection as part of steps 9 and 15. If non-seamless WLAN offload is not possible, then step 9 and 15 are not performed.
· After the attach procedure, the procedure “UE-Initiated Connectivity to PDN in WLAN on S2a” in clause 8.2.x.2.2 may be performed to establish a PDN connection.
· Step 3 and step 10. If the UE indicated an APN in step 2, the TWAN verifies that it is allowed by subscription, selects the PDN GW for the APN correspondingly, and includes the APN in the Create Session Request.

8.2.x.2.1.1
Initial Attach in WLAN on PMIP S2a

Editor's Notes: This procedure is still to be added.

8.2.x.2.2
UE-Initiated Connectivity to PDN in WLAN on S2a

8.2.x.2.2.1
UE-Initiated Connectivity to PDN in WLAN on GTP S2a

This procedure can only be performed if the network selected the multi-connection scenario during authentication.

This procedure is used when the UE has previously attached to WLAN and the UE wishes to establish one or more PDN connections over WLAN. This procedure is also used when the UE already has one or more PDN connections over WLAN and wishes to establish one or more additional PDN connections over WLAN. This procedure is also used to request for connectivity to an additional PDN connection over WLAN when the UE is simultaneously connected to WLAN and a 3GPP access, and the UE already has active PDN connections over both the accesses. The UE establishes a separate point-to-point link to the TWAG for each PDN connection.

There can be more than one PDN connection per APN when GTP is used between the TWAN and the PDN GW. During the establishment of a new PDN connection, the TWAN allocates and sends a default S2a bearer ID to the PDN GW. The default S2a bearer ID is unique in the scope of the UE within a TWAG, i.e. the IMSI and the default S2a bearer ID together identify a PDN connection within a TWAG. In order to be able to identify a specific established PDN connection, both the TWAG and the PDN GW shall store the default S2a bearer ID. 

NOTE: 
The establishment of a connection to a PDN connection does not impact the NSWO connection if that was previously setup. As a separate point-to-point link is used for each PDN connection, traffic separation can be achieved between all connections including the NWSO connection.
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Figure 8.2.x.2.2.1-1: UE-Initiated Connectivity to PDN in WLAN on GTP S2a

· Step 1. The UE triggers the establishment of a new per-UE-and-PDN point-to-point link by means of WLCP. This step establishes the setup of a new per-UE-and-PDN-connection point-to-point link to the TWAG. The UE may indicate APN. The UE triggers the re-establishment of an existing PDN connectivity by providing a handover indicator.
· Step 2-6. Same as step 3-7 in clause 8.2.1.2.1.1. As part of these steps, the TWAN performs PDN GW selection as described in TS 23.402. Steps 2-6 are executed with PDN GW2 instead of PDN GW1.

· Step 7. By means of WLCP, the TWAN returns a response to the establishment of a new per-UE-and-PDN point-to-point link. If the UE did not indicate APN in the request, then the response may indicate the selected default APN. If the UE does not receive an IPv4 address in this step, it may negotiate the IPv4 address with DHCPv4 in step 8, 
· Step 8. As step 9 in clause 8.2.1.2.1.1.
· Step 9. As step 15 in clause 8.2.1.2.1.1.
8.2.x.2.2.2
UE-Initiated Connectivity to PDN in WLAN on PMIP S2a

Editor's Notes: This procedure is still to be added.

8.2.x.2.3
Handover procedure between 3GPP access and WLAN on S2a

8.2.x.2.3.1
Handover from 3GPP access to WLAN on GTP S2a
This procedure is used to hand over one or more PDN Connections. If used in the single-connection scenario, it results in handover of a single PDN Connection from 3GPP access to WLAN. If used in the multi-connection scenario, it can be used to handover one or more PDN Connections from 3GPP access to WLAN.
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Figure 8.2.x.2.3.1-1: Handover from 3GPP access to Trusted WLAN on GTP S2a for roaming, LBO and non-roaming scenarios

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure 8.2.x.2.3.1-1:

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the home routed roaming and non-roaming cases, the vPCRF and the 3GPP AAA Proxy are not involved, except for the authentication and authorization in step 2.

For connectivity to multiple PDN connections the following applies:

-
If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to non-3GPP access is triggered, steps 1 to 15 shall be skipped and the UE shall only perform step 16 for each PDN connection that is being transferred from 3GPP access.

-
If the UE is connected only to 3GPP access before the handover of PDN connections to non-3GPP access is triggered, steps 2 to 15 shall be performed. As described in clause 8.2.x.2.1, these steps result in the UE receiving the address or prefix of the non-seamless WLAN offload connection, if supported by the network. The UE shall then perform step 16 for each PDN connection that is being transferred from 3GPP access.

-
Step 17 shall be repeated for each PDN connection that is being transferred from 3GPP access.

Step 16 can occur in parallel for each PDN. Other aspects related to the handover for multiple PDNs are described in TS 23.402 clause 8.1.

The steps in figure 8.2.x.2.3.1-1 are based on figure 8.2.x.2.1.1-1, with the following changes:

· Step 0. The UE is connected in the 3GPP Access and has a PMIPv6 or GTP tunnel on the S5/S8 interface.

· Step 2. As step 2 in 8.2.x.2.1.1with the following addition: The UE indicates handover via EAP to 3GPP AAA.

· Step 3 and 10. As step 3 and 10 in 8.2.x.2.1.1 with the following addition: The handover indication is set in the Create Session Request to allow the PDN GW to re-allocate the same IP address or prefix that was assigned to the UE while it was connected to the 3GPP IP access and to initiate a PCEF-Initiated IP CAN Session Modification Procedure with the PCRF.
· Step 4 and 11. The PDN GW executes a PCEF-Initiated IP‑CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [xx]. The Event Report indicates the change in Access Type. 

If the PDN GW decided to allocate a new IP address/prefix instead of preserving the old IP address/prefix, as described in TS 23.402 clause 4.1.3.2.3, the PDN GW executes an IP-CAN session Establishment Procedure with the PCRF instead of a PCEF-Initiated IP-CAN Session Modification Procedure.

· Step 6 and 13. The PDN GW responds with a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, EPS Bearer QoS, APN-AMBR, Charging ID, Cause). The Create Session Response contains the IP address and/or the prefix that was assigned to the UE while it was connected to the 3GPP IP access. The Charging Id provided by the PGW is the Charging Id previously assigned to the default bearer of the PDN connection in the 3GPP access.

· Step 16. For connectivity to multiple PDN connections, the UE establishes connectivity to each PDN that is being transferred from 3GPP access, by executing the UE-initiated Connectivity to PDN procedure specified in clause 8.2.x.2.2.1.
· Step 17. The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in TS 23.402 clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [xx], clause 5.4.4.1.

8.2.x.2.3.2
Handover from 3GPP access to WLAN on PMIP S2a

Editor's Notes: This procedure is still to be added.

8.2.x.2.3.3
Handover from WLAN on GTP S2a to 3GPP access
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Figure 8.2.x.2.3.3-1: Handover from Trusted WLAN on GTP S2a to 3GPP access for roaming, LBO and non-roaming scenarios

This procedure is as in TS 23.402 clause 8.2.1.1/8.2.1.2 with the following differences:
· Step 1. There is a GTP tunnel between TWAN and PGW
· Step 18. The PDN GW shall initiate resource allocation deactivation procedure in the TWAN as defined in clause 8.2.x.2.5.1.

8.2.x.2.3.3
Handover from WLAN on PMIP S2a to 3GPP access

Editor's Notes: This procedure is still to be added.

8.2.x.2.4
Detach and PDN disconnection in WLAN on S2a

8.2.x.2.4.1
Detach and PDN disconnection in WLAN on GTP S2a

8.2.x.2.4.1.1
UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on GTP S2a

For UE/TWAN initiated detach, this procedure is the same as TS 23.402 clause 16.3.1.1.

If the network selected the single-connection scenario during authentication, then the UE/TWAN requested PDN disconnection procedure is the same as TS 23.402 clause 16.3.1.1.

If the network selected the multi-connection scenario during authentication, then this clause applies to UE/TWAN-requested PDN disconnection procedure. For multiple PDN connections, this disconnection procedure shall be repeated for each PDN connection. 
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Figure 8.2.x.2.4.1.1-1: UE/TWAN-initiated PDN disconnection procedure with GTP S2a in WLAN
This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Home Routed Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming and Home Routed Roaming case, the vPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps of interaction between the PDN GW and PCRF do not occur. Instead, the PDN GW may employ static configured policies.

· Step 1. The UE may initiate disconnection of the PDN connection by means of WLCP.
· Step 2. The TWAN releases the PDN connection and sends a Delete Session Request (Linked EPS Bearer ID) message for this PDN connection to the PDN GW. 

· Step 3. The PDN GW informs the 3GPP AAA Server of the PDN disconnection. 
· Step 4. The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [x].
· Step 5. The PDN GW acknowledges with a Delete Session Response (Cause) message.

· Step 6. The UE is informed of the disconnection of the PDN connection by means of WLCP.
8.2.x.2.4.1.2
HSS/AAA Initiated Detach Procedure in WLAN on GTP S2a

This procedure is the same as TS 23.402 clause 16.3.1.2.

8.2.x.2.4.2
Detach and PDN disconnection in WLAN on PMIP S2a

Editor's Notes: This procedure is still to be added.

8.2.x.2.5
PDN GW initiated Resource Allocation Deactivation

8.2.x.2.5.1
PDN GW initiated Resource Allocation Deactivation in WLAN on GTP S2a
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Figure 8.2.x.2.5.1-1: PDN GW Initiated Bearer Deactivation with GTP on S2a

If the network selected the single-connection scenario during authentication, then this procedure is the same as TS 23.402 clause 16.4.1.
If the network selected the multi-connection scenario during authentication, then this procedure is as in TS 23.402 clause 16.4.1 with the following difference: If all TWAN resources related to a PDN connection are released, then in step 3 the UE is informed of the PDN connection release using WLCP. 

8.2.x.2.5.2
PDN GW initiated Resource Allocation Deactivation in WLAN on PMIP S2a

Editor's Notes: This procedure is still to be added.

****** End of Changes ******
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