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1. Overall Description:

SA2 discusses four problematic scenarios as explained in the Annex. The problem is:
The UE can end up going back and forth between UTRAN and E-UTRAN, which leads to service disruption for the user.

· Scenario 1, 2, 3

Those scenarios are caused by Inter RAT handover and Inter RAT Release with redirection, if they are inappropriately invoked.
· For your information, a separate LS, S2-123398, is sent to CT4 to ask how SGSN in the visited network knows whether UE can access to E-UTRAN or not for scenario 1, 2, 3. SA2 expects that CT4 mechanisms in combination with SGSN configuration will provide a solution that ensures that the SGSN is aware of the LTE roaming agreements and LTE RAT restrictions.
To prevent that problem, SA2 recognised that SGSN needs to send relevant information to RNC beforehand and found three alternatives: E-UTRAN Service Handover IE, SNA Access Information IE, and RFSP Index.
SA2, although recognizing discussion at RAN3#64 when E-UTRAN Service Handover IE was introduced, requests RAN3 to review again and to provide guidance on which IE is to be used.
· Scenario 4

That scenario is caused by Inter RAT RRC Connection Reject with redirection, if it’s inappropriately invoked.

It’s unclear how this scenario in general can be solved in the network without RAN-CN interaction before the RRC Connection Reject with redirection.
SA2 studies two possible solutions: 1 introduce core network interaction, 2 the UE only provides Pre-Redirection info IE in certain conditions (e.g. non roaming, previous successful access to E-UTRAN). In addition, operators may have proprietary solution to this scenario.
SA2, although recognizing discussion at RAN2#68 when partial subscription was addressed, requests RAN2 to review again and to provide guidance on possible solution.
2. Actions:

To RAN3 group
ACTION: 
SA2 requests RAN3 to take the above about scenarios 1, 2, and 3 into consideration and to provide guidance.
To RAN2 group

ACTION: 
SA2 requests RAN2 to take the above about scenarios 4 into consideration and to provide guidance.

3. Date of Next TSG SA WG2 Meetings:

TSG SA WG2 Meeting #93     8th – 12th October 2012

Sofia, Bulgaria.

TSG SA WG2 Meeting #94     12th – 16th November 2012
New Orleans, USA.
Annex: Problematic scenarios
· Problematic scenario 1: Inter RAT handover from UTRAN to E-UTRAN
(1) For the UE, the source RNC initiates an Inter-RAT handover to E-UTRAN and sends a Relocation Required message to the source SGSN. (2) The Inter-RAT handover continues and, at last, the UE sends a HO to E-UTRAN Complete message to the target eNodeB. (3) The UE sends a TAU Request message through eNodeB to MME. (4) The MME finds that the authentication procedure fails and returns a TAU Reject message with the cause value #15. (5) The UE adds the TA to the forbidden TA list and switches to UTRAN. (6) The steps (1) and (2) occur. (7) The UE reads broadcasted system information, finds that the TA is in the forbidden TA list, and switches back to UTRAN. (8) The steps (6) and (7) repeat.

NOTE: The cause value #15 is used, according to GSMA IR.88.

The above problematic scenario causes denial of service or frequent service disruptions for an inbound roamer and unnecessary signalling traffic for RNC, SGSN, eNodeB, MME, and S-GW of VPLMN.

· Problematic scenario 2: Inter RAT handover from UTRAN to E-UTRAN, 23.401 Annex D type
(1) For the UE, the source RNC initiates an Inter-RAT handover to E-UTRAN. The source RNC may be configured to use RNC IDs instead of eNodeB IDs to identify a target eNodeB. The source RNC sends a Relocation Required message to the old Gn/Gp SGSN of pre-Rel-8. (Note: For the old Gn/Gp SGSN of Rel-8 onwards, the same discussion with the above scenario 1 applies.) (2) The old Gn/Gp SGSN sends a Forward Relocation Request message to the new MME. (3) The new MME sends a Create Session Request message, with P-GW related IEs being replaced by GGSN equivalents, to the S-GW. (4) The Inter-RAT handover continues. The UE sends a HO to E-UTRAN Complete message to the target eNodeB. (5) The Inter-RAT handover further continues. The S-GW sends a Modify Bearer Request message to the GGSN. That request fails. (6) The steps from (1) to (5) repeat.

The above problematic scenario causes frequent service disruptions for an inbound roamer and unnecessary signalling traffic for RNC, SGSN, MME, and S-GW of VPLMN.

· Problematic scenario 3: Inter RAT release with redirection from UTRAN to E-UTRAN
(1) The source RNC sends an RRC Connection Release message with a Redirection info IE to the UE. The Redirection info IE contains an Inter-RAT info IE being set as E-UTRA. (2) The UE switches to E-UTRAN. (3) The UE sends a TAU Request message through eNodeB to MME. (4) The MME finds that the authentication procedure fails and returns a TAU Reject message with the cause value #15. (5) The UE adds the TA to the forbidden TA list and switches to UTRAN. (6) The steps (1) and (2) occur. (7) The UE reads broadcasted system information, finds that the TA is in the forbidden TA list, and switches back to UTRAN. (8) The steps (6) and (7) repeat.

NOTE: The cause value #15 is used, according to GSMA IR.88.

The above problematic scenario causes denial of service or frequent service disruptions for an inbound roamer and unnecessary signaling traffic for RNC of VPLMN.

· Problematic scenario 4: Fast redirection from UTRAN to E-UTRAN
(1) Prior to sending a Service Request message, the UE sends an RRC Connection Request message with a Pre-Redirection info IE being set as Support of E-UTRA FDD(or Support of E-UTRA TDD) to an RNC. (2) The RNC sends an RRC Connection Reject message with a Redirection info IE to the UE. The Redirection info IE contains an Inter-RAT info IE being set as E-UTRA. (3) The UE switches to E-UTRAN. (4) The UE sends a TAU Request message through eNodeB to MME. (5) The MME finds that the authentication procedure fails and returns a TAU Reject message with the cause value #15. (6) The UE adds the TA to the forbidden TA list and switches to UTRAN. (7) The steps from (1) to (3) occur. (8) The UE reads broadcasted system information, finds that the TA is in the forbidden TA list, and switches back to UTRAN. (9) The steps (7) and (8) repeat.

NOTE: The cause value #15 is used, according to GSMA IR.88.

The above problematic scenario causes denial of service or frequent service disruptions for an inbound roamer and unnecessary signaling traffic for RNC of VPLMN.
