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Abstract of the contribution: This contribution proposes a solution for SaMOG phase 2.
Introduction
TS 23.852 section 8.1 lists the requirements for SaMOG phase 2. From these requirements, it can be deduced that the UE shall be able to send APN, and/or request for non-seamless WLAN offload, and/or handover indicator to the network. In case the UE did not indicate an APN, the UE shall also be able to receive from the network the APN selected by the network. In addition, to support multiple PDN Connections, the UE and the network needs to handle multiple simultaneous IP sessions in the user plane, and be able to identify to which PDN Connection a received IP packet belongs.    
Handling of user plane with multiple PDN Connections
The solution proposed here optionally supports connection to additional PDN(s). In release 11, a per-UE point-to-point link between the UE and the TWAG is assumed. On that basis, and in most cases, the UE IP address in the IP packet’s header will be enough to correlate that packet to an individual PDN connection. However, there are a couple of situations where this is not possible, e.g. when:

1. Two or more PDN connections from one UE might have the same IP address. This is in particular possible if these PDN connections are towards different PDN(s) using IPv4 private addressing.

2. Downlink (link layer) broadcasts do not include a specific UE target IP address (associated with a PDN connection). An example is an IPv6 router advertisement that the UE needs to correlate with a specific PDN connection; especially when the IPv6 router advertisement contains IP configuration parameters (IP prefix, MTU, Hop Count default value, DNS server address…) that should be associated with a particular PDN.

3. Downlink IP multicast does not include a specific UE target IP address. The IP multicast address cannot be used by the UE to understand the service associated with a packet that has been received as multiple PDN may use the same IP multicast address for different services. The source IP address in general could be used to disambiguate the multicast services except when IPv4 private addressing would be used and the sources of multicast services would have also the same IPv4 private address.

The solution in this contribution proposes a per-UE-and-PDN-connection point-to-point link between UE and TWAG. This provides a generic solution that also solves the identified issues above. 
Setup, tear down and maintenance of a per-UE-and-PDN connection point-to-point link between UE and TWAG requires a control protocol. It is left FFS exactly which control protocol this should be.

Signalling of APN, non-seamless WLAN offload and handover indicator

Signalling of such information elements may be done as part of the access discovery and authentication process. However, that may impose a restriction to re-run access discovery and authentication if the UE wants to add an additional PDN connection at a later stage. Adding new information elements to DHCP is possible. However, stateless address assignment would be preferred for IPv6 since it has a wider support among different UEs.

We propose to use extensions to the authentication signalling (EAP) to signal new information elements for the first PDN connection. This allows UEs that only support a single PDN Connection in WLAN to take benefit of the other SaMOG phase 2 features (non-default APN and IP session continuity) with only limited enhancements to EAP. For any additional PDN connection, we propose to use the control protocol for setup of per-UE-and-PDN connection point-to-point links. 

Backwards Compatibility
The solution proposed in this contribution is fully backwards compatible to SaMOG phase 1. A step-wise approach to introduce SaMOG phase 2 is made possible: As a first step, for scenarios with single PDN connections, a number of new information elements need to be added to EAP. As a second step, for scenarios with multiple PDN connections, a new control protocol and per-UE-and-PDN-connection point-to-point links need to be supported.

Proposal

It is proposed to update TS 23.852 (SaMOG) as shown below:

****** 1st Change ******

8.2
Solutions
Editor’s Note: This clause will describe the solution(s) for SaMOG Phase 2 study.
8.2.x
Solution x: Two-step approach
8.2.x.1 Functional Description
Editor's Notes: It should be described whether and how the solution fulfils the requirements in subclause 8.1.
8.2.x.2 Procedures
8.2.x.2.1
Initial Attach in WLAN on S2a

8.2.x.2.1.1
Initial Attach in WLAN on GTP S2a
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Figure 8.2.x.2.1.1: Initial attachment in WLAN on GTP S2a for roaming, LBO and non-roaming scenarios

The procedure is as TS 23.402 clause 16.2.1 with the following additions:

· Step 1. Optionally, the network may indicate its capabilities (support for handover, support for attach to non-default APN, support for non-seamless WLAN offload, support for EPC-routed traffic, support for attach to multiple PDN connections).
Editor's note: It is FFS if these capabilities are specified by 3GPP or by another SDO.
· Step 2. The UE indicates initial attach in EAP to the 3GPP AAA. The UE shall indicate whether it requests EPC access or non-seamless WLAN offload in EAP to the 3GPP AAA. If the UE requests EPC access, it may indicate APN. As part of step 2, the 3GPP AAA sends these indicators to the TWAN. If the UE indicates EPC access without indicating APN, then the EAP reply indicates the selected default APN. The UE is made aware if the requested feature (attach to non-default APN, non-seamless WLAN offload, EPC-routed traffic) is supported by the network.

Editor’s note: If step 1 is not performed, it is FFS if the network capabilities not requested in step 2 need to be indicated to the UE as part of step 2.
· Step 3. If the UE indicated an APN in the previous step, the TWAN verifies that it is allowed by subscription, selects the PDN GW for the APN correspondingly, and includes the APN in the Create Session Request.
8.2.x.2.1.1
Initial Attach in WLAN on PMIP S2a

Editor's Notes: This procedure is still to be added.
8.2.x.2.2
UE-Initiated Connectivity to Additional PDN in WLAN on S2a

8.2.x.2.2.1
UE-Initiated Connectivity to Additional PDN in WLAN on GTP S2a

Establishment of connectivity to an additional PDN over WLAN with GTP S2a is supported only for the accesses that support such feature and for the UEs that have such capability.

This clause is related to the case when the UE has an established PDN connection over WLAN with GTP S2a and wishes to establish one or more additional PDN connections over such access. This procedure is also used to request for connectivity to an additional PDN over WLAN with GTP S2a when the UE is simultaneously connected to such access and a 3GPP access, and the UE already has active PDN connections over both the accesses. The UE establishes a separate point-to-point link to the TWAG for each additional PDN.

There can be more than one PDN connections per APN when GTP is used between the TWAN and the PDN GW. During the establishment of a new PDN connection, the TWAN allocates and sends a default S2a bearer ID to the PDN GW. The default S2a bearer ID is unique in the scope of the UE within a TWAG, i.e. the IMSI and the default S2a bearer ID together identify a PDN connection within a TWAG. In order to be able to identify a specific established PDN connection, both the TWAG and the PDN GW shall store the default S2a bearer ID. 
NOTE: 
The establishment of a connection to an additional PDN does not impact the first PDN connection. As a separate point-to-point link is used for each additional PDN connection, traffic separation can be achieved between all PDN connections including the first.
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Figure 8.2.x.2.2.1: UE-Initiated Connectivity to Additional PDN in WLAN on GTP S2a

· Step 1. The UE triggers the establishment of a new PDN connection. This step establishes the setup of a new per-UE-and-PDN-connection point-to-point link to the TWAG. The UE may indicate APN or a request for non-seamless WLAN offload. If the UE does not indicate APN or non-seamless WLAN offload, then the reply may indicate the selected default APN. The UE triggers the re-establishment of an existing PDN connectivity by providing a handover indicator. The UE is made aware if the requested feature (support for attach to non-default APN, support non-seamless WLAN offload, support for handover, support for multiple PDN connections) is supported by the network.

Editor's note: It is FFS how such point-to-point link (and its establishment) shall be implemented. 

· Step 2. Upon establishment of an additional PDN connection, steps 9-15 as described in clause 8.2.x.2.1.1 are performed. As part of these steps, the TWAN performs PDN GW selection as described in TS 23.402. Steps 9-15 are executed with PDN GW2 instead of PDN GW1.

NOTE: Unless non-seamless WLAN offload was selected in step 1, steps 10-14 in clause 8.2.x.2.1.1 are always performed.

8.2.x.2.2.1
UE-Initiated Connectivity to Additional PDN in WLAN on PMIP S2a

Editor's Notes: This procedure is still to be added.
8.2.x.2.3
Handover from 3GPP access to WLAN on S2a

Editor’s Note: This procedure is FFS. The handover indicator for the first PDN connection for this UE over trusted WLAN will be sent from UE to TWAN in EAP. The handover indicator for any additional PDN connection for this UE over trusted WLAN is sent from UE to TWAN as part of step 1 in 8.2.x.2.2.1. 

8.2.x.2.4
Detach and PDN disconnection in WLAN on S2a

8.2.x.2.4.1
Detach and PDN disconnection in WLAN on GTP S2a

8.2.x.2.4.1.1
UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on GTP S2a
If the UE has a single PDN connection established over WLAN, this procedure is the same as TS 23.402 clause 16.3.1.1.

Editor’s Note: For the case the UE has multiple PDN connections established over WLAN, this procedure is FFS.
Editor’s Note: it is FFS how the first connection (NSWO or PDN) is released without releasing the additional connections (NSWO or PDN)
8.2.x.2.4.1.2
HSS/AAA Initiated Detach Procedure in WLAN on GTP S2a
If the UE has a single PDN connection established over WLAN, this procedure is the same as TS 23.402 clause 16.3.1.1.

Editor’s Note: For the case the UE has multiple PDN connections established over WLAN, this procedure is FFS.
8.2.x.2.4.2
Detach and PDN disconnection in WLAN on PMIP S2a
Editor's Notes: This procedure is still to be added.
8.2.x.3 Impacts on existing nodes or functionality
Editor's Notes: Impact on existing nodes or functionality is still to be added.

8.2.x.4 Evaluation
Editor's Notes: The fulfilment to the requirements in subclause 8.1 should be evaluated.

****** End of Changes ******
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