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* * * Start of changes * * * *
[bookmark: _Toc327520853]4.X	Support of Overload Control
4.X.1	General
Network elements within the IP Multimedia CN subsystem may have to cope with high volume of signalling traffic with significant traffic peaks. An IMS network may therefore implement overload control functionality in IMS network elements to prevent overload situations.
For that purpose, an IMS network may use one or both of the following mechanisms:
-	A feedback-based mechanism, where any IMS node acting as a SIP server, e.g. CSCF or AS, may provide overload control feedback to its neighbours by providing in SIP responses an indication that specifies the percentage by which the load forwarded to this SIP server should be reduced. This mechanism is described in subclause 4.X.2. 
NOTE 1:	This mechanism is well suited for preventing overload of core network servers (CSCF) where overload is not due to calls to a specific application/destination. See Figure X.
-	An event-based mechanism where IMS nodes acting as SIP servers, e.g. CSCF or AS, may send load control filters to any other IMS node that can be a potential source of overload and have subscribed for receiving this information.  Load filters contain rules to throttle SIP messages matching a set of criteria (e.g. type of message, contents of the Request URI), according to a specific constraint (e.g. the maximum acceptable request rate per second or the percentage of incoming requests that should be accepted). This mechanism is described in subclause 4.X.3.
NOTE 2:	This mechanism is particularly well suited for application servers when the source of overload is due to calls to a specific destination (e.g. a 800 application overloaded by mass calling to a particular destination) but can be used in other cases as well by using empty (unconditional) filters. See Figure Y.
In both cases, emergency calls shall not be affected by message throttling due to overload control and MPS priority information shall be taken into account when throttling traffic based on received indications.
4.X.2	Feedback based Overload Control
The following figure depicts an example information flow for the overload control mechanism based on feedback.


Figure 4.X.2-1: Information flow for S-CSCF Overload Control with a feedback-based mechanism
1.	During a past INVITE, the S-CSCF obtained a percentage by which the load forwarded to IBCF-1 should be reduced.
2.	During a past INVITE, the S-CSCF obtained a percentage by which the load forwarded to IBCF-2 should be reduced.
3.	Incoming INVITE from UE. The S-CSCF determines that the INVITE has to be forwarded to another network via IBCF-1.
4.	With the information obtained in step 1, the S-CSCF either:
5a.	refuses the INVITE request because of overload situation, or
5b.	forwards the INVITE to IBCF-1 (5b1). The Reply to the INVITE (5b2) can contain updated overload control information.
4.X.3	Event based Overload Control
The following figure depicts an example information flow for the event-based overload control mechanism.


Figure 4.X.3-1 Information flow for AS Overload Control using an event based mechanism
1.	Upon initialization or restart, S-CSCF subscribes to overload event notification of AS-1 and receives overload control filters (1c).
2.	Upon initialization or restart S-CSCF subscribes to overload event notification of AS-2 and receives overload control filters (2c)
3.	An INVITE comes to S-CSCF.
4-5.	The S-CSCF determines where to forward the message (AS-1 in this example), then evaluates whether the contents of the INVITE matches the filters received from AS-1. 
-	If the request does not match any filter, the S-CSCF forwards it to AS-1 (5b1); 
-	Otherwise, depending on the throttling algorithm, the S-CSCF either:
-	refuses the INVITE request because of the overload situation (5a), or
-	forwards the INVITE to AS-1 (5b1).

* * * End of change * * * *
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